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Abstract: this doc proposes text for 5GMSG considerations on security.
6.2
Considerations on security


5GMSG Service enables messaging communication of thing-to-thing and person-to-thing. This kind of messaging communication might trigger actions of devices, for example remote control. Several security requirements need to be taken into account in 5GMSG Service. First, authorization is required for message communication between two UEs, e.g. UE B is allowed to send messages to UE A, while UE C is not allowed to send messages to UE A. Second, the messages need to be integrity and confidentiality protected. 
