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Abstract: This document proposes a use case and related potential requirements to be included in FS_LUCIA TR 22.904

---------- Use Case template ----------

x.5
Binding one’s account to the other’s account
x.5.1
Description

1. Different users use different UEs. Different users have different accounts on the operator TTT. When service is deployed in a private network, one user may want to bind other’s account in order to give certain rights to it. Once getting the rights and being authorized, other users can access to the private network and visit the service data. That requires the cooperation of the network side.
x.5.2
Pre-conditions

1. Joe's father has his own account on the operator TTT, which is bound to the smart watch (UE1). The health data will be uploaded to the health service’s storage in operator TTT’s proprietary cloud network.
2. Joe's child registers his own account with the operator TTT and uses this account to bind to the learning machine (UE2). Joe's child can have online education on the learning machine. The education information will be uploaded to the education service’s storage in operator TTT’s proprietary cloud network. 

3. Joe has his own account on the operator's TTT and binds it to his cellphone (UE3). Joe is linked to his father's account on his cellphone (UE3) and learns about his father's health through the service of the operator TTT. Joe can know the parents' health condition through the service of the operator through the smart watch (UE1) associated with his account; Joe associates his child's account on his cellphone (UE3) and delivers education services such as English Classes to his child, through the service provided by the operator TTT.

4. The health data and the education information is stored in the proprietary cloud network provided by operator TTT.
5. Users first need to be authenticated by the cloud network, so that they can access the cloud network, and then they also need to be authenticated by the health and the education service, so as to be able to access the service data.
x.5.3
Service Flows

1.Joe's father is wearing a smart watch (UE1), his health data through the watch passed to the operator TTT’s proprietary cloud network. The service provided by operator TTT monitors and manages Joe's father's health data.

2.Joe installs the TTT’s health monitoring service on his cellphone (this operation requires the permission of his father's user account). After that, operator TTT will authorize Joe to access the proprietary cloud network, and operator TTT’s health service will authorize him to access the service data storage, Finally he gets his father's health information on the cellphone (UE3).

3. Joe's child has an online education through a learning machine (UE2). His child's educational information is delivered to the operator TTT’s proprietary cloud network through UE2 and TTT’s service.
4.Joe installs the TTT’s educational monitoring service (this operation requires the permission of his child's account). After that, operator TTT will authorize Joe to access the proprietary cloud network, and operator TTT’s education service will authorize him to access the service data storage. Joe learns about the child's education on his cellphone, and choose educational courses for his child through services provided by the operator TTT. 
x.5.4
Potential Requirements


The 3GPP system shall support mechanisms to accept the request of dynamically updating network control policy for one account from the service.
The user shall be able to activate and deactivate the use of the user identifier and the associated user account settings. With deactivation all links between a subscription and a certain user identifier shall be erased.

