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Abstract: This document gives an overview of the main decisions taken when introducing railway emergency alert and railway emergency communication to the MCX Service it should be presented before the presentation of the corresponding CRs to 22.280 and 22.282.
1. Railway emergency alert (REA) is mapped on MCX Emergency Alert (MEA)

2. REA and Railway Emergency Communication (REC) will not make use of:
---------------------------------------
[R-5.6.2.4.1-005] The MCX Service shall provide a mechanism for an authorized MCX User to configure an MCX Service Emergency Alert to send a notification to MCX Users within a configurable geographic area of the MCX User entering the MCX Service Emergency State, independent of the MCX Service Group Membership.
---------------------------------------
it is assumed a MCX admin of railway communication simply will not configure it. 
Instead, 6.6.4.1-XXX User regrouping will be used for that, by that REA/REC inherits the flexibility in e.g. selecting the correct set of users that is specified for other railway communication use cases already or the constant update of the set of users while they move. 

3. To be able to distribute the additional information required by REA MCData SDS will be used and for larger quantities of information the MCData File distribution capability (FDC).
If required, this allows for different QoS or lower priority for this communication.
Both SDS and FDC will use the same group as REA.

4. Like CRs done previously for multi-train and driver (controller Off-Net and Legacy system interworking has not been looked at yet.

5. The setup time and QoS will be taken care by the QoS CRs by UIC.

6. REC/REA makes use also of the changes introduced last time to allow for multi-train communication and driver ( controller communication so the assumptions made there also apply to REC/REA e.g. on holding and leaving a communication. 
7. The decision taken on each individual 22.889 requirement is documented in the attached spreadsheet also used for linking ETSI TC RT, UIC and 3GPP worlds together. 
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Overview

				TR 22.889 Version				16.0.0

																				
Stage 1
Work Status (max)								Stage 2
Work Status (max)						Stage 3
Work Status (max)

				Section 		Basic Title		Priority
High
Medium
Low		Target 
3GPP Release		Remark(s)		SA1 Meeting allocation option 1		SA1 Meeting allcation option 2		Volunteering company or Organisation 		Target 3GPP stage 1 specification		Target 3GPP stage 1 
chapter		100				Target 3GPP stage 2 specification		100				Target 3GPP stage 3 specification		100

				5		Basic functionality use cases		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				5.2		Device power on and shut-down related use cases		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				5.3		Use case: Power on the UE		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				5.4		Use case: Access to the FRMCS System to activate the FRMCS Equipment		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				5.5		Use case: Controlled power down of UE		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				5.6		Use case: Uncontrolled power down UE		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				6.2		Multi-train voice communication for Drivers including Ground FRMCS User(s)		High		Rel. 16		SA1#80 / Consider requirements of use cases withdrawn at SA1#79 		#80		not assigned		Nokia 		TS 22.179				30						Not started						Not started

				6.3		On-train outgoing voice communication from the Driver towards the Controller(s) of the train		High		Rel. 16		SA1#80 / Consider requirements of use cases withdrawn at SA1#79 		#80		not assigned		Nokia 		TS 22.179				30						Not started						Not started

				6.4		Railway emergency communication		High		Rel. 16		SA1#81/82 / Voice communication in 6.2, 6.3 should be done first		#81		#82		Nokia 		TS 22.289				Not started						Not started						Not started

				6.5		Use case: Automatic Train Control (ATC) support by the FRMCS System		High		Rel. 16		Consider together with sections 6.5, 6.12, 9.12/13 on ATC		not assigned		not assigned		ETRI						Not started						Not started						Not started

				6.6		Trackside Maintenance Warning System communication related use cases		High		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				6.7		Pushed Real Time Video streaming		High		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				6.8		Public emergency call related use cases		High		Rel. 16				#80				not assigned						Not started						Not started						Not started

				6.9		Data communication for possession management related use cases		High		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				6.10		Recording of communication		High		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				6.11		Remote control of engines communication related use cases		High		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				6.12		Automatic Train Operation data communication		High		Rel. 16		Consider together with sections 6.5, 6.12, 9.12/13 on ATC		#81		#82		ETRI						Not started						Not started						Not started

				6.13		Monitoring and control of critical infrastructure related use cases		High		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				7.1		Use cases related to transmission of real time video		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				7.2		Transfer of CCTV archives related use cases		Low		Rel. 16		Proposed for 22.289		not assigned		not assigned		Teleste		TS 22.289				Not started						Not started						Not started

				7.3		Use Case: Massive Inter-carriage data transfer		Low		Rel. 16		Proposed for 22.289		not assigned		not assigned		Teleste		TS 22.289				Not started						Not started						Not started

				7.4		Use case: Data transmission in real time		Low		Rel. 16				not assigned		not assigned		Huawei						Not started						Not started						Not started

				8.2		Use Case: Live streaming of multimedia		Low		Rel. 16		Proposed for 22.289		#81		#82		Teleste		TS 22.289				Not started						Not started						Not started

				8.3		Use Case: Bulk transfer of multimedia from ground to train		Low		Rel. 16		Proposed for 22.289		#81		#82		Teleste		TS 22.289				Not started						Not started						Not started

				9.2		Assured voice communication (AVC)		Medium		Rel. 16				#81		#82		not assigned						Not started						Not started						Not started

				9.3		Functional identities and role management		High		Rel. 16				#80		not assigned		UIC		TS 22.280		5.9a		60				TS 23.280		50						10

				9.4		Location services related use cases		High		Rel. 16		Could ETRI also take that ?		not assigned		not assigned		not assigned						Not started						Not started						Not started

				9.5		FRMCS-user communication handling related use cases		High		Rel. 16		SA1#80 – Together with 6.2, 6.3		#80				Nokia 		TS 22.179				30						Not started						Not started

				9.7		Multi user talker control related use cases		High		Rel. 15		Available in Rel-15, check for missing aspects after the 		not assigned		not assigned		Huawei		TS 22.179				90				TS 23.379		90						Not started

				9.8		Authorisation of communication		High		Rel. 16		Handle together with section 12.15 Security		not assigned		not assigned		Ericsson						Not started						Not started						Not started

				9.9		Authorisation of application		High		Rel. 16		Handle together with section 12.15 Security		not assigned		not assigned		Ericsson						Not started						Not started						Not started

				9.10		Sharing FRMCS Equipment by FRMCS Users		Medium		Rel. 16		SA1#80 – Covered by functional alias and roles already?		not assigned		not assigned		not assigned						Not started						Not started						Not started

				9.11		FRMCS naming authority		High		Rel. 16				#81		#82		ETRI						Not started						Not started						Not started

				9.12		Wayside-Centric Automatic Train Control		Medium		Rel. 16		Consider together with sections 6.5, 6.12, 9.12/13 on ATC		not assigned		not assigned		ETRI						Not started						Not started						Not started

				9.13		Autonomous Train Control and Operation		Medium		Rel. 16		Consider together with sections 6.5, 6.12, 9.12/13 on ATC		not assigned		not assigned		ETRI						Not started						Not started						Not started

				9.14		Virtual Coupling		Medium		Rel. 16				not assigned		not assigned		not assigned						Not started						Not started						Not started

				9.15		Composite-based train operation		Medium		Rel. 16		Can fit togther with functional alias		not assigned		not assigned		UIC						Not started						Not started						Not started

				9.16		Arbitration related use cases		Medium		Rel. 16				not assigned		not assigned		Ericsson						30						Not started						Not started

				12.2		Area Broadcast Group Communication interworking between GSM-R and FRMCS Users		Medium		Rel. 16				#82		#83		Kapsch						Not started						Not started						Not started

				12.3		Location Service interworking between GSM-R and FRMCS Users		Medium		Rel. 16				#82		#83		Kapsch						Not started						Not started						Not started

				12.4		Presence interworking between GSM-R and FRMCS Users		Medium		Rel. 16				#82		#83		Kapsch						Not started						Not started						Not started

				12.5		Point to Point communication between GSM-R and FRMCS Users		Medium		Rel. 16				#82		#83		Kapsch						Not started						Not started						Not started

				12.6		Use case: Interworking with legacy systems including GSM-R and TRS		Medium		Rel. 16		for GSM-R it will be Kapsch
for LMR etc. may be ETRI/Hansung 		#82		#83		Kapsch						Not started						Not started						Not started

				12.7		Use case: Builds stable positioning framework for FRMCS services and devices including trainborne and handheld devices		Medium		Rel. 16		Together with 12.14		#82		#83		ETRI						Not started						Not started						Not started

				12.8		Interconnection between GSM-R and FRMCS		Medium		Rel. 16				#82		#83		Kapsch						Not started						Not started						Not started

				12.9		Use case: Bearer flexibility		High		Rel. 16				#81		#82		UIC						Not started						Not started						Not started

				12.10		Use case: Quality of Service and railway environment		High		Rel. 16				#81		#82		UIC						Not started						Not started						Not started

				12.11		Use case: Provide broadband and mission critical services with seamless connectivity		High		Rel. 16		could HansungUniversity or ETRI take care of this?		not assigned		not assigned		ETRI						Not started						Not started						Not started

				12.12		Use case: Offer railway services high-quality control functions with real-time train status monitoring		Medium		Rel. 16		could HansungUniversity or ETRI take care of this?		not assigned		not assigned		ETRI						Not started						Not started						Not started

				12.13		Use case: Provide call priority during interworking with LMR		Medium		Rel. 16		could HansungUniversity or ETRI take care of this?		not assigned		not assigned		ETRI						Not started						Not started						Not started

				12.14		Use Case: FRMCS Positioning Accuracy		High		Rel. 16		together with 12.7		not assigned		not assigned		ETRI						Not started						Not started						Not started

				12.15		Use Case: FRMCS System security framework				Rel. 16				#81		#82		UIC						Not started						Not started						Not started

				12.16		Interworking between GSM-R and FRMCS		Medium		Rel. 16				#81		#82		Kapsch						Not started						Not started						Not started

				12.17		On-network/Off-network communication		Medium		Rel. 16				#82		#83		not assigned						Not started						Not started						Not started

































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































Req_22.889



				Status the GAP analysis		Early Draft Version

						TR 22.889 Version		Total or Subtotal		Not Covered																						234

				Input Version of TR 22.889		16.0.0		Total or Subtotal		76																						95

				383		V 25-10-17		Total or Subtotal																				107		240		20

										Note: Most requirements in TS 22.261 have a link to TS 22.278.

		Sequence		Reference Number		Requirement text		Application / Transport		Stage 1
GAP check		CR
incorporated to TS		(CR)
(new) TS Chapter		TS Requirements 
Default 22.280
Usually not all reqs are listed but only main reqs		Comments US DOC/FirstNet		Comments

Wendler Ingo (I-AT-TC-TEC-BAS) 2: Yellow indicates what is missing
		Use Case Family		Group		Prio
0 -low
5 - High		Rel 15 candidate		Rel 16 candidate		Prio 
High
Medium
Low

		1		[R-5.3-001]		The FRMCS Application shall be capable to perform a self-test and inform the user about the results.		A		Not Covered										[This requirement is not covered yet by existing 3GPP requirements]		Basics		Power on the UE		2		No		Yes		Medium

		2		[R-5.4-001]		When a FRMCS Equipment registers to the FRMCS System, the FRMCS Equipment capabilities are activated and the FRMCS Equipment shall be reachable by its FRMCS Equipment Identity.		A		Covered by TS 22.280				5.7				See MCPTT TS 22.179 Overview in clause 4.5.1 MCPTT User association to MCPTT UE in on-network mode		JM: If it makes use of MCX Service user ID by which also the FRMCS equipment is identifed		Basics		Access to the FRMCS System to activate the FRMCS Equipment		2		No		Yes		Medium

														5.8

														
5.9

		3		[R-5.5-001]		When the UE is about to be powered down, a FRMCS-user logged into the FRMCS System shall be logged off first.		A		Not Covered										[This requirement is not covered yet by existing 3GPP requirements]		Basics		Controlled power down of UE		2		No		Yes		Medium

		4		[R-5.5-002]		By logging off the functional Role of a FRMCS-user shall be deregistered from the FRMCS System.		A		Not Covered										(This requirement is not covered yet by existing 3GPP requirements]
		Basics		Controlled power down of UE		2		No		Yes		Medium

		5		[R-5.5-003]		After logging off the FRMCS-user, the FRMCS Equipment capabilities shall be deactivated and the FRMCS Equipment shall be removed from the FRMCS System.		A		Not Covered										[This requirement is not covered yet by existing 3GPP requirements]		Basics		Controlled power down of UE		2		No		Yes		Medium

		6		[R-5.6-001]		When the UE is uncontrolled powered down, a FRMCS-user logged into the FRMCS System shall be logged out from the FRMCS System.		A		Not Covered										[This requirement is not covered yet by existing 3GPP requirements]
Clarification needed. How the FRMCS system detect an uncontrolled power down?		Basics		Uncontrolled power down UE		2		No		Yes		Medium

		7		[R-5.6-002]		By logging out the functional Role of the FRMCS-user shall be deregistered from the FRMCS System.		A		Not Covered										[This requirement is not covered yet by existing 3GPP requirements]		Basics		Uncontrolled power down UE		2		No		Yes		Medium

		8		[R-6.2.2-001]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the FRMCS Users shall be able to initiate the voice communication to FRMCS Users in trains or on ground.		A								TS 22.179 Floor Control clause 6.2.3.2 Req #1, 
TS 22.280 clause 5.1 req # 2 		See MCPTT TS 22.179 Floor Control clause 6.2.3.2 Req #1, MCCoRe TS 22.280 clause 5.1 req # 2 		There is no clear differentiation between stationary and non-stationary  FRCMS users. It is assumed that a multi-user communication is referred here.		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

		9		[R-6.2.2-002]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the application layer priority of the communication shall be managed by the prioritisation application		A								TS 22.280, 6.8.7 Application layer priority, 7.6 MCX Service priority requirements		See MCCoRe TS 22.280 clause 6.8.7 Application layer priority and clause 7.6 MCX Service priority requirements		JM: 6.8 provides the basics to an application to do that. The application as such is not covered		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

		10		[R-6.2.2-003]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the FRMCS System shall be able to determine the FRMCS User(s) to be included in the voice communication, based, amongst others, on the following criteria:$%&location information, speed and direction of travel provided by the locations services application, and/or functional identity provided by the Role management and presence application.$%&System configuration on which Controller is responsible for which part of the track/station/etc.$%&		A								TS 22.280 clause 6.4.9 req #6, 5.17 req # 3, 6.1 req #5, R-6.1.005, R6.6.5.2-00X
CR 22.280 0049rev3, 6.6.4.1.1, 6.6.4.1.2, Req 6.6.4.2-002a,002b 				JM: 6.4.9 and 6.6.2 provide the basics to an application to do that. The application as such is not covered		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

																		See MCCoRe TS 22.280 clause 6.4.9 req #6, clause 5.17 req # 3 (determine MCX users who have role of particular participant type in an MCX Group) and cluse 6.1 req #5 defining georgraphic areas for routing location dependent communications and alerts

		11		[R-6.2.2-004]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the FRMCS System shall be able to add or remove FRMCS User from the communication once criteria are met or no more met, e.g. by a FRMCS User entering or leaving an area		A								TS 22.280, 5.3, 6.4.9 req #6, 6.1 req #5
CR 22.280 0049rev3, 6.6.4.1.1, 6.6.4.1.2, Req 6.6.4.2-002a,002b 		See MCCoRe TS 22.280 clause 5.3 Late entry, clause 6.4.9 req #6, and cluse 6.1 req #5 defining georgraphic areas for routing location dependent communications and alerts		JM: 6.4.9 and 6.6.2 provide the basics to an application to do that. The application as such is not covered		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		Medium



		12		[R-6.2.2-005]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the FRMCS System shall establish the communication within a setup time specified as NORMAL (see 12.12).		A/T								Not covered/verified yet		See MCPTT TS 22.179 MCPTT access time and mouth to ear latency clause 6.15.3 where MCPTT access time (KPI 1) where KPI 1 is applicable to both an MCPTT Group call setup request and subsequent MCPTT requests that are part of same call. KPI 1 is not same as specified as NORMAL in FRMCS 12.12  				Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		Medium

		13		[R-6.2.2-006]		The FRMCS System shall be able to mutually present the identities of all communication partners involved in a Multi-train voice communication for Drivers including Ground FRMCS User(s).		A								TS 22.280, 5.3 req #2, 5.7 req # 3, 6.4.3 req # 1 & #2
Do we need the mutual presentation or is the id of the speaker sufficient?
See reqs in 6.4.5		See also MCCoRe TS 22.280 clause 5.3 req #2, clause 5.7 requ # 3 and 6.4.3 req # 1 and # 2		JM: 6.4.3. only provides the ID of the talker, but lacking the other participants ids. Either additional req needed or is UIC happy with existing functionality?		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		Medium

		14		[R-6.2.2-005]		The FRMCS System shall be able to present the location of the Driver(s) to the Ground FRMCS Users involved in a Multi-train voice communication for Drivers including Ground FRMCS User(s).		A								22.280
5.11 001, 008, 015
6.12 001,006,007
6.4.5 001, 003, 004
CR 22.280 0050 rev1 (deferred to SA1#81)		See also MCCoRe TS 22.280 clause 5.11 Req # 1, clause 6.12 requirement # 1, # 6 and #7, clause 6.4.5 Membership affiliated list requirements # 1, #3 and #4. 		JM: Additional req needed to show the location of the driver instead of the location of the talkers		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

		15		[R-6.2.2-006]		The FRMCS System shall be able to update the presentation of the location of the Drivers as they move.		A								22.280
5.11 007, 009, 013
6.12 006
CR 22.280 0050 rev1 (deferred to SA1#81)		 See MCCoRe TS 22.280 clause 5.11 req # 7 and #9, and clause 6.12 req #6				Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

		16		[R-6.2.2-007]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s), always includes more than two participants.$%&If only two participants remain, the communication shall be treated as a user-to-user communication.		A								This is not a service requirement it is up to SA6 to decide whether a communication with only two has to change the mode of operation to 1-2-1 communication				IWE: Only possible in correspondance with  group communication in the MCX service portfolio; 		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

																		See MCCoRe TS 22.280 clause 5.1.3 Req #1, clause 5.17 Req # 1 and clause 6.1 req #1. Group can be configured with multiple members but group call may start out or end with 2 but not designated as a private communication. Group members may late enter a group communcation that starts with 2 members.

		17		[R-6.2.2-008]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s), multi user talker control shall be used (See "9.7 Multi user talker control related use cases").		A								CRs 22.179 adding and CRs subsequently changing Section 5.9a		Covered by CR SA1				Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

		18		[R-6.2.2-009]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) on the application layer the precedence of the incoming voice communication at the Driver and the Ground FRMCS User shall be managed by the prioritisation application.		A								Not covered
Check and align with recent changes on arbitration		See MCCoRe TS 22.280 clause 6.8.1 requirement #1- # 7 and #10 and #11. See also clause 6.8.7.2 req # 1-5. See MCCoRe TS 22.280 clause 6.8.8.1 req # 1 and clause 5.6.2.2.1 requirements # 4,6,8,9. 		JM: Reqs in 5.6.2 apply to Peril or Emergency only, Multi train voice communication needs to be added		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		High

				[R-6.2.2-010]		The FRMCS System shall be able to make available the speech and communication related data of a Multi-train voice communication for Drivers including Ground FRMCS User(s) for recording		A								22.280 R6.15.4		MCPTT TS 22.179 clause 6.16.4 shows Void. See MCCoRe clause 6.15.4 for on network				Multi-train voice communication for Drivers including Ground FRMCS User(s)		Initiate voice communication		5		No		Yes		Low

		19														Not covered (Off network)		MCPTT TS 22.179 clause 7.15 shows Void. See MCCoRe clause 7.14 for off network. 

		20		[R-6.2.3-001]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) a Driver or a Ground FRMCS User shall be able to put the voice communication on hold. The voice communication between the remaining users shall not be affected by a Driver or Ground FRMCS User putting the voice communication on hold.		A								22.280, 5.4.1, 5.4.2, 5.1.5
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Additionally, holding could also be a result of arbitration which needs to be checked before		 In order to participate in a group for which it is authorized (e.g., user profile authorized group member) an MCX User must affiliate with the group (express interest). An MCX User can then receive from the group. An authorized group member can affiliate to and receive from multiple groups. In order to transmit the group member user has to select the group to transmit on.  A transmitting user within the call can indicate he no longer wants to transmit. The MCPTT group member user could then chose to listen to another group call for another group he is affiliated to.  See MCCoRe TS 22.280 clause 5.4.1, 5.4.2, and clause 5.1.5		IWE:  Put on hold is an equipment requirement in conjunctions with group communication according the TS 22.280. If put on hold is supplementary service, than rich call need to be considered.		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Control voice communication		5		No		Yes		High

		21		[R-6.2.3-002]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the Driver shall be able to leave the communication. $%&Note:  After a Driver has left the communication he is not able to return to it.		A								22.280 6.4.4 002; 6.4.5 001;  5.1.5 003-008
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Discussion required whether existing reqs are sufficient
Additionally, leaving could also be a result of arbitration which needs to be checked before		A authorized user group member that de-affiliates to an MCPTT group can no longer participate (receive or select to transmit) in that group. Systen can track if user is affiliated or not to the MCPTT group.and provide to an authorized user list of currently affiliated membbers of an MCX service group However, if that group member subsequently re-affiliates to that group and there is an ongoing voice communication that group member can late enter into the group communicaion. See MCCoRe clause 6.4.4 requitement # 2 clause 6.4.5 requirement #1 and MCCoRe clause 5.1.5 requirement #s 3-8.		This is a requirement mainly to the FRMCS equipment!. Nevertheless FRMCS system has to track status "not able to retur" of the FRMCS user which is not covered by the MCX Service so far.		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Control voice communication		5		No		Yes		High

		22		[R-6.2.3-003]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the Driver is not able to terminate the communication.		A								22.179 6.2.34, 6.2.3.5, 6.2.4		See also MCPTT TS 22.179 clause 6.2.34, 6.2.3.5 and clause 6.2.4.		Generally the termination is supported, but the termination based on the role is not supported.		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Control voice communication		5		No		Yes		High

				[R-6.2.3-005]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) the FRMCS System terminates the voice communication if the last Driver has left (although (multiple) Ground FRMCS Users are still active in the communication). All involved users are informed.		A								22.179 6.2.4 008		 See MCPTT TS 22.179 clause 6.2.4 Call Termination req # 8 Termination conditions for releasing the group communication.		Termination based on the role of the FRMCS user is not supported		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Control voice communication		5		No		Yes		High

		23														22.280  6.4.9 001
CR 22.280 0048 rev1 (Deferred to SA1#81)		See MCCoRe TS 22.280 clause 6.4.9 req #1. 		Termination based on the role of the FRMCS user is not supported; Information of the remaining users is not part of the reference.

		24		[R-6.2.3-006]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) a Ground FRMCS Users shall be able to leave the communication. After a Ground FRMCS User or a Driver has left the communication, the remaining users are informed.		A								22.280 6.4.4 002; 6.4.5 001;  5.1.5 003-008
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Discussion required whether existing reqs are sufficient
Additionally, leaving could also be a result of arbitration which needs to be checked before		See comment provided for spreadsheet sequence requirement # 21. 		Information of the remaining users is not part of the reference.		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Control voice communication		5		No		Yes		High

		25		[R-6.2.3-007]		For a Multi-train voice communication for Drivers including Ground FRMCS User(s) any Controller shall be able to terminate the communication. All involved users are informed.		A								22.280 6.4.9 001
22.179 6.4.9 002, 6.2.4 008		See MCCoRe TS 22.280 clause 6.4.9 Req #1, See MCPTT TS 22.179 clause 6.4.9 Req #2, and MCPTT clause 6.2.4 req # 8		Information of the remaining users is not part of the reference.		Multi-train voice communication for Drivers including Ground FRMCS User(s)		Control voice communication		5		No		Yes		High

		26		[R-6.2.4-001		The FRMCS System shall provide the necessary means to allow FRMCS Users to be reachable from a legacy GSM-R system. Interworking between FRMCS and GSM-R shall not require any changes on GSM-R network side		A								Not covered						Multi-train voice communication for Drivers including Ground FRMCS User(s)		Interworking GSM-R		4		No		Yes		High

		27		[R-6.2.4-002]		The FRMCS System shall provide the necessary means to FRMCS Users to set up a Multi-train voice communication for Drivers including Ground FRMCS User(s) also to users in legacy GSM-R systems. Interworking between FRMCS and GSM-R shall not require any changes on GSM-R network side.		A								Not covered						Multi-train voice communication for Drivers including Ground FRMCS User(s)		Interworking GSM-R		4		No		Yes		High

		28		[R-6.2.4-003]		For Multi-train voice communication for Drivers including Ground FRMCS User(s), when the GSM-R UE becomes detached from the GSM-R system, e.g. due to coverage problems, the end user device, if capable of making use of the FRMCS System shall be able set up the communication on the FRMCS System. An interruption of voice communication is acceptable.$%&Note 1:  This use case only applies to end user devices containing a FRMCS UE and a GSM-R UE. It is assumed the FRMCS Application on the FRMCS Equipment will have some control of the GSM-R part of the UE which is referred to here as end user device.		A								Not covered						Multi-train voice communication for Drivers including Ground FRMCS User(s)		Interworking GSM-R		4		No		Yes		High

		29		[R-6.2.4-004]		For Multi-train voice communication for Drivers including Ground FRMCS User(s), when the FRMCS Equipment, becomes detached from the FRMCS System, e.g. due to coverage problems, the end user device, if capable of making use of legacy GSM-R shall be able to set up the communication on legacy GSM-R. An interruption of voice communication is acceptable.$%&Note 2:  This use case only applies to end user devices containing a FRMCS Equipment and a GSM-R UE. It is assumed the FRMCS Application on the FRMCS Equipment will have some control of the GSM-R part of the UE which is referred to here as end user device.		A								Not covered						Multi-train voice communication for Drivers including Ground FRMCS User(s)		Interworking GSM-R		4		No		Yes		High

		30		[R-6.3.2-001]		For Driver to Controller voice communication, the Driver shall be able to initiate a voice communication to the Controller who is currently responsible for the train. The application layer priority of the voice communication shall be managed by the prioritisation application.		A								22.280 6.8.7.1, 6.8.7.2; 5.1.1 002 
22.179 6.2.3.7.3 001		See MCCoRe TS 22.280 clause 6.8.7.1 and clause 6.8.7.2 on Application Layer Priorities.  See also MCCoRe clause 5.1.1 Req # 2 and MCPTT clause 6.2.3.7.3 Req #1 requesting permission to transmit				Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High

				[R-6.3.2-002]		For Driver to Controller voice communication the FRMCS System shall be able to determine the responsible Controller(s), based on e.g.:$%&location information, speed and direction provided by the locations services application, and/or$%&functional identity provided by the Role management and presence application.$%&System configuration on which Controller is responsible for which part of the track/station/etc.		A								CR 22.280 0049rev3, 6.6.4.1.1, 6.6.4.1.2, Req 6.6.4.2-002a,002b				The consideration of the train velocity is missing		Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High







		31

				[R-6.3.2-003]		For Driver to Controller voice communication the FRMCS System shall add or remove FRMCS User from the communication once criteria are met or no more met, e.g. by a FRMCS User entering or leaving an area		A								CR 22.280 0049rev3, 6.6.4.1.1, 6.6.4.1.2, Req 6.6.4.2-002a,002b		See MCCoRe TS 22.280 clause 5.3 Late entry, clause 6.4.9 req #6, and clause 6.1 req #5 defining georgraphic areas for routing location dependent communications and alerts		JM: Existing reqs provide the basics to an application to do that. The application as such is not covered		Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High
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		33		[R-6.3.2-004]		For Driver to Controller communication the FRMCS System shall establish the communication to the Controller(s) within a setup time specified as NORMAL (see 12.12).		A/T								Not covered/verified yet		See MCPTT TS 22.179 clause 6.15.3.2 req # 12 and 6.15.3.1 Overview paragraph 2 		TS 22.280  does not specify any setup KPI		Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High

		34		[R-6.3.2-005]		The FRMCS System shall be able to mutually present the identities of all communication partners involved in a Driver to Controller(s) voice communication.		A								TS 22.280, 5.3 req #2, 5.7 req # 3, 6.4.3 req # 1 & #2
CR 22.280 0050 rev1 (deferred to SA1#81)
Do we need the mutual presentation or is the id of the speaker sufficient?
See reqs in 6.4.5		See also MCCoRe TS 22.280 clause 5.3 req #2, clause 5.7 req # 3 and 6.4.3 req # 1 and # 2		JM: 6.4.3. only provides the ID of the talker, but lacking the other participants ids. Either additional req needed or is UIC happy with existing functionality?		Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High

				[R-6.3.2-006]		The FRMCS System shall be able to present the location of the Driver to the Controller(s) involved in a Driver to Controller(s) voice communication.		A								22.280
5.11 001, 008, 015
6.12 001,006,007
6.4.5 001, 003, 004
CR 22.280 0050 rev1 (deferred to SA1#81)
CR 22.280 0051 rev3 (Deferred to SA1#81)		See also MCCoRe TS 22.280 clause 5.3 Req 2 and #3, clause 6.12 req #1, # 6 and #7 , clause 7.2 Req # 5. Driver to controller voice communication means Driver will be a talker.		JM: Additional req needed to show the location of the driver instead of the location of the talkers		Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High
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				[R-6.3.2-007]		The FRMCS System shall be able to update the presentation of the location of the Drivers as they move.		A								22.280
5.11 007, 009, 013
6.12 006
CR 22.280 0050 rev1 (deferred to SA1#81)		 See MCCoRe TS 22.280 clause 5.11 req # 7 and #9, and clause 6.12 req #6.				Driver to Controller voice communication		Initiate voice communication		4

		36																										No		Yes		High

		37		[R-6.3.2-007]		For Driver to Controller communication, if the Driver is connected to just one Controller, the communication shall be considered as a user-to-user communication.		A								This is not a service requirement it is up to SA6 to decide whether a communication with only two has to change the mode of operation to 1-2-1 communication		See MCCoRe TS 22.280 clause 5.1.3 Req #1, clause 5.17 Req # 1 and clause 6.1 req #1. Group can be configured with multiple members but group call may start out or end with 2 but not designated as a private communication. Group members may late enter a group communcation that starts with 2 members.		It is a private communication
Proposal is to ignore this req until we have private comms reqs
JM: Not sure we want to link private comms and groups comm together in this way.
To me this is still a group communication with just two participants and could change in the next moment again to 3 or more		Driver to Controller voice communication		Initiate voice communication		4		No		Yes		High

		38		[R-6.3.2-008]		For Driver to Controller voice communication , if the Driver is connected to more than one Controller, the multi user talker control shall be used (See "9.7 Multi user talker control related use cases").		A								CRs 22.179 adding and CRs subsequently changing Section 5.9a		Covered by CR SA1				Driver to Controller voice communication		Initiate voice communication		4		Yes		No		High

				[R-6.3.2-009]		For Driver to Controller communication on application layer the precedence of the incoming voice communication at the Controller shall be managed by the prioritisation application.		A								Not covered
Check and align with recent changes on arbitration		See MCCoRe TS 22.280 clause 6.8.7.1 and clause 6.8.7.2 on Application Layer Priorities.  See also MCCoRe clause 5.1.1 Req # 2 and MCPTT clause 6.2.3.7.3 Req #1 requesting permission to transmit				Driver to Controller voice communication		Initiate voice communication		4		Yes		No		High

		39

				[R-6.3.2-010]		The FRMCS System shall be able to make available the speech and communication related data of a Multi-train voice communication for Drivers including Ground FRMCS User(s) for recording		A								22.280 R6.15.4		See MCCoRe clause 6.15.4 for on network				Driver to Controller voice communication		Initiate voice communication		4		Yes		No		High

		40														Not covered (Off network)		See MCCoRe clause 7.14 for off network. 

				[R-6.3.2-011]		For Driver to Controller communication the Driver shall be able to initiate the communication to the Controller who was previously or will be responsible next for the movement of the train. The selection shall be performed by selecting an entry from a list or entered manually. The priority of the communication on application layer shall be managed by the prioritisation application.		A								CR 22.280 0049rev3, 6.6.4.1.1, 6.6.4.1.2, Req 6.6.4.2-002a,002b				JM: Ref. Sections provide the basics to an application to do that. The application as such is not covered		Driver to Controller voice communication		Initiate voice communication		4		Yes		No		High







		41

				[R-6.3.2-012]		For Driver to Controller communication the FRMCS System shall be able to present the list of Controllers to the Driver in order to select from, based on, amongst others, the following criteria:$%&location information, speed and direction provided by the locations services application, and/or$%&functional identity provided by the Role management and presence application.$%&System configuration on which Controller is responsible for which part of the track/station/etc.$%&		A								CR 22.280 0049rev3, 6.6.4.1.1, 6.6.4.1.2, Req 6.6.4.2-002a,002b				JM: Ref. Sections provide the basics to an application to do that. The application as such is not covered		Driver to Controller voice communication		Initiate voice communication		4		Yes		No		High
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		43		[R-6.3.3-001]		For Driver to Controller communication the Driver shall be able to terminate the communication. 		A								22.280 6.4.9 001
22.179 6.4.9 002, 6.2.4 008		See also MCCoRe TS 22.280 clause 6.4.9 req # 1 and MCPTT TS 22.179 clause 6.2.4 Termination req # 8. Title of this clause in TR 22.889 is "on-train outgoing voice communication from the Driver towards the Controller(s) of the train. Is this a one-way communication (e.g., from driver to controller(s)? Or can the controller(s) communicate back? 		Termination of the communication is applicable to all possibible services. TS 22.280 refers only to Private Call and Off net communication. TS 22.179 refers to voice communication.		Driver to Controller voice communication		Control voice communication		4		No		Yes		High

		44		[R-6.3.3-002]		For Driver to Controller communication the FRMCS System shall allow the operator to configure whether a Driver shall be able to leave the voice communication.		A								Needs checking		This requirement appears to contradict the description and service flows provided in TR 22.889 use case 6.3.3 which indicates "The Driver is not able to leave the communicatio or put the communication on hold." See previous spreadsheet sequence comment # 21. 		Generally leaving is not supported 		Driver to Controller voice communication		Control voice communication		4		No		Yes		High

		45		[R-6.3.3-003]		For Driver to Controller communication the FRMCS System shall allow the operator to configure whether a Driver shall be able to put the voice communication on hold.		A								22.280, 5.4.1, 5.4.2, 5.1.5
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Additionally, holding could also be a result of arbitration which needs to be checked before		This requirement appears to contradict the description and service flows provided in TR 22.889 use case 6.3.3 which indicates "The Driver is not able to leave the communicatio or put the communication on hold." See previous spreadsheet sequence comment #  20. 		toggling between the different communications.		Driver to Controller voice communication		Control voice communication		4		Yes		No		High

		46		[R-6.3.3-004]		For Driver to Controller communication a Controller shall be able to put the voice communication on hold in the case that more than one Controller is part of the communication. The voice communication between the remaining users shall not be affected by a Controller putting the voice communication on hold.		A								22.280 6.4.4 002; 6.4.5 001;  5.1.5 003-008
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Discussion required whether existing reqs are sufficient
Additionally, leaving could also be a result of arbitration which needs to be checked before		See previous comment provided for spreadsheet sequence requirement #20  		toggling between the different communications.		Driver to Controller voice communication		Control voice communication		4		Yes		No		High

		47		[R-6.3.3-005]		For Driver to Controller communication a Controller shall be able to leave the Driver to Controller communication in the case that more than one Controller is part of the communication. After a Controller has left the communication, the remaining users shall be informed.		A								22.280 6.4.4 002; 6.4.5 001;  5.1.5 003-008
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Discussion required whether existing reqs are sufficient
Additionally, leaving could also be a result of arbitration which needs to be checked before		See previous comment provided for spreadsheet sequence requirement #21  		Generally leaving is not supported 		Driver to Controller voice communication		Control voice communication		4		No		Yes		High

		48		[R-6.3.3-006]		For Driver to Controller communication any Controller shall be able to terminate the Driver to Controller communication. All involved users shall be informed.		A								22.280 6.4.9 001
22.179 6.2.4 008		 See MCCoRe TS 22.280 clause 6.4.9 Req # 1. See MCPTT TS 22.179 clause 6.2.4 Call Termination req # 8 Termination conditions for releasing the group communication.		Clarify the term termination in Ts 22.280		Driver to Controller voice communication		Interworking GSM-R? Looks like it should be Control voice communication?		4		No		Yes		High

		49		[R-6.3.4-001]		The FRMCS System shall provide the necessary means to allow FRMCS Users to be reachable from a legacy GSM-R system. Interworking between FRMCS and GSM-R shall not require any changes on GSM-R network side.		A								Not covered						Driver to Controller voice communication		Interworking GSM-R		4		No		Yes		High

		50		[R-6.3.4-002]		The FRMCS System shall provide the necessary means to FRMCS Users to set up a Driver to Controller voice communication also to users in legacy GSM-R systems. Interworking between FRMCS and GSM-R shall not require any changes on GSM-R network side.		A								Not covered						Driver to Controller voice communication		Interworking GSM-R		4		No		Yes		High

		51		[R-6.3.4-003]		For Driver to Controller communication, when the GSM-R UE becomes detached from the GSM-R system, e.g. due to coverage problems, the end user device, if capable of making use of the FRMCS System shall be able set up the communication on the FRMCS System. An interruption of voice communication is acceptable.$%&Note 1:  This use case only applies to end user devices containing a FRMCS UE and a GSM-R UE. It is assumed the FRMCS Application on the FRMCS Equipment will have some control of the GSM-R part of the UE which is referred to here as end user device.		A								Not covered						Driver to Controller voice communication		Interworking GSM-R		4		No		Yes		High

		52		[R-6.3.4-004]		For Driver to Controller communication, when the FRMCS Equipment, becomes detached from the FRMCS System, e.g. due to coverage problems, the end user device, if capable of making use of legacy GSM-R shall be able to set up the communication on legacy GSM-R. An interruption of voice communication is acceptable.$%&Note 2:  This use case only applies to end user devices containing a FRMCS Equipment and a GSM-R UE. It is assumed the FRMCS Application on the FRMCS Equipment will have some control of the GSM-R part of the UE which is referred to here as end user device.		A								Not covered						Driver to Controller voice communication		Interworking GSM-R		4		No		Yes		High

		53		[R-6.4.3-001]		The FRMCS System shall be able to deliver railway emergency alerts. Requests to initiate a railway emergency alerts may come from Controllers, External Systems or mobile FRMCS-users		A								R-5.6.2.4.1-002 (etc)
R-5.6.2.1.2-002
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup		See also MCCoRe TS 22.280 clause 5.1.9 Req #1 and #2 (Emergency alert triggered by location). See MCCoRe TS 22.280 clause 6.1 Req #5, clause 6.8.8.4.1 Req #6 and clause 6.17.1 req #1		The requirement in TS 22.280 states an authorised user not a specific function.
JM:Remark applying to REC in general: Reqs identified below for REC do not fully support UIC FWG reqs. Proposal: FWG to check whether they could make use of the approach provided by MCX Service Emergency communication with a few amendments		Railway emergency communication
		Railway emergency alerts		5		No		Yes		High

						For requests from Controllers or External Systems, the FRMCS System shall be able to determine which FRMCS-users shall receive the railway emergency alert, based on the conditions supplied with the requests (e.g. a list/train number/area/track section/station)		A										See also MCCoRe TS 22.280 clause 5.1.9 Req #1 and #2 (Emergency alert triggered by location). See MCCoRe TS 22.280 clause 6.1 Req #5, clause 6.8.8.4.1 Req #6, and clause 5.6.2.4.1 req # 5. 		MCX Service assume always the preconfiguration of groups. The establishment based on Location is missing.		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

																R-5.6.2.4.1-004
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup

		54		[R-6.4.3-002]

				[R-6.4.3-003]		For requests from FRMCS- users, based on the location information of the initiator and certain other conditions such as functional identity, track area, accuracy of the location, maximum track speed, station, shunting yard, speed and direction, the FRMCS System shall be able to determine which FRMCS Users shall receive the railway emergency alert		A										See also MCCoRe TS 22.280 clause 5.1.9 Req #1 and #2 (Emergency alert triggered by location). See MCCoRe TS 22.280 clause 6.1 Req #5, clause 6.8.8.4.1 Req #6, clause 6.17.1 req #1  and clause 5.6.2.4.1 req # 5. 		MCX Service assume always the preconfiguration of groups. The establishment based on Location is missing.		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

																R-5.6.2.1.2-002

		55														R-5.6.2.4.1-004
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup

		56		[R-6.4.3-004]		In case no FRMCS- users can be determined to be alerted the FRMCS System shall apply the behaviour as specified in 6.4.4 "New entry".		A								R-6.6.4.2-002b				If Late entry is also applicable for emergency alert!		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		57		[R-6.4.3-005]		The FRMCS System shall be able to provide additional information (e.g. text, voice prompts) in the railway emergency alert to be forwarded to the FRMCS Users		A								Using MCData SDS and File Distribution for that - based on the same group i.e. after the MCX Em Alert a SDS  is initiated and potentially a File Dist. as described in MCData
22.282 R-5.2.2-XXX & 5.3.2-XXX		See also R-5.6.2.4.1-003 where an MCX Service Emergency alert provides location, User ID, Group ID and users Mission Critical Organization name. A user could then initiates an emergency data communication or emergency voice communication on that group. 				Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		58		[R-6.4.3-006]		The FRMCS System shall be able to prevent FRMCS User(s), other than a Controller, involved in another railway emergency alert, to receive an additional railway emergency alert. In this case when the FRMCS User is no more involved in the other railway emergency alert, the FRMCS System shall forward the railway emergency alert to this FRMCS User.		A								Covered by 5.4.2-XXX
 plus CR 22.280:
[R-5.4.2-007a] The MCX Service shall ensure that if there is an additional MCX Service Emergency Group Communication on one of the MCX Service Groups that an MCX User is affiliated to, but that user is already in a MCX Service Emergency Group Communication, that the MCX User depending on its function will (e.g. dispatcher) or will not (e.g. ordinary MCX User) receive additional MCX Service Emergency Group Communication until the already ongoing is cancelled.				The alert function as such supported by MCX service. To prevent forwarding of an alert when the FRMCS user is already participating to another alert is not supported.		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		59		[R-6.4.3-007]		The FRMCS System shall be able to provide all applicable alerts to a Controller independent of whether involved in another alert or not to allow the Controllers to switch between different alerts		A								Covered by 5.4.2-XXX
 plus CR 22.280:
[R-5.4.2-007a] The MCX Service shall ensure that if there is an additional MCX Service Emergency Group Communication on one of the MCX Service Groups that an MCX User is affiliated to, but that user is already in a MCX Service Emergency Group Communication, that the MCX User depending on its function will (e.g. dispatcher) or will not (e.g. ordinary MCX User) receive additional MCX Service Emergency Group Communication until the already ongoing is cancelled.		See MCCoRe TS 22.280 clause 6.8.8.4 requirement # 5 which indicates: " [R-6.8.8.4.1-005] The MCX Service shall inform an MCX UE of active MCX Service Emergency Alerts after successful registration/authentication with the MCX Service.." Also when a user expresses interest in an MCX Group by affiliating to the group for which he is a member and authorized the user receives the communication activitiy for that group. See MCCoRe TS 22.280 clause 5.1.5 requirements. See also clause 5.1.2 and clause 5.4.2. 		The alert function is supported by the MCX service but the forwarding of all applicable alerts to a specific role is not supported. Also toggling between alerts is not supported.		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		60		[R-6.4.3-008]		The FRMCS System shall not prevent a FRMCS User to make use of other communication services while involved in a railway emergency alert,		A								No requirements identified that might prevent a MCX User to receive other communication while in MEA				If this functions applies as well to "Alert" function!		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		61		[R-6.4.3-009]		The FRMCS System shall be able to deliver the railway emergency alert within a time specified as IMMEDIATE (see 12.10).		A&T								Not covered/verified yet				There is neither an KPI requirement for communication setup in TS 22.280 nor in TS 22.179		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		62		[R-6.4.3-010]		For railway emergency alert the application layer priority of the communication shall be managed by the prioritisation application.		A								Covered by 5.4.2-XXX
5.6.X, 6.8.7.X, etc		See MCCoRe TS 22.280 clause 6.8.1 requirement #1- # 7 and #10 and #11. See also clause 6.8.7.2 req # 1-5. 		There is no specific assignment of the Alert to a Prio. 5.1.7 is a general requirement applicable to every MCX group communication.		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

		63		[R-6.4.3-011]		When setting up and during the alert, the FRMCS System shall inform the initiator and the involved Controller(s) which FRMCS-users are alerted and who initiated the railway emergency alert.		A								TS 22.280, 5.3 req #2, 5.7 req # 3, 6.4.3 req # 1 & #2
CR 22.280 0050 rev1 (deferred to SA1#81)
Do we need the mutual presentation or is the id of the speaker sufficient?
See reqs in 6.4.5				6.2.1 are general requirements to notification and acknowledgement. The context to a railway emergency alert is missing.		Railway emergency communication		Railway emergency alerts		5		No		Yes		High

				[R-6.4.3-012]		The FRMCS System shall be able to make available the speech and communication related data of a Railway emergency alert for recording		A										See MCCoRe TS 22.280 clause 6.15.4 for on network and clause 7.14 for off network				Railway emergency communication		Railway emergency alerts		5		No		Yes		High

																22.280 R6.15.4

		64														Not covered (Off network)

		65		[R-6.4.4-001]		The FRMCS System shall continuously check if additional FRMCS Users meet the conditions of a Railway emergency alert.		A								R-6.6.4.2-002b		See MCCoRe TS 22.280 clause 6.4.9 req # 6,  clause 6.5.1 req # 2, clause 6.1 req # 5, clause 5.11 req # 15, clause 5.6.2.4.1 req # 5, clause 5.3 Late entry req # 1-# 5, clause 5.1.9 req # 1, #2, and clause 6.6.4.2 Dynamic group management User Regrouping reqs # 1-# 5. 		5.3 provide mechanism to detect, but how this works in the context dynamic group affiliation is missing.		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

		66		[R-6.4.4-002]		The FRMCS System shall be able to deliver the railway emergency alert to the new FRMCS User(s) within a setup time specified as IMMEDIATE (see 12.10).		A&T		Not Covered						Not covered/verified yet				There is neither an KPI requirement in TS 22.280 nor in TS 22.179		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

				[R-6.4.4-003]		The FRMCS System shall be able to forward additional information (e.g. text, voice prompts) in the railway emergency alert to the new FRMCS Users.		A								[R-5.2.2-014] If configured by the MCX Administrator the MCData SDS shall provide a MCX User newly affiliated or joined a group used for MCData SDS the SDS data that had been distributed before the new MCX User had affiliated or joined.		See comment provided for spreadsheet sequence requirement 65 above. See also R-5.6.2.4.1-003 where an MCX Service Emergency alert provides location, User ID, Group ID and users Mission Critical Organization name. A user could then initiates an emergency data communication or emergency voice communication on that group. 		It requires as well the capabilities of TS 22.281/TS 22.282		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

		67														[R-5.2.2-014] If configured by the MCX Administrator the MCData SDS shall provide a MCX User newly affiliated or joined a group used for MCData SDS the SDS data that had been distributed before the new MCX User had affiliated or joined.

		68		[R-6.4.4-004]		When added to a railway emergency alert a FRMCS User shall still be able to use other communications.		A								No requirements identified that might prevent a MCX User to receive other communication while in MEA				Requirement R-5.6.2.4.1-007 specifies that already ongoing communications are becoming emergency character!		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

		69		[R-6.4.4-005]		For railway emergency alert the application layer priority of the communication shall be managed by the prioritisation application.		A								Covered by 5.4.2-XXX
5.6.X, 6.8.7.X, etc		See also MCCoRe TS 22.280 clause 6.8.7.1 and clause 6.8.7.2 on Application Layer Priorities. 				Railway emergency communication		New entry to the Railway emergency alert		5		Yes		No		High

		70		[R-6.4.4-006]		If a FRMCS User, other than a Controller, is involved in another railway emergency alert, the FRMCS System shall not forward the railway emergency alert to this FRMCS User. When the FRMCS User is no more involved in the other railway emergency alert, the FRMCS System shall forward the railway emergency alert to this FRMCS User.		A								Covered by 5.4.2-XXX
 plus CR 22.280:
[R-5.4.2-007a] The MCX Service shall ensure that if there is an additional MCX Service Emergency Group Communication on one of the MCX Service Groups that an MCX User is affiliated to, but that user is already in a MCX Service Emergency Group Communication, that the MCX User depending on its function will (e.g. dispatcher) or will not (e.g. ordinary MCX User) receive additional MCX Service Emergency Group Communication until the already ongoing is cancelled.		See spreadsheet sequence requirement # 81 		There is no interlocking between EA in TS 22.280.		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

		71		[R-6.4.4-007]		The FRMCS System shall provide all applicable alerts to a Controller independent of whether involved in another alert or not to allow the Controllers to switch between different alerts		A								Covered by 5.4.2-XXX
 plus CR 22.280:
[R-5.4.2-007a] The MCX Service shall ensure that if there is an additional MCX Service Emergency Group Communication on one of the MCX Service Groups that an MCX User is affiliated to, but that user is already in a MCX Service Emergency Group Communication, that the MCX User depending on its function will (e.g. dispatcher) or will not (e.g. ordinary MCX User) receive additional MCX Service Emergency Group Communication until the already ongoing is cancelled.		See comment provided for spreadsheet sequence requirement # 82. Note that MCCoRe TS 22.280 defines Participant type (e.g., participant role) as follows: Participant type: Functional category of the Participant (e.g., first responder, second responder, dispatch, dispatch supervisor), typically defined by the MCX Service Administrators. See clause 6.8.1 for example requirements # 11 and # 12 where participant type is an attribute in determiining priority. See also for example use of participant type in MCPTT TS 22.179 clause 6.2.3.3.1 req #1.		The differentiation based on the role of the FRMCS user is not considered in current specification.		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

				[R-6.4.4-008]		The FRMCS System shall inform the initiator and the involved Controller(s) which FRMCS-users are additionally alerted.		A												Information to FRMCS users based on the role is not considered in current specification.		Railway emergency communication		New entry to the Railway emergency alert		5		No		Yes		High

		72														TS 22.280, 5.3 req #2, 5.7 req # 3, 6.4.3 req # 1 & #2
CR 22.280 0050 rev1 (deferred to SA1#81)
See reqs in 6.4.5

				[R-6.4.4-009]		The FRMCS System shall be able to make available the speech and communication related data of a Railway emergency voice communication for recording		A								22.280 R6.15.4		See MCCoRe clause 6.15.4 for on network				Railway emergency communication		New entry to the Railway emergency alert		5		Yes		No		High

		73														Not covered (Off network)		See MCCoRe clause 7.14 for off network. 

				[R-6.4.5-001]		If alert conditions are changed by a Controller or an External System, the FRMCS System shall check if additional FRMCS Users match the conditions of the Railway emergency alert.		A										See MCCoRe TS 22.280 clause 5.3 Late entry, clause 6.4.9 req #6, and clause 6.1 req #5 defining georgraphic areas for routing location dependent communications and alerts, clause 5.6.2.4.1 req # 4 and #5. See dynamic group management user regrouping clause 6.6.4.2 req # 3 and Note.		Current specification does not contain group communication without configuring the membership to the group.		Railway emergency communication		Changing of the Railway emergency alert		5		Yes		No		High

																R-6.6.4.2-002b

		74

				[R-6.4.5-002]		The FRMCS shall forward the railway emergency alert to new FRMCS Users that match the conditions and inform the initiating Driver and Controller(s) accordingly														Current specification does not contain group communication without configuring the membership to the group.		Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		75														[R-5.2.2-014] If configured by the MCX Administrator the MCData SDS shall provide a MCX User newly affiliated or joined a group used for MCData SDS the SDS data that had been distributed before the new MCX User had affiliated or joined.

				[R-6.4.5-003]		The FRMCS System shall withdraw the alert from those FRMCS Users who do not match the conditions anymore and inform them and the initiating Driver and Controller(s) accordingly.		A												Current specification does not contain group communication without configuring the membership to the group.		Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		76														R-5.3-XXX
R-5.6.2.4.1-004
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup

		77		[R-6.4.5-004]		The FRMCS System shall be able to forward the railway emergency alert to new FRMCS User(s) within a setup time specified as IMMEDIATE (see 12.10).		A&T								Not covered/verified yet				This function is neither specified in TS 22.280 or in TS 22.179!		Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

				[R-6.4.5-005]		Upon request by the involved Controller(s) the FRMCS System shall be able to merge railway emergency alerts		A								Covered by 6.6.2.2-XXX		Note that MCCoRe TS 22.280 clause 6.6 is Dynamic Group Management. Clause 6.6.2.1 indicates "Group regrouping enables dispatchers or any authorized user to temporarily combine MCX Service Groups." Clause 6.6.2.2 Group regrouping requirement # 1 indiates.  R-6.6.2.2-001] The MCX Service shall provide a means of dynamically combining a multiplicity of groups into a new, temporary group (i.e., to perform a "Group Regroup operation").  		Dynamic group management is not part of current specification!		Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		78														Covered by 6.6.2.2-XXX

		79		[R-6.4.5-006]		The FRMCS System shall be able to forward additional information (e.g. text, voice prompts) in the railway emergency alert to new FRMCS Users.		A								[R-5.2.2-014] If configured by the MCX Administrator the MCData SDS shall provide a MCX User newly affiliated or joined a group used for MCData SDS the SDS data that had been distributed before the new MCX User had affiliated or joined.				The entire spectrum of service need to be defined to get all required services thta might be used..		Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		80		[R-6.4.5-007]		For Railway emergency alert the application layer priority of the communication shall be managed by the prioritisation application.		A								Covered by 5.4.2-XXX
5.6.X, 6.8.7.X, etc		See also MCCoRe TS 22.280 clause 6.8.7.1 and clause 6.8.7.2 on Application Layer Priorities. 		The Rail priorities need to be considered in this context, not the Public Safety!.		Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		81		[R-6.4.5-008]		The FRMCS System shall be able to prevent new FRMCS User(s), other than a Controller, involved in another railway emergency alert, to receive an additional railway emergency alert. In this case when the FRMCS User is no more involved in the other railway emergency alert, the FRMCS System shall forward the railway emergency alert to this FRMCS User.		A								Covered by 5.4.2-XXX
 plus CR 22.280:
[R-5.4.2-007a] The MCX Service shall ensure that if there is an additional MCX Service Emergency Group Communication on one of the MCX Service Groups that an MCX User is affiliated to, but that user is already in a MCX Service Emergency Group Communication, that the MCX User depending on its function will (e.g. dispatcher) or will not (e.g. ordinary MCX User) receive additional MCX Service Emergency Group Communication until the already ongoing is cancelled.		See spreadsheet sequence requirement # 70				Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		82		[R-6.4.3-009]		The FRMCS System shall provide all applicable alerts to a new Controller independent of whether involved in another alert or not to allow the Controller to switch between different alerts		A								22.280
5.1.2, 5.1.5, 5.4.2, 6.8.8.4.1-005		See MCCoRe TS 22.280 clause 6.8.8.4 requirement # 5 which indicates: " [R-6.8.8.4.1-005] The MCX Service shall inform an MCX UE of active MCX Service Emergency Alerts after successful registration/authentication with the MCX Service.." Also when a user expresses interest in an MCX Group by affiliating to the group for which he is a member and authorized the user receives the communication activitiy for that group. See MCCoRe TS 22.280 clause 5.1.5 requirements. See also clause 5.1.2 and clause 5.4.2. 				Railway emergency communication		Changing of the Railway emergency alert		5		No		Yes		High

		83		[R-6.4.6-001]		 The FRMCS System shall withdraw the alert from those FRMCS Users who do not match the conditions anymore and inform them and the initiating Driver and Controller(s) accordingly.The FRMCS System shall continuously check if FRMCS Users do not match the conditions of the Railway emergency alert anymore.		A								R-5.3-XXX
R-5.6.2.4.1-004
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup		See MCCoRe TS 22.280 clause 6.4.9 req # 6,  clause 6.5.1 req # 2, clause 6.1 req # 5, clause 5.11 req # 15, clause 5.6.2.4.1 req # 5, clause 5.3 Late entry req # 1-# 5, clause 5.1.9 req # 1, #2, and clause 6.6.4.2 Dynamic group management User Regrouping reqs # 1-# 5. 		The overall function is given by the reference speification. But dynamic group managament is not considered.		Railway emergency communication		Leaving of the Railway emergency alert		5		No		Yes		High

		84		[R-6.4.6-002]		The FRMCS System shall provide all applicable alerts to a Controller independent of whether involved in another alert or not to allow the Controllers to switch between different alerts		A								22.280
5.1.2, 5.1.5, 5.4.2, 6.8.8.4.1-005		See comment provided for this spreadsheet sequence requirement 82. 		Multiple Alert handling not part of TS 22.280!
New feature multiple Alert handling might be required.		Railway emergency communication		Leaving of the Railway emergency alert		5		No		Yes		High

		85		[R-6.4.6-003] 		The FRMCS System shall be able to ensure that at least one Controller is always involved in the Railway emergency alert. $%&Note: The FRMCS will prevent other FRMCS User, e.g. Drivers, maintenance staff or members of a shunting team, to leave Railway emergency alert.		A								[R-6.6.4.2-002a/b] MCX Service configuration 
6.4.6.1-002/003
CR 22.280 0051 rev3 (Deferred to SA1#81)				It is a configurarion topic how the controller has to affiliate. Or shall the role also the dynamic of the group communication establishment.		Railway emergency communication		Leaving of the Railway emergency alert		5		No		Yes		High

		86		[R-6.4.7-001]		The FRMCS System shall only allow a Controller to terminate the Railway emergency alert.		A								R-6.8.8.4.2-XXX		See MCCoRe TS 22.280 clause 5.6.2.4.2 req # 2. See also MCCoRe TS 22.280 clause 6.8.8.4.2 Req # 1, #2. 		Function termination is given by the specification. But role based termination is not foreseen, 		Railway emergency communication		Termination of the Railway emergency alert 		5		No		Yes		High

		87		[R-6.4.7-002]		The FRMCS System shall notify the FRMCS Users of the terminated Railway emergency alert.$%&The FRMCS System shall be able to forward additional information (e.g. text, voice prompts) as part of the alert termination.		A								Existing [R-5.6.2.4.2-003] 
New [R-5.2.2-014] If configured by the MCX Administrator the MCData SDS shall provide a MCX User newly affiliated or joined a group used for MCData SDS the SDS data that had been distributed before the new MCX User had affiliated or joined.		See MCCoRe TS 22.280 clause 5.6.2.4.2 req # 3		Only partly because it has no link  to the cancellation/termination		Railway emergency communication		Termination of the Railway emergency alert 		5		No		Yes		High

		88		[R-6.4.8-001]		Following a railway emergency alert, the FRMCS System shall be able to automatically initiate a railway emergency communication.		A								[R-5.6.2.4.1-013] When an MCX User initiates an MCX Service Emergency Alert this may trigger an MCX Service Emergency Group Communication for that MCX User.		See dynamic group management requirements provided in MCCoRE TS 22.280 clause 6.6.4.2 Req # 3,4,5. See MCCoRe clauses 5.6.2.2.1 reqs #1,2,3 and clause 5.6.2.4.1 req # 5. 		Function is covered but the consideration of the dynamic location is not part.		Railway emergency communication		Initiation of railway emergency voice communication		5		No		Yes		High

		89		[R-6.4.8-002]		The railway emergency voice communication does not interrupt the Railway Emergency Alert, but is able to pre-empt any other ongoing voice communication.		A								Can be achieved by proper priority configuration further alert and (voice) communication do not compete for the same user interface resources		See MCCoiRe TS 22.280 clause 5.6.1 Overview paragraph 4 and paragraph 5, requirement R-5.6.2.1.2-002, and requirement R-5.6.2.2.1-002. 		The interworking between the services alert and voice communication is not part of the current MCX service specifcation.		Railway emergency communication		Initiation of railway emergency voice communication		5		No		Yes		High

		90		[R-6.4.8-003]		The FRMCS System shall also be able to initiate a railway emergency voice communication on manual request by FRMCS Users e.g. Controllers and External Systems		A								R-5.6.2.2.1-XXX
Plus "Authorisation of Application" mechanism		See dynamic group management requirements provided in MCCoRe TS 22.280 clause 6.6.4.2 Req # 3,4,5. See MCCoRe clauses 5.6.2.2.1 reqs #2,3 and clause 5.1.1 req # 2. 		The refered specification provides this functionality but does not consider dynamic group affiliation.		Railway emergency communication		Initiation of railway emergency voice communication		5		Yes		No		High

				[R-6.4.8-004]		To determine which FRMCS Users have to be included in the communication the FRMCS System shall apply the mechanism as defined in [R-6.4.3-003]		A								R-5.6.2.1.2-002		See comments provided in spreadsheet sequence requirement # 55 for requiirement 6.4.3-003. See dynamic group management requirements provided in MCCoRE TS 22.280 clause 6.6.4.2 Req # 3,4,5. 		Includes User ID as well functional identity		Railway emergency communication		Initiation of railway emergency voice communication		5		No		Yes		High

																R-5.6.2.4.1-004
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup

		91

		92		[R-6.4.8-005]		The FRMCS System shall be able to establish the railway emergency voice communication within a time specified as IMMEDIATE (see 12.10).		A		Not Covered						Not covered/verified yet		See MCPTT TS 22.179 clause 6.15.3.2 requirement # 13 which indicates: [R-6.15.3.2-013] For MCPTT Emergency Group Calls and Imminent Peril Calls the MCPTT Service shall provide an MCPTT Access time (KPI 1) less than 300 ms for 99% of all MCPTT Requests.		TS 22.280 does not specify any KPI for communication setup		Railway emergency communication		Initiation of railway emergency voice communication		5		No		Yes		High

		93		[R-6.4.8-006]		For railway emergency communication the application layer priority of the communication shall be managed by the prioritisation application.		A								Covered by 5.4.2-XXX
5.6.X, 6.8.7.X, etc		See application layer priority requirements provided in MCCoRe TS 22.280 clause 6.8.7.2 reqs #1-5, clause 6.4.7 reqs #1,2. See also clause 7.6 reqs #1-9. 		This requirement determines already a system function while only the priority shall be managed!		Railway emergency communication		Initiation of railway emergency voice communication		5		Yes		No		High

		94		[R-6.4.8-007]		The location of the initiator of the railway emergency voice communication is forwarded and presented to the Controller.		A								22.280
5.11 001, 008, 015
6.12 001,006,007
6.4.5 001, 003, 004
CR 22.280 0050 rev1 (deferred to SA1#81)						Railway emergency communication		Initiation of railway emergency voice communication		5		Yes		No		High

		95		[R-6.4.8-008]		The FRMCS System shall be able to mutually forward and continuously update the location of all FRMCS Users involved in a railway emergency communication.		A												Mutually forwarding is not part of current specification.		Railway emergency communication		Initiation of railway emergency voice communication		5		No		Yes		High

																22.280
5.11 007, 009, 013
6.12 006
CR 22.280 0050 rev1 (deferred to SA1#81)

		96		[R-6.4.8-009]		For railway emergency communication the FRMCS System shall apply multi user talker control (See "9.7 Multi user talker control related use cases").		A								CRs to 22.179 adding and changing Section 5.9a		Covered by CR SA1				Railway emergency communication		Initiation of railway emergency voice communication		5		Yes		No		High

		97		[R-6.4.8-010]		The FRMCS Equipment of a Controller shows multiple Railway emergency voice communications when active.		A								Covered by 5.4.2-XXX
 plus CR 22.280:
[R-5.4.2-007a] The MCX Service shall ensure that if there is an additional MCX Service Emergency Group Communication on one of the MCX Service Groups that an MCX User is affiliated to, but that user is already in a MCX Service Emergency Group Communication, that the MCX User depending on its function will (e.g. dispatcher) or will not (e.g. ordinary MCX User) receive additional MCX Service Emergency Group Communication until the already ongoing is cancelled.				Different meaning in TS 22.280 for Public Safety		Railway emergency communication		Initiation of railway emergency voice communication		5		No		Yes		High

		98		[R-6.4.8-011]		The FRMCS System shall be able to make available the content and communication related data of the Railway emergency voice communication for recording purposes.		A								22.280 R6.15.4		See MCCoRe clause 6.15.4 for on network				Railway emergency communication		Initiation of railway emergency voice communication		5		Yes		No		High

																Not covered (Off network)		See MCCoRe clause 7.14 for off network. 

		99		[R-6.4.9-001]		In the case a FRMCS User no longer meets the conditions of Railway emergency voice communication, the user shall be removed from the ongoing Railway emergency voice communication.		A								R-5.3-XXX
R-5.6.2.4.1-004
R-6.8.8.4.1-006 (Using User regroup, not 5.6.2.4.1-005)
R-6.6.4.1-XXX User regroup				Dynamic group management is not part of current specification!		Railway emergency communication		Termination of railway emergency voice communication 		5		No		Yes		High



		100		[R-6.4.9-002]		For a Railway emergency voice communication only a Controller shall be able to put the voice communication on hold. The voice communication between the remaining users shall not be affected by a Controller putting the Railway emergency voice communication on hold. The Controller is able to take up the communication again. All involved users are informed.		A								22.280, 5.4.1, 5.4.2, 5.1.5
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Additionally, holding could also be a result of arbitration which needs to be checked before				Implicit in Multiple MCX service communications		Railway emergency communication		Termination of railway emergency voice communication 		5		No		Yes		High

		101		[R-6.4.9-003]		For a Railway emergency voice communication only a Controller shall be able to leave the communication unless the leaving Controller is the last Controller involved in the railway emergency voice communication. All involved users are informed.		A								22.280 6.4.4 002; 6.4.5 001;  5.1.5 003-008
CR 22.280 0051 rev3 (Deferred to SA1#81)
Check whether the affiliation mechanism is sufficient to mimic the desired behavior
Discussion required whether existing reqs are sufficient
Additionally, leaving could also be a result of arbitration which needs to be checked before						Railway emergency communication		Termination of railway emergency voice communication 		5		No		Yes		High

		102		[R-6.4.9-004]		For a Railway emergency voice communication only a Controller shall be able to terminate the communication. All involved users are informed.		A								R-6.8.8.4.2-XXX				Role based termination is not part of current specification		Railway emergency communication		Termination of railway emergency voice communication 		5		No		Yes		High

		103		[R-6.4.10-001]		The FRMCS System shall allow a FRMCS User, Controller or an External System to send additional information (e.g. text, voice prompts) to FRMCS Users involved in a Railway emergency alert or railway emergency voice communication.		A								[R-5.2.2-014] If configured by the MCX Administrator the MCData SDS shall provide a MCX User newly affiliated or joined a group used for MCData SDS the SDS data that had been distributed before the new MCX User had affiliated or joined.		See MCCoRe TS 22.280 clause 8 Inter-MCX Service Interworking clause 8.2 concurrent operations of different MCX Services and 8.4 Single Group with Multiple MCX Services where an MCX User could initiate an MCX Emergency Alert and then tramsmit an MCX Emergency Data communication.See also MCCoRe TS 22.280 clause 5.6.2.1.2 requirements 2, and 4. 		GCSE allow the differnt use media but the interworking and the sequences are not part of current stage 1 specification.		Railway emergency communication		Initiation of Data communication during Railway Emergency Alert 		5		No		Yes		High



		104		[R-6.4.10-002]		The FRMCS System shall be able to deliver the additional data to a railway emergency alert or railway emergency voice communication within a time specified as IMMEDIATE (see 12.10).		A								Not covered/verified yet				Not KPI's present in MC for this type of procedures.		Railway emergency communication		Initiation of Data communication during Railway Emergency Alert 		5		No		Yes		High

		105		[R-6.4.10-003]		The location of the initiator of the data communication shall be presented to all participants in the railway emergency alert or railway emergency voice communication.		A								22.280
5.11 001, 008, 015
6.12 001,006,007
6.4.5 001, 003, 004
CR 22.280 0050 rev1 (deferred to SA1#81)		 See MCCoRe TS 22.280 clause 5.3 Req 2 and #3, clause 6.4.3 req #1, and # 2, clause 7.2 Req # 5.  See also MCCoRe TS 22.280 Emergency Alert Clause 5.6.2.4.1 requirement # 3.  See also dynamic group management requirement provided in MCCoRe TS 22.280 clause 6.6.4.2 Req # 2 and # 3 and Note. See also MCCoRe TS 22.280 clause 8.2.2 and 8.2.4. 		The dynmaic group management is not part of current stage 1 specification.		Railway emergency communication		Initiation of Data communication during Railway Emergency Alert 		5		No		Yes		High

		106		[R-6.4.10-004]		For railway emergency alert /railway emergency communication the application layer priority of the communication shall be managed by the prioritisation application.		A								Covered by 5.4.2-XXX
5.6.X, 6.8.7.X, etc		See MCCoRe TS 22.280 clause 6.8.1 requirement #1- # 7 and #10 and #11. See also clause 6.8.7.2 req # 1-5. See also MCCoRe TS 22.280 clause 7.6 MCX Service priority requirements		Priority application is a solution!		Railway emergency communication		Initiation of Data communication during Railway Emergency Alert 		5		No		Yes		High

		107		[R-6.4.10-005]		The FRMCS System shall be able to make available the content and communication related data of the Railway emergency data communication for recording purposes.		A								22.280 R6.15.4		See MCCoRe clause 6.15.4 for on network				Railway emergency communication		Initiation of Data communication during Railway Emergency Alert 		5		Yes		No		High

																Not covered (Off network)		See MCCoRe clause 7.14 for off network. 

		108		[R-6.4.11-001]		The FRMCS System shall provide the necessary means to allow FRMCS Users to be reachable from a legacy GSM-R system. Interworking between FRMCS and GSM-R should not require any changes on GSM-R network side		A/T		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		109		[R-6.4.11-002]		The FRMCS System shall provide the necessary means to FRMCS Users to set up a Railway emergency alert and / or Railway emergency voice communication also to users in the legacy GSM-R system. Interworking between FRMCS and GSM-R should not require any changes on GSM-R system.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		110		[R-6.4.11-003]		In case of overlapping GSM-R and FRMCS serving the same geographical area the FRMCS System shall update GSM-R about ongoing Railway Emergency Communication/Railway Emergency Alert in the FRMCS System.$%&Note: To allow the FRMCS System to be updated of Railway Emergency Communication initiated in the GSM-R needs to be configured accordingly.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		111		[R-6.4.11-004]		The FRMCS System shall provide service interworking between the talker control in the GSM-R system and the FRMCS System without changing the GSM-R system.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		112		[R-6.4.11-005]		When the Railway Emergency Call in the GSM-R system is terminated, the linked Railway emergency alert and the Railway emergency voice communication in the FRMCS System shall also be terminated.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		113		[R-6.4.11-006]		When the Railway emergency voice communication in the FRMCS System is terminated and there is a linked Railway Emergency Call in the GSM-R system, the Railway Emergency Call in the GSM-R system shall also be terminated.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		114		[R-6.4.11-007]		When the Railway emergency alert in the FRMCS System is terminated and there is a Railway Emergency Call in the GSM-R system linked, the Railway Emergency Call in the GSM-R system shall not be terminated.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		115		[R-6.4.11-008]		When the Railway Emergency Call in the GSM-R system is terminated, the Railway emergency alert and the Railway emergency voice communication in the FRMCS System shall be terminated.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		116		[R-6.4.11-009]		The information from the Role management and presence application of the FRMCS System shall be used to identify and address GSM-R users to be included in the Railway emergency alert /Railway emergency voice communication.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		117		[R-6.4.11-010]		The identity of the initiator of a Railway Emergency Call in the GSM-R system shall be presented to the FRMCS Users involved in that Railway emergency voice communication.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		118		[R-6.4.11-011]		For a Railway Emergency Call, when the GSM-R system becomes unavailable, e.g. due to coverage problems, the FRMCS Equipment, if capable of making use of the FRMCS System shall be able to reconnect to the Railway emergency alert and, if applicable, the Railway emergency voice communication on the FRMCS System. An interruption of voice communication is acceptable. $%&

Note 1:  This use case only applies when a FRMCS Equipment and a GSM-R UE are linked together. It is further assumed the FRMCS Application on the FRMCS Equipment to have some control of the GSM-R UE.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		119		[R-6.4.11-012]		For Railway emergency alert / Railway emergency voice communication, when the FRMCS System becomes unavailable, e.g. due to coverage problems, the end user device, if capable of making use of legacy GSM-R shall be able to reconnect to the Railway emergency voice communication via GSM-R. An interruption of voice communication is acceptable.$%&

Note 2:  This use case only applies when a FRMCS Equipment and a GSM-R UE are linked together. It is further assumed the FRMCS Application on the FRMCS Equipment to have some control of the GSM-R UE.		A		Not Covered												Railway emergency communication		Interworking GSM-R		4		No		Yes		High

		120		[R-6.4.12-001]		FRMCS Equipment shall provide a dedicated interface for train borne recording purposes		A		Partly covered by TS 22.280						R-7.14-001		See MCCoRe TS 22.280 clause 6.15.4 Recording and audit requirements # 1-10 and clause 7.14 Off-network recording and audit requirements. 		functional spectrum might be extended		Railway emergency communication		Interface to train borne recorder		3		No		Yes		Low

		121		[R-6.4.12-002]		FRMCS Equipment shall provide following information to the train borne recorder:$%&Initiation of the Railway emergency alert$%&Reception of the Railway emergency alert$%&Leaving of the Railway emergency alert$%&Termination of the Railway emergency alert $%&Initiation of railway emergency voice communication$%&Termination of railway emergency voice communication$%&		A		Partly covered by TS 22.280				7.14				See MCCoRe TS 22.280 clause 6.15.4 for on network(e.g., requirement # 6,7,8) and clause 7.14 for off network		functional spectrum might be extended		Railway emergency communication		Interface to train borne recorder		3		No		Yes		Low

		122		[R-6.5-001]		The FRMCS System shall be able to provide the necessary QoS for a data bearer to be used for the Automatic Train Control (ATC) used for e.g. movement authority messages or emergency brake messages.		A/T		Partly covered by TS 22.261				7.2						Rail QoS is to  be addressed to SA2		Automatic Train Control (ATC) support by the FRMCS System		ATC		5		No		Yes		High

		123		[R-6.6.2-001]		The FRMCS System shall be able to initiate data communication for Trackside Maintenance Warning System to FRMCS Users upon a request from a functional identity entitled to raise such communication.		A

		124		[R-6.6.2-002]		For Trackside Maintenance Warning System the FRMCS System shall provide QoS, priority and communication setup time as defined in [Reference to QoS section 12.10].		A

		125		[R-6.6.2-003]		The FRMCS System shall be able to select FRMCS users to deliver the Trackside Maintenance Warning to based on their functional identity and the their location.		A

		126		[R-6.6.3-001]		The FRMCS System shall be able to terminate the Trackside Maintenance Warning System data communication upon a request received from the functional identity that initiated the Trackside Maintenance Warning System data communication. 		A

		127		[R-6.7.3-001]		Depending on the information associated with the functional identity used by the initiator, the FRMCS System shall setup the real time video streaming to one or more FRMCS User(s) identified by functional identities that are able and authorised to receive streaming video.		A

		128		[R-6.7.3-002]		Real time video streaming requests shall be set up by the FRMCS System with a QoS, priority and setup time as defined in [Reference to QoS section 12.10].		A

		129		[R-6.7.4-001]		Upon request from the streaming or receiving FRMCS User, the FRMCS System shall be able to terminate the real time video streaming.		A

		130		[R-6.8.2-001]		The FRMCS System shall be able to allow or inhibit the processing of public emergency numbers.		A

		131		[R-6.8.2-002]		In case public emergency call setup is allowed, the 3GPP defined handling of public emergency calls shall be applied.		A

		132		[R-6.9.2-001]		The FRMCS System shall be able to support the transfer of messages to/from an authorised FRMCS Equipment identity, FRMCS User identity or functional identity with a QoS, priority and setup time as defined in clause 12.10 to/from an external system.		A

		133		[R-6.10.2-001]		The FRMCS System shall provide the means to record communication and communication related information to an external system. That encompasses voice, video and data services.		A

		134		[R-6.10.2-002]		The FRMCS System shall be able to select the communication to be provided to the external system based on the following criteria:
• Communication application / use case
• FRMCS User identities
• functional identities
• location information of all involved users
		A

		135		[R-6.11.2-001]		Upon a request received from an authorised FRMCS User, the FRMCS System shall establish or terminate communication for remote control of engines communication.		A

		136		[R-6.11.2-002]		The FRMCS System shall support engine remote control communication in both On-network and off-network communication mode.		A

		137		[R-6.12.3-001]		Upon request received from a functional identity entitled to set up ATO communication the FRMCS System shall be able to setup and terminate a data bearer for ATO operation of a QoS, priority and setup time as defined in clause 12.10.		A

		138		[R-6.13.2-001]		Upon request from an authorised FRMCS Application the FRMCS System shall be able to establish data communication between a FRMCS Equipment and a central monitoring infrastructure system for monitoring and controlling critical infrastructures. 		A

		139		[R-6.13.2-002]		The FRMCS System shall setup the monitoring of critical infrastructure communication with an operator defined QoS and priority and setup time as defined in clause 12.10.		A

		140		[R-6.13.3-001]		The FRMCS System shall be able to terminate data communication between the infrastructure systems and a central monitoring infrastructure system upon request by either communication partner. 		A

		141		[R-7.1.2-001]		The FRMCS System shall enable an entitled FRMCS-user to request another FRMCS User to transmit video in real time.		A		Partly covered by TS 22.280				5.1.1		Media TS 22.281
5.2.6		See MCVideo TS 22.281 clause 5.1.1.3.2  requirements # 1 and #2. See clause 5.2.5.2 requirement #1, clause 5.1.9.1.2 requiremnent # 1 and 5.1.9.2.2 requirement # 1. 		The remaining topic is the real time prio, latency etc.
		Real time video		Requesting real time video		3		No		Yes		Medium

														5.1.5

														5.5.1

		142		[R-7.1.2-002]		The FRMCS System shall provide a list of identities for the requesting FRMCS User to select from. The list may contain functional identities, FRMCS User identities, FRMCS Equipment Identities or E.164 numbers.		A		Partly covered by TS 22.280				5.1.1						A combination of the chapters filfills the requirement that includes the functional alias CR.		Real time video		Requesting real time video		3		No		Yes		Medium

														6.4.5

														5.9a2

														
6.9		R-6.9-004

		143		[R-7.1.2-003]		The real time video request shall either be based on the functional identity, FRMCS User Identity, FRMCS Equipment Identity or E.164 number.		A		Partly covered by TS 22.280				5.1.1						A combination of the chapters filfills the requirement that includes the functional alias CR.		Real time video		Requesting real time video		3		No		Yes		Medium

														6.4.5

														5.9a2

														
6.9		R-6.9-004

		144		[R-7.1.3-001]		The FRMCS System shall be able to deliver requests for real time video to a FRMCS User entitled to provide real time video independent of the FRMCS User being involved in another ongoing real time video transmission without excessively using radio resources.		A		Partly covered by TS 22.280				5.4.2		Media TS 22.281
5.2.6		See MCVideo TS 22.281 clause 5.2.6.2.4  requirement # 1. See clause 5.2.6.2.3 requirement #1-#3.  		The effcient use of the radio ressources are not covered.		Real time video		Handling a real time video request 		3		Yes		No		Medium

		145		[R-7.1.4-001]		The FRMCS User shall be able to accept to accept a real time video transmission request.		A		Partly covered by TS 22.280				5.4.2		Media TS 22.281
5.1.8
5.1.9
5.1.10
5.2.1		See MCVideo TS 22.281 clause 5.2.6.2.2 requiremnent # 1-#3, #9 and #10.		Implict in 5.4.2		Real time video		Handling a real time video request 		3		No		Yes		Medium

		146		[R-7.1.4-002]		If entitled to, a FRMCS User shall be able to provide real time video captured by itself to the FRMCS User requesting the video.		A		Covered by TS 22.280				5.1.1				See MCVideo TS 22.281 Video push requirements clause 5.1.9.2.2 requiremenet #1 and # 2.  				Real time video		Handling a real time video request 		3		Yes		No		Medium

														5.5.1

										Covered by TS 22.281				5.1.8

														5.1.9

														5.1.10

														5.2.1

		147		[R-7.1.4-003]		In case of multiple requests to stream the same video to several FRMCS Users the FRMCS System shall handle this in a resource efficient manner.		A		Covered by TS 22.281				5.1.10		R-5.1.10.2-010		See MCVideo TS 22.281 clause 5.2.6.2.4 requirement # 1 which indicates                [R-5.2.6.2.4-001] The MCVideo service shall make efficient use of resources (e.g. use of eMBMS).				Real time video		Handling a real time video request 		3		Yes		No		Medium

		148		[R-7.1.5-001]		The FRMCS User shall be able to reject a real time video transmission request.		A		Covered by TS 22.281				5.1.10
5.2.6		R-5.1.10.2-001		See also MCVideo TS 22.281 clause 5.1.9.2.2 req # 9, clause 5.2.6.2.2 req #2, and clause 5.3.1.4.2 req #1.				Real time video		Handling a real time video request 		3		Yes		No		Medium

		149		[R-7.1.5-002]		The FRMCS System shall automatically reject requests to FRMCS Users not entitled to provide video or not capable of providing video (e.g. no camera in the FRMCS Equipment).		A		Covered by TS 22.281				5.1.10
5.2.6		R-5.1.10.2-002 on not being allowed to transmit.
R-5.1.10.2-003		See MCVideo TS 22.281 clause 5.1.1.1 req # 2a, 2b, 2c for support for various types of MCVideo UEs.  See MCVideo TS 22.281 transmission control clause 5.2.6.2.1 reqs # 10, #11, and #12 on not being allowed to transmit.				Real time video		Handling a real time video request 		3		Yes		No		Medium

		150		[R-7.1.5-003]		The requesting FRMCS User shall be notified of the reason for rejection.		A		Covered by TS 22.281				5.2.6		R-5.2.6.2.1-008						Real time video		Handling a real time video request 		3		Yes		No		Medium

		151		[R-7.1.6-001]		If the receiving FRMCS User has not reacted on the invitation within a certain period of time [t1] the FRMCS System shall notify the inviting FRMCS User accordingly and stop the invitation request.		A		Covered by TS 22.281				5.2.6		R-5.2.6.2.1-005		MCVideo TS 22.281 clause 5.2.6.2.1 req# 5 not correct. See MCVideo clause 5.6.2.2.2 requirement # 1, #2 and # 3, #8 and #9. 		[This requirement is not covered by MCCore requirements]		Real time video		Handling a real time video request 		3		Yes		No		Medium

		152		[R-7.2.2-001]		The FRMCS System shall be able to support that CCTV archives can be transferred into the ground system in a time and resource efficient way with a minimum of 1 Gbps in dedicated places such as stations or train depots.		T		Partly covered by TS 22.261										A: Not covered T: Data rate covered by LTE and NR transport
See: http://www.3gpp.org/technologies/keywords-acronyms/97-lte-advanced
		CCTV		Transfer of CCTV archives 		2		No		Yes		Low

								A		Covered by TS 22.282

Teleste Corporation: Jani Väre: Didn't we state at one point that Transfer of CCTV archives is not considered to be mission critical service?				5.4.2

Teleste Corporation: Jani Väre: Didn't we state at one point that Transfer of CCTV archives is not considered to be mission critical service?						Functions arround streaming data 						2		Yes		No		Low

		153		[R-7.2.2-002]		Transferring CCTV archives shall not affect mission critical communication . $%&NOTE:  Transferring CCTV archives is not considered to be a mission critical service.		A/T		Partly covered by TS 22.282

Teleste Corporation: Jani Väre: Didn't we state at one point that Transfer of CCTV archives is not considered to be mission critical service?				

Teleste Corporation: Jani Väre: Didn't we state at one point that Transfer of CCTV archives is not considered to be mission critical service?		5.5.2

Teleste Corporation: Jani Väre: Didn't we state at one point that Transfer of CCTV archives is not considered to be mission critical service?						A: Not covered$%&T: Covered by basic 3GPP and suitable QoS		CCTV		Transfer of CCTV archives 		2		No		Yes		Low

		154		[R-7.3-001]		The FRMCS System shall facilitate the onboard CCTV communication between carriages of a train, to collect CCTV content at one place on the train for transfer to the ground system.		A/T		Not Covered										Off Net communication		CCTV		Transfer of CCTV archives 		2		No		Yes		Low

		155		[R-7.3-002]		The onboard CCTV communication between carriages of a train shall not impact mission critical communication$%&NOTE:  Transferring CCTV archives is not considered to be a mission critical service.		A/T		Not Covered										Off Net communication		CCTV		Transfer of CCTV archives 		2		No		Yes		Low

		156		[R-7.4.5-001]		The FRMCS System shall enable an authorized FRMCS-user to request another FRMCS User to establish real time data transmission. 		A		Covered by TS 22.282				5.4.2								Data transmission in real time		Data transmission in real time		2		No		Yes		Low

		157		[R-7.4.5-002]		The FRMCS System shall provide a list of identities for the requesting authorized FRMCS User to select from. The list may contain functional identities, FRMCS User identities, or FRMCS Equipment Identities		A		Covered by TS 22.280				5.7						There is also a link to TS 22.282  chapter 6.2.2		Data transmission in real time		Data transmission in real time		2		No		Yes		Low

														
6.4.3

		158		[R-7.4.5-003]		The real time data request shall either be based on the functional identity, FRMCS User Identity, or FRMCS Equipment Identity.		A		Covered by TS 22.280				5.7								Data transmission in real time		Data transmission in real time		2		No		Yes		Low

														
6.4.3

		159		[R-7.4.5-004]		The FRMCS User shall be able to accept a real time data transmission request. 		A		Covered by TS 22.282				6.2.2				See MCData TS 22.282 clause 5.4.2 req # 2 and clause 5.3.2 req #3. 				Data transmission in real time		Data transmission in real time		2		No		Yes		Low

		160		[R-7.4.5-005]		The FRMCS User shall be able to reject a data in real time transmission request.		A		Covered by TS 22.282				6.2.2				See MCData TS 22.282 clause 5.4.2 req # 2 and #3 and clause 5.3.2 req #3 and # 4.  See clause 6.3.1.2 req # 5. 				Data transmission in real time		Data transmission in real time		2		No		Yes		Low

		161		[R-7.4.5-007]		The requesting FRMCS User shall be notified if the request is rejected or ignored.		A		Partly covered by TS 22.282				6.2.2						Ignoring a request is not part of stage 1 specification.		Data transmission in real time		Data transmission in real time		2		No		Yes		Low

		162		[R-8.1.2.5-001]		The FRMCS System SHALL enable bandwidth for the live streaming inside the train through the FRMCS System.		T		Partly covered by TS 22.261										This partially covered in TS 22.261, in Table 7.1-1		Live streaming of multimedia		Live streaming of multimedia		2		No		Yes		Low

		163		[R-8.1.2.5-002]		The FRMCS User equipment SHALL be able to balance the bandwidth between the passengers.		T		Partly covered by TS 22.261										This partially covered in TS 22.261, in Table 7.1-1		Live streaming of multimedia		Live streaming of multimedia		2		No		Yes		Low

		164		[R-8.1.3.5-001]		For the sufficient transfer of large sized multimedia databases, the FRMCS System SHALL support throughput speed minimum of 1 Gbps.		T		Not Covered										This is not covered in 3gpp specs		Bulk transfer of multimedia from ground to train		Bulk transfer of multimedia from ground to train		2		No		Yes		Low

		165		[R-9.2.2-001]		Upon establishment of a voice communication for which automatic AVC is activated, AVC shall be invoked by the FRMCS System.		A		Partly covered by TS 22.280				6.2.1		R-6.2.1-002				Applicable to any group commnication!
JM: This lacks the dynamic activation as the group has to be configered previously. In MC a group is always preconfigured.		Assured voice communication (AVC)		Invocation of Assured Voice Communication		3		No		Yes		Medium

		166		[R-9.2.2-002]		If entitled, a FRMCS-user shall be able to invoke AVC manually.		A		Partly covered by TS 22.280				6.2.1		R-6.2.1-003
R-6.2.1-004				Applicable to any group communication!
JM: Req 003 and 004 are on the user ack'ing he received the comms - not on activation that 9.2.2.-001 refers to		Assured voice communication (AVC)		Invocation of Assured Voice Communication		3		No		Yes		Medium

		167		[R-9.2.3-001]		If the voice communication is terminated stopping of AVC shall be done by the FRMCS System automatically.		A		Partly covered by TS 22.280										Implicit part of the requirement section, because it is only applicable when  group communication has been extablished		Assured voice communication (AVC)		Stopping Assured Voice Communication		3		No		Yes		Medium

		168		[R-9.2.3-002]		Only the FRMCS-user who requested the end-to-end supervision shall be able to stop AVC.		A		Not Covered										 		Assured voice communication (AVC)		Stopping Assured Voice Communication		3		No		Yes		Medium

		169		[R-9.2.4-001]		The FRMCS System shall be able to continuously supervise the voice communication links to all involved FRMCS-users.		A		Not Covered										 		Assured voice communication (AVC)		Interruption of a communication link		3		No		Yes		Medium

		170		[R-9.2.4-002]		If a degradation of a voice communication link is detected, the remaining FRMCS-users shall be informed. The ongoing voice communication among the remaining FRMCS-users shall continue. $%&A FRMCS-user quitting the communication shall cause the AVC to stop.		A		Not Covered										 		Assured voice communication (AVC)		Interruption of a communication link		3		No		Yes		Medium

		171		[R-9.2.4-003]		The FRMCS System shall be able to inform the FRMCS Users of an interrupted voice communication link by either positive or negative notification.		A		Covered by TS 22.280				6.2.1		R-6.2.1-002
R-6.2.1-004				 		Assured voice communication (AVC)		Interruption of a communication link		3		No		Yes		Medium

		172		[R-9.2.4-004]		In case of positive notification all FRMCS Users shall receive a periodic audio signal while no voice communication is ongoing. Active speech transmission shall supress the positive notification.		A		Partly covered by TS 22.280				6.2.1		R-6.2.1-002				Differentiation between positive and negative is not part of the requirement		Assured voice communication (AVC)		Interruption of a communication link		3		No		Yes		Medium

		173		[R-9.2.4-005]		In case of negative notification all FRMCS Users shall receive an audio signal when an interrupted voice communication link is detected, the AVC has failed or a FRMCS terminated his participation in the voice communication.		A		Partly covered by TS 22.280				6.2.1		R-6.2.1-002				Differentiation between positive and negative is not part of the requirement		Assured voice communication (AVC)		Interruption of a communication link		3		No		Yes		Medium

		174		[R-9.2.4-006]		Negative notification shall be stopped after acknowledgement by all remaining FRMCS Users in the voice communication.		A		Partly covered by TS 22.280				6.2.1		R-6.2.1-005				Implicit requirement		Assured voice communication (AVC)		Interruption of a communication link		3		No		Yes		Medium

		175		[R-9.2.5-001]		The initiator shall be able to extend the AVC to a new FRMCS User in the communication.		A		Covered by TS 22.280				6.2.1		R-6.2.1-002				 		Assured voice communication (AVC)		Extension of Assured Voice Communication		3		No		Yes		Medium

		176		[R-9.3.2-001]		The FRMCS System shall be able to make use of the underlying transport system's subscriber identities.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-002		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This requirement can be supported by existing MCCore requirements.		Role management and presence		General		5		Yes		No		High

		177		[R-9.3.2-002]		The FRMCS System shall support a FRMCS-user identity per FRMCS-user.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-001		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This requirement can be supported by existing MCCore requirements.		Role management and presence		General		5		Yes		No		High

		178		[R-9.3.2-003]		The FRMCS System shall support functional identities.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-001		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This requirement is partly covered by MCCore, new and additional types of identities need to be supported.		Role management and presence		General		5		Yes		No		High

		179		[R-9.3.2-004]		The UE shall be reachable by its subscriber identity.		A		Not Covered						This is general requirement!				This requirement can be supported by existing 3GPP requirements.		Role management and presence		General		5		No		Yes		High

		180		[R-9.3.2-005]		The FRMCS-user shall be reachable by its FRMCS-user identity.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-002		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This requirement can be supported by existing MCCore requirements.		Role management and presence		General		5		Yes		No		High

		181		[R-9.3.2-006]		The FRMCS-user shall be reachable by its functional identity/ies.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-002		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This requirement is partly covered by MCCore, new and additional types of identities need to be supported.		Role management and presence		General		5		Yes		No		High

		182		[R-9.3.2-007]		At the time of initialisation the FRMCS-system shall be able to determine the FRMCS Equipment Type.		A		Not Covered						This is general requirement!						Role management and presence		General		5		No		Yes		High

		183		[R-9.3.3-001]		The FRMCS-user or the FRMCS-equipment shall be able to register to a functional identity.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-002		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 				Role management and presence		Registration to a functional identity		5		Yes		No		High

		184		[R-9.3.3-002]		To select from, the FRMCS System shall provide the FRMCS-user or the FRMCS-equipment a list of functional identities. The list contains functional identities based on a certain context, like location of the user, operational schedule, etc. The FRMCS-user or the FRMCS-equipment shall also be able to perform a registration of an unlisted functional identity.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-004		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 				Role management and presence		Registration to a functional identity		5		Yes		No		High

		185		[R-9.3.3-003]		The FRMCS System shall inform the FRMCS-user or the FRMCS-equipment of the outcome of the registration request.		A		Not Covered		TS 22.280		5.9a.2						Partly covered by CR SA1  TS 22.280		Role management and presence		Registration to a functional identity		5		Yes		No		High

		186		[R-9.3.3-004]		In the case the functional identity is already in use, the FRMCS System shall advise the FRMCS-user or the FRMCS-equipment about options to $%&• cancel the registration, $%&• take over the functional identity $%&• register as an additional identity.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-006		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 				Role management and presence		Registration to a functional identity		5		Yes		No		High

		187		[R-9.3.3-005]		The FRMCS System shall be able to register a FRMCS-user or the Railway Subsystem without human intervention. For example, automatic registration can be initiated by: $%&• user identification$%&• operational conditions, like schedules when entering the train (for example by using Near Field Communication, Smart Card etc.)$%&• location $%&• time $%&• recent activity $%&• Smart cards or RFID tokens in the vicinity of the UE$%&• FRMCS Equipment Type$%&• etc.		A		Covered by CR SA1		TS 22.280		5.9a.2				Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This is an implementation choice!		Role management and presence		Registration to a functional identity		5		Yes		No		High

		188		[R-9.3.3-006]		The FRMCS System shall support multiple functional identities per FRMCS User or FRMCS Equipment.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-001
R-5.9a-005		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 				Role management and presence		Registration to a functional identity		5		Yes		No		High

		189		[R-9.3.4-001]		The FRMCS-user or the FRMCS-equipment shall be able to deregister from a functional identity.		A		Covered by CR SA1		TS 22.280		5.9a.2		R-5.9a-003		Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 				Role management and presence		Deregistration of a functional identity		5		Yes		No		High

		190		[R-9.3.4-002]		During the deregistration process, the FRMCS System shall provide a list of functional identities to the FRMCS-user or the FRMCS-equipment, to select for deregistration.		A		Covered by CR SA1		TS 22.280		5.9a.2				Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This is an implementation choice!		Role management and presence		Deregistration of a functional identity		5		Yes		No		High

		191		[R-9.3.4-003]		The FRMCS-user or the FRMCS-equipment shall also be able to perform a deregistration of a functional identity that might not be part of the list provided by the FRMCS System. Then a manual input is required by the FRMCS User.		A		Covered by CR SA1		TS 22.280		5.9a.2				Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		This is an implementation choice!		Role management and presence		Deregistration of a functional identity		5		Yes		No		High

		192		[R-9.3.4-004]		The FRMCS System shall inform the FRMCS-user or the FRMCS-equipment about the outcome of a deregistration request.		A		Covered by TS 22.280		TS 22.280		5.9a.2				Gap check shows covered by CR SA1 clause 5.9a.2 MCCoRe TS 22.280 		Partly covered by CR SA1  TS 22.280		Role management and presence		Deregistration of a functional identity		5		No		Yes		High

		193		[R-9.3.4-005]		At any time, the Railway Subsystem of the FRMCS System shall be able to deregister any functional identity.$%& An automatic deregistration request can be based on:$%&• user identification$%&• operational conditions, like schedules when entering the train (for example by using Near Field Communication, Smart Card etc.)$%&• location $%&• time $%&• recent activity $%&• Smart cards or RFID tokens in the vicinity of the UE$%&• FRMCS Equipment Type$%&• etc.		A		Not Covered												Role management and presence		Deregistration of a functional identity		5		No		Yes		High

		194		[R-9.3.5-001]		The FRMCS System shall allow a user to log into the FRMCS System to make use of the services provided by the FRMCS System		A		Covered by TS 22.280				5.12		R-5.12-005		See also MCCoRe TS 22.280 clause 5.10 and clause 6.11		AAA		Role management and presence
---> Security		User log-in to the FRMCS System --> Security		5		No		Yes		High

		195		[R-9.3.5-002]		The FRMCS System shall provide service only to FRMCS-users logged in into the FRMCS System.		A		Covered by TS 22.280				5.12		R-5.12-007		See MCCoRe TS 22.280 clause 6.8.8.4.1 MCX Service Emergency Alert which indicates: "[R-6.8.8.4.1-001] The MCX Service may allow MCX UEs that are unauthorized, not registered, or authenticated to activate the MCX Service Emergency Alert capability." See also MCCoRe TS 22.280 clause 5.12 Security requirements # 5, #6 and # 7 and clause 5.10. 		AAA		Role management and presence
---> Security		User log-in to the FRMCS System --> Security		5		No		Yes		High

		196		[R-9.3.6-001]		The FRMCS System shall provide a notification to the FRMCS-user when the FRMCS-user is logged-out of the FRMCS System		A		Not Covered										AAA
Security		Role management and presence		User log-out from FRMCS System 		5		No		Yes		High

		197		[R-9.3.6-002]		The FRMCS System shall provide the FRMCS-user the necessary means to log out of the FRMCS System.		A		Not Covered								See MCCoRe TS 22.280 clause 6.11 Support for multiple devices and clause 5.10.  		AAA
Security		Role management and presence		User log-out from FRMCS System 		5		No		Yes		High

		198		[R-9.3.6-003]		By logging out all functional identities of a FRMCS-user are deregistered from the FRMCS System.		A		Not Covered										AAA
Security		Role management and presence		User log-out from FRMCS System 		5		No		Yes		High

		199		[R-9.3.6-004]		After logging out the FRMCS-user, the FRMCS Equipment shall be reachable via the subscriber identity.		A		Not Covered										AAA
Security		Role management and presence		User log-out from FRMCS System 		5		No		Yes		High

		200		[R-9.3.7-001]		During communication initiation, the identities of the initiating entity (functional identity of a user, functional identity of equipment, user identity and subscriber identity) shall be passed to the FRMCS-user(s) of the receiver(s) of the call.		A		Covered by TS 22.280				5.7		R-5.7-002
R-5.7-003		See also MCCoRe TS 22.280 clause 5.3 Req # 2, clause 6.9 req # 4.		The railway functional aliases are part of a CR.		Role management and presence		Presentation of identities		5		Yes		No		High

		201		[R-9.3.7-002]		During a communication, the identities of the connected FRMCS-user(s) (functional identity of a user, functional identity of equipment, user identity and subscriber identity) shall be sent to the FRMCS-user(s) participants of the call.		A		Covered by CR SA1				5.7		R-5.7-002
R-5.7-003				What is the difference to the previous requirement?		Role management and presence		Presentation of identities		5		Yes		No		High

		202		[R-9.3.7-003]		The FRMCS-user(s) shall be presented with the appropriate functional identity(ies) based on a certain context (like location, destination, time, local configuration, etc.).		A		Partly covered by TS 22.280				5.1.4						The concatenation between functional alias, identiteis and a certain context is not part of current MC TS		Role management and presence		Presentation of identities		5		Yes		No		High

														5.7

														5.1.4
5.7
5.11

		203		[R-9.3.7-004]		If the functional identity is not available, the FRMCS System shall present the FRMCS-user identity.		A		Partly covered by TS 22.280				5.1.4						The conditions are not covered.		Role management and presence		Presentation of identities		5		No		Yes		High

														5.7

														5.11

														6.4.3

		204		[R-9.3.7-005]		If both the functional identity and the FRMCS-user identity are not available, the FRMCS System shall present the subscriber identity.		A		Partly covered by TS 22.280				5.1.4						The conditions are not covered.		Role management and presence		Presentation of identities		5		No		Yes		High

														5.7

														5.11

														
6.4.3

		205		[R-9.3.8-001]		The FRMCS-user or the FRMCS-equipment shall be able to interrogate the FRMCS System to provide the functional identity(ies) registered to a certain FRMCS-user identity. $%&The FRMCS System shall return the functional identity(ies) of the FRMCS-user.		A		Covered by CR SA1				5.9a2				Covered by CR SA1				Role management and presence		Interrogation of identities within a certain context		5		Yes		No		High

		206		[R-9.3.8-002]		The FRMCS-user or the FRMCS-equipment shall be able to interrogate the FRMCS System to provide the functional identity(ies) based on a subscriber identity. $%&The FRMCS System shall return the functional identity(ies) of a subscriber identity.		A		Covered by CR SA1				5.9a2				Covered by CR SA1				Role management and presence		Interrogation of identities within a certain context		5		Yes		No		High

		207		[R-9.3.8-003]		The FRMCS-user or the FRMCS-equipment, shall be able to interrogate the FRMCS System to provide the FRMCS-user identity registered to a functional identity. $%&The FRMCS System shall return the FRMCS-user identity/identities.		A		Covered by CR SA1				5.9a2				Covered by CR SA1				Role management and presence		Interrogation of identities within a certain context		5		Yes		No		High

		208		[R-9.3.8-004]		The FRMCS-user or the FRMCS-equipment, shall be able to interrogate the FRMCS System to provide the FRMCS-user identity based on a subscriber identity. $%&The FRMCS System shall return the FRMCS-user identity/identities.		A		Covered by CR SA1				5.9a2				Covered by CR SA1				Role management and presence		Interrogation of identities within a certain context		5		Yes		No		High

		209		[R-9.3.8-005]		The FRMCS-user or the FRMCS-equipment, shall be able to interrogate the FRMCS System to provide the subscriber identity based on a functional identity$%&The FRMCS System shall return the subscriber identity(ies).		A		Not Covered				R-5.9a-011						Req. # 11 does not cover the reverse approach to derive subscriber identity based on alias		Role management and presence		Interrogation of identities within a certain context		5		No		Yes		High

		210		[R-9.4.2-001]		The FRMCS Equipment shall be able to provide its location to the FRMCS System.		A		Covered by TS 22.280				5.11				See MCCoRe TS 22.280 clause 5.11 and clause 6.12				Location services related use cases		Provide location information		5		Yes		No		High

		211		[R-9.4.2-002]		The FRMCS System shall be able to request the FRMCS Equipment to provide its location.		A		Covered by TS 22.280				5.11				See MCCoRe TS 22.280 clause 5.11 and clause 6.12				Location services related use cases		Provide location information		5		Yes		No		High

		212		[R-9.4.2-003]		The FRMCS System shall be able to request the FRMCS Equipment to provide its location periodically.		A		Covered by TS 22.280				5.11				See MCCoRe TS 22.280 clause 5.11 and clause 6.12				Location services related use cases		Provide location information		5		Yes		No		High

		213		[R-9.4.2-004]		The FRMCS System shall be able to request the FRMCS Equipment to stop providing its location periodically.		A		Covered by TS 22.280				5.11				See MCCoRe TS 22.280 clause 5.11 and clause 6.12				Location services related use cases		Provide location information		5		Yes		No		High

		214		[R-9.4.2-005]		The FRMCS System shall be able to handle additional location information from other external sources.		A		Not Covered										Verify specific requirement that have a link to integrity level		Location services related use cases		Provide location information		5		No		Yes		High

		215		[R-9.4.3-001]		Upon request from FRMCS-users, applications or External Systems the FRMCS System shall be able to provide the location information of a functional identity, FRMCS-user identity or FRMCS Equipment Identity.		A		Partly covered by TS 22.280				5.11						The link between the functional alias and the location is not e xplicit requirement in TS 22.280		Location services related use cases		Request for location information		5		No		Yes		High

		216		[R-9.4.3-002]		Upon request from FRMCS-users, applications or External Systems the FRMCS System shall be able to periodically provide the location information of a functional identity, FRMCS-user identity or FRMCS Equipment Identity.		A		Covered by TS 22.280				5.11						A combination of the chapters fiufills the requirement that includes the functional alias CR.		Location services related use cases		Request for location information		5		No		Yes		High

														5.9a2

														
6.9		R-6.9-004

		217		[R-9.4.3-003]		The FRMCS System shall only allow the FRMCS-user, the application or the External System initially requesting periodic location reporting to stop the periodic location reporting.		A		Covered by TS 22.280				5.11				See MCCoRe TS 22.280 clause 5.11 and also clause 6.12				Location services related use cases		Request for location information		5		Yes		No		High

		218		[R-9.4.4-001]		The FRMCS System shall allow a FRMCS-user, an application or an External System to request a list of functional identities, FRMCS-user identities or FRMCS Equipment Identities in a certain area either periodically or as a onetime request.		A		Partly covered by TS 22.280				5.11						A combination of the chapters fiufills the requirement that includes the functional alias CR.		Location services related use cases		Request for identities in a certain area		5		No		Yes		High

														6.4.5

														5.9a2

														
6.9		R-6.9-004

		219		[R-9.4.4-002]		The FRMCS System shall be able to provide the list of identities and their location to the requesting FRMCS-user, application or External System either periodically or as a onetime report.		A		Partly covered by TS 22.280				5.11						A combination of the chapters filfills the requirement that includes the functional alias CR.		Location services related use cases		Request for identities in a certain area		5		No		Yes		High

														6.4.5

														5.9a2

														6.9		R-6.9-004

		220		[R-9.4.4-003]		The FRMCS System shall allow only the requesting FRMCS-user, application or External System to stop the periodic reporting.		A		Covered by TS 22.280				5.11								Location services related use cases		Request for identities in a certain area		5		Yes		No		High

		221		[R-9.5.2-001]		If entitled to, a FRMCS-user shall be able to invite another FRMCS-user to join a voice communication.		A		Partly covered by TS 22.280				5.1.3				See MCPTT TS 22.179 clause 5.6.3 Private Call (with Floor control) commencement requirements req # 1, #6, #7, and #8. 		This requirement is covered Phonebook functionality in MC Specs requirements if this is sufficient.		FRMCS-user communication handling 		Inviting-a-FRMCS-user to a voice communication		5		No		Yes		High

														5.1.5		R-5.1.5-001

		222		[R-9.5.2-002]		The FRMCS System shall provide a list of identities for the inviting FRMCS User to select from.		A		Partly covered by TS 22.280				6.4.5				See MCCoRe TS 22.280 clause 6.7.3 Administrative for Private Communication requirement # 7 which indicates : [R-6.7.3-007] The MCX Service shall provide a mechanism for an MCX Service Administrator to configure for a particular authorized MCX User, a set of MCX Users under the same authority to which a Private Communication (without Floor control) can be made. See also MCPTT TS 22.179 clause 5.6.5 req # 3. 		The CR about functional aliases is required.		FRMCS-user communication handling 		Inviting-a-FRMCS-user to a voice communication		5		No		Yes		High

														5.9a2

														
5.7


		223		[R-9.5.2-003]		The invitation request shall either be based on the functional identity, FRMCS User Identity, FRMCS Equipment Identity.		A		Covered by TS 22.280				5.7						The CR about functional aliases is required.		FRMCS-user communication handling 		Inviting-a-FRMCS-user to a voice communication		5		Yes		No		High

		224		[R-9.5.3-001]		If entitled to, a FRMCS User shall be able to receive invitations to voice communication(s), independent of being involved in communication.		A		Partly covered by TS 22.280				5.1.5						TS 22.280 covers the MCX group including private call without supplemenentary services.		FRMCS-user communication handling 		FRMCS-user receiving an invitation to a voice communication		5		No		Yes		High

														
5.4.2		R-5.4.2-001

		225		[R-9.5.4-001]		The FRMCS-user shall be able to accept an invitation to join a voice communication.		A		Partly covered by TS 22.280				5.4.2		R-5.4.2-001				Accepting the inviation is implicit in 5.4.2 req 1!
JM general comment to accept and reject: TO my understanding the affiliation mechanism cannot be used for accepting of rejecting - one will not be offered a request if not affiliated
		FRMCS-user communication handling 		FRMCS-user accepting an invitation to a voice communication
		5		No		Yes		High

		226		[R-9.5.4-002]		When accepting a communication invitation, in case the FRMCS-user has a voice communication, the FRMCS-user shall be able to leave, terminate or merge the voice communication. If the FRMCS-user decides to merge the communications both voice communications shall be merged.		A		Partly covered by TS 22.280				5.4.2
6.6.2		R-5.4.2-001				TS 22.280 Leave is not explicitly mentioned but R-5.4.2-001 allows the participation in multiple service groups.
Merhing is supported in6.6.2		FRMCS-user communication handling 		FRMCS-user accepting an invitation to a voice communication		5		No		Yes		High

		227		[R-9.5.5-001]		The FRMCS-user shall be able to reject the invitation to join a voice communication.		A		Covered by TS 22.280				5.1.5
6.4.2								FRMCS-user communication handling 		FRMCS-user rejecting an invitation to a voice communication		5		Yes		No		High

		228		[R-9.5.5-002]		The inviting FRMCS-user sending the invitation shall be informed. The inviting FRMCS-user shall be notified.		A		Covered by TS 22.280				5.1.5
6.4.2								FRMCS-user communication handling 		FRMCS-user rejecting an invitation to a voice communication		5		Yes		No		High

		229		[R-9.5.6-002]		If the receiving FRMCS User has not reacted on the invitation within a certain period of time [t1] the FRMCS System shall notify the inviting FRMCS User accordingly and stop the invitation request.		A		Not Covered										 		FRMCS-user communication handling 		FRMCS-user ignoring an invitation to a voice communication		5		No		Yes		High

		230		[R-9.6.2-001]		VOID		A



		231		[R-9.7.1-001]		Multi user talker control shall be available for both on-net and off-net communication.		A		Partly covered by CR SA1		TS 22.280						Off-net communication not covered yet		Off-net communication not covered yet		Multi user talker control 		On-net/Off-net		3		Yes		No		High

		232		[R-9.7.2-001]		The FRMCS System shall be able to limit the number of simultaneous talkers in a multi user communication.		A		Covered by CR SA1		TS 22.280		6.2.3.7.2		R-6.2.3.7.2-005		Covered by CR SA1				Multi user talker control 		Set the number of simultaneous talkers		5		Yes		No		High

		233		[R-9.7.2-002]		The maximum number of simultaneous talkers in a multi user communication shall be provided by the communication application. The number of simultaneous talkers can be either one, a limited number or an unrestricted number and shall be changeable during the communication.		A		Covered by CR SA1		TS 22.280		6.2.3.7.2		R-6.2.3.7.2-006		Covered by CR SA1		 		Multi user talker control 		Set the number of simultaneous talkers		5		Yes		No		High

		234		[R-9.7.3-001]		The FRMCS System shall be able to handle talker permissions and priorities as provided by the communication application, e.g. railway emergency call, shunting, multi train		A		Covered by CR SA1		TS 22.280		6.2.3.7.4		R-6.2.3.7.4.1-002
R-6.2.3.7.4.1-004		Covered by CR SA1		 		Multi user talker control 		Set initial talker permissions and priorities		5		Yes		No		High

		235		[R-9.7.3-002]		The FRMCS System shall allow to grant several FRMCS Users with the permission to perform as talker in a certain communication. 		A		Covered by CR SA1		TS 22.280		6.2.3.7.2.		R-6.2.3.7.2-002
R-6.2.3.7.3-003		Covered by CR SA1		 		Multi user talker control 		Set initial talker permissions and priorities		5		Yes		No		High

		236		[R-9.7.3-003]		FRMCS-users shall be able to request permission to talk during communication.		A		Covered by CR SA1		TS 22.280		6.2.3.7.3		R-6.2.3.7.3-004		Covered by CR SA1		 		Multi user talker control 		Set initial talker permissions and priorities		5		Yes		No		High

		237		[R-9.7.3-004]		The FRMCS System shall be able to grant FRMCS Users an initial talker permission (i.e. be the first speaker in the communication) ensuring that the entitled FRMCS-user(s) are able to talk first, once the communication is established.		A		Covered by CR SA1		TS 22.280		6.2.3.7.3		R-6.2.3.7.4.1-003		Covered by CR SA1		 		Multi user talker control 		Set initial talker permissions and priorities		5		Yes		No		High

		238		[R-9.7.3-005]		The FRMCS System shall be able to grant the permission to talk based on a FRMCS-user talker priority. In case of pending requests for permission to talk, the permission shall be granted to the FRMCS-user with highest talker priority. Requests of identical talker priority shall be handled based on the time of request.		A		Covered by CR SA1		TS 22.280		6.2.3.7.4		R-6.2.3.7.4.1-004
R-6.2.3.7.4.1-004		Covered by CR SA1		 		Multi user talker control 		Set initial talker permissions and priorities		5		Yes		No		High

		239		[R-9.7.4-001]		An entitled FRMCS-user shall be able to select and de-select FRMCS-user(s) being able to talk in a voice communication.		A		Covered by CR SA1		TS 22.179		6.2.3.7						Check		Multi user talker control 		Request permission to talk		5		Yes		No		High

		240		[R-9.7.4-002]		The FRMCS-user shall be able to request permission to talk of the FRMCS UE (e.g. by pressing a Push-to-talk button). The FRMCS UE shall indicate the talker permission has been requested.		A		Covered by CR SA1		TS 22.179		6.2.3.7						Check		Multi user talker control 		Request permission to talk		5		Yes		No		High

		241		[R-9.7.5-001]		Multi User Talker Control shall keep track of FRMCS-users with permission to talk and FRMCS Users requesting to talk.		A		Covered by CR SA1		TS 22.179		6.2.3.7				GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Multi Talker designated to MCPTT Group		Multi user talker control 		Grant permission to talk		5		Yes		No		High

		242		[R-9.7.5-002]		Multi User Control shall use a set of criteria provided by the communication application, like priorities, identities, etc. to manage the requests automatically.		A		Covered by CR SA1		TS 22.179		6.2.3.7				GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Override		Multi user talker control 		Grant permission to talk		5		Yes		No		High

		243		[R-9.7.5-003]		Based on its functional identity a FRMCS-user shall be able to monitor the progress of the communication shall be able to select and de-select simultaneous talkers.		A		Covered by CR SA1		TS 22.179						GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Override permission		Multi user talker control 		Grant permission to talk		5		No		Yes		High

		244		[R-9.7.5-004]		If the number of FRMCS-users with permission to talk does not exceed the maximum number of simultaneous talkers, the Multi User Talker Control service shall grant automatically the permission to additional requestors.		A		Covered by CR SA1		TS 22.179		6.2.3.7				GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Queuing		Multi user talker control 		Grant permission to talk		5		Yes		No		High

		245		[R-9.7.5-005]		If the number of FRMCS-users with permission to talk exceeds the maximum number of simultaneous talkers:$%&Option1: the Multi User Talker Control shall decide based on certain criteria, like priorities, functional identity, etc. who will keep the right to talk and who will be granted the permission to talk. Affected FRMCS-users shall be informed of their changed permission to talk.		A		Covered by CR SA1		TS 22.179		6.2.3.7				GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Queuing		Multi user talker control 		Grant permission to talk		5		Yes		No		High

		246		[R-9.7.5-006]		If the number of FRMCS-users with permission to talk exceeds the maximum number of simultaneous talkers:$%&Option1: the Multi User Talker Control service shall present an entitled FRMCS-user is monitoring the communication, with the list of simultaneous talkers and the list of pending requests to decides who will keep the right to speak, who will be granted the permission to talk. Affected FRMCS-users shall be informed of their changed permission to talk.		A		Covered by CR SA1		TS 22.179		6.2.3.7				GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Queuing		Multi user talker control 		Grant permission to talk		5		Yes		No		High

		247		[R-9.7.6-001]		An entitled FRMCS-user who monitors the progress of the communication shall be able at any point to revoke the permission to talk of any of the FRMCS-users currently with permission to talk.		A		Covered by CR SA1		TS 22.179						GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Override permission to talk		Multi user talker control 		Revoke permission to talk		5		Yes		No		High

		248		[R-9.7.6-002]		The FRMCS-user who’s permission to talk has been revoked, shall no longer be able to talk after the entitled FRMCS-user has revoked the permission.		A		Covered by CR SA1		TS 22.179						GAP check shows covered by CR SA! MCPTT TS 22.179 clause 6.2.3.7 		Override permission to talk		Multi user talker control 		Revoke permission to talk		5		No		Yes		High

		249		[R-9.8.1-001]		User equipment shall support on-network and off-network group communications.		A/T

		250		[R-9.8.2-001]		The FRMCS System shall be able to control and restrict the establishment of communication in order to avoid disruption/distraction of the FRMCS Users (for example Drivers).		A		Covered by TS 22.280				5.1.1								Authorisation of communication		Authorisation of communication		4		No		Yes		High

		251		[R-9.8.2-002]		The FRMCS System shall be able to restrict communication based on related to the FRMCS subscriber identity, the FRMCS Equipment Identity, the FRMCS Functional Identity of the equipment, the FRMCS User Identity, the FRMCS Functional Identity of the FRMCS-users considering the source and destination address.		A		Covered by TS 22.280				5.1.3
5.1.5				See MCCoRe TS 22.280 clause 5.1.3 Req #1, clause 5.1.5 Req # 4, clause 5.8 MCX UE Management and clause 5.9 MCX Service User Profile (which provides the privleges for the user), clause 5.17 General Administrative (groups and users) requirements # 1-#8 and clause 6.10 MCX User Profile Management.		The details need to be verified in stage 2 gap analysis.		Authorisation of communication		Authorisation of communication		4		No		Yes		High

		252		[R-9.8.2-003]		The FRMCS System shall inform the FRMCS User in case the FRMCS User is not allowed to establish a communication.		A		Not Covered								See MCPTT TS 22.179 clause 6.2.3.2 req # 5 which indicates : [R-6.2.3.2-005] Following an MCPTT Request for permission to transmit on the Selected MCPTT Group, an Affiliated MCPTT Group Member that made and was not granted the request shall be given an indication that permission to transmit was rejected or queued.				Authorisation of communication		Authorisation of communication		4		No		Yes		High

		253		[R-9.9.2-001]		The FRMCS System shall allow the network operator to control the use of FRMCS Applications in order to avoid disruption/distraction to the FRMCS Users (for example Drivers), preventing unauthorised usage according to his Role.		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		254		[R-9.9.2-002]		The FRMCS System shall be able to enable / disable FRMCS Applications for a FRMCS User depending on subscriber identity, the functional identity of the FRMCS Equipment, the FRMCS User Identity or the functional identity/ies of the FRMCS User. The FRMCS System shall also be able to take context based criteria like location,speed, direction of travel and other conditions be taken into account.		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		255		[R-9.9.2-003]		After powering on the FRMCS Equipment and start of the FRMCS Application on the FRMCS Equipment, the FRMCS System shall enable the FRMCS Application(s) on the FRMCS Equipment according to the Role related to the FRMCS subscriber identity.		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		256		[R-9.9.2-004]		Upon a change in registration status by registration / deregistration to / from a functional identity, a change of a functional identity, user login /logout to / from the FRMCS System, the FRMCS System shall be able to enable / disable applications.		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		257		[R-9.9.2-005]		The FRMCS System shall allow the operator to configure the order in which the:FRMCS functional Identities related to the FRMCS User$%&FRMCS-user identity$%&FRMCS functional Identities related to the FRMCS Equipment$%&FRMCS subscriber identity$%&are evaluated to determine with the set of application authorised for use$%&		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		258		[R-9.9.2-006]		If a FRMCS-user has registered to multiple functional identities, the FRMCS User shall be authorised to use all applicable FRMCS Applications related to the different FRMCS functional identities.		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		259		[R-9.9.2-007]		If the FRMCS-user enters a certain area, the FRMCS System shall prevent the use of FRMCS Application(s) which had been authorised previously.		A		Not Covered								See MCCoRe TS 22.280 clause 6.4.9 requirement #6, and clause 6.5.1 requirement # 2				Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		260		[R-9.9.2-008]		If the FRMCS User enters a certain area, the FRMCS System shall enable the use of FRMCS Application(s) which had not been authorised previously.		A		Not Covered								See MCCoRe TS 22.280 clause 6.4.9 requirement #6, and clause 6.5.1 requirement # 2				Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		261		[R-9.9.2-009]		If a FRMCS Application is relying on other FRMCS Applications, enabling of all required FRMCS Applications shall be managed by the FRMCS System.		A		Not Covered												Authorisation of application		Enabling/Disabling applications		3		No		Yes		Medium

		262		[R-9.9-001]		FRMCS Equipment shall support on-network based group communications.		A/T

		263		[R-9.9-002]		FRMCS Equipment shall support off-network based group communications.		A/T

		264		[R-9.9-003]		FRMCS Equipment should support legacy network based group communications optionally.		A/T

		265		[R-9.9-004]		FRMCS System shall provide a mechanism in the application layer to transform on-network based group communication into off-network based group communication.		A

		266		[R-9.9-005]		FRMCS System shall provide a mechanism in the application layer to transform on-network based group communication into legacy network based group communication.		A

		267		[R-9.10-001]		The FRMCS System shall be able to provide a mean to identify a FRMCS User (for example, the train driver).		A		Partly covered by TS 22.280				5.1						Identification based on the role is not part current stage 1 specification.		Sharing FRMCS Equipment by FRMCS Users		Sharing FRMCS Equipment by FRMCS Users		3		No		Yes		Medium

		268		[R-9.10-002]		The FRMCS System shall be able to provide a mapping between the FRMCS User identification information and FRMCS Equipment in order to route communication.		A		Partly covered by TS 22.280				5.9						The User id can be used for routing purposes but the concatenation between user id and equipment type is missing		Sharing FRMCS Equipment by FRMCS Users		Sharing FRMCS Equipment by FRMCS Users		3		No		Yes		Medium

														5.16

														5.17

														
6.1

		269		[R-9.10-003]		The FRMCS System shall be able to provide communication routing based on the mapping information.		A		Partly covered by TS 22.280				5.9						Mapping for FRMCS specific identification type are missing.		Sharing FRMCS Equipment by FRMCS Users		Sharing FRMCS Equipment by FRMCS Users		3		No		Yes		Medium

														5.16

														5.17

														
6.2

		270		[R-9.10-004]		The FRMCS System should provide functions for the shared FRMCS Equipment to get identification information from the FRMCS User who wants to use the equipment.		A		Covered by TS 22.280				5.12								Sharing FRMCS Equipment by FRMCS Users		Sharing FRMCS Equipment by FRMCS Users		3		No		Yes		Medium

		271		[R-9.10-001]		The FRMCS System shall be able to provide a mean to identify a FRMCS User (for example, the train driver).		A

		272		[R-9.10-002]		The FRMCS System shall be able to provide amapping between the FRMCS User identification information and FRMCS Equipment in order to route communication.		A

		273		[R-9.10-003]		The FRMCS System shall be able to provide communication routing based on the mapping information.		A

		274		[R-9.10-004]		The FRMCS System should provide functions for the shared FRMCS Equipment to get identification information from the FRMCS User who wants to use the equipment.		A

		275		[R-9.11-001]		The FRMCS System shall be able to avoid duplication of identities..		A		Covered by TS 22.280				5.12				See MCCoRe TS 22.280 clause 5.7 requirement # 1, clause 5.12 requirement # 2, # 3 and #4 and clause 6,.9 Requirement # 2. 				FRMCS naming authority		FRMCS naming authority		5		No		Yes		High

														6.9

		276		[9.12-001]		The FRMCS System shall provide a mechanism for a train to autonomously discover an assigned application server which can offer movement authority.		A/T		Partly covered by TS 22.280				5.11						The positioning accuracy may differ from the current stage 1 specification		Wayside-Centric Automatic Train Control 		Wayside-Centric Automatic Train Control 		3		No		Yes		Medium

		277		[9.12-002]		Train control data shall be able to be transported with the highest priority.		T		Partly covered by TS 22.280				5.1.7						What is the highest priority compared to the other communication requirements.		Wayside-Centric Automatic Train Control 		Wayside-Centric Automatic Train Control 		3		No		Yes		Medium

														5.6

														
6.4.7

		278		[9.13-001]		The 3GPP network shall provide a mechanism using on-network communications to establish a bearer from a user equipment to the other user equipment		A		Covered by TS 22.280				5.19						KRRI; Alsso applicable stage 1 specifications are TS 22.261, TS 22.278		Autonomous Train Control and Operation		Autonomous Train Control and Operation		3		Yes		No		Medium

														
Entire Chapter 6

		279		[9.13-002]		The 3GPP network shall provide an efficient way to disseminate data to multiple FRMCS UEs for train control.				Covered by TS 22.280				5.1.3						KRRI; Alsso applicable stage 1 specifications are TS 22.261, TS 22.278		Autonomous Train Control and Operation		Autonomous Train Control and Operation		3		No		Yes		Medium

														5.1.4

								A/T						
5.19

		280		[9.13-003]		The 3GPP network shall be able to multicast train control data originated from one FRMCS UE to the other FRMCS UE .		A/T		Covered by TS 22.280				5.1.3						KRRI; Alsso applicable stage 1 specifications are TS 22.261, TS 22.278		Autonomous Train Control and Operation		Autonomous Train Control and Operation		3		No		Yes		Medium

														5.1.5

														
5.19

		281		[9.13-004]		The FRMCS System shall provide a mechanism to discover feasible objects for point machine.		A		Partly covered by TS 22.280				5.11						KRRI
Clarification of the term "feasible objects"		Autonomous Train Control and Operation		Autonomous Train Control and Operation		3		No		Yes		Medium

		282		[9.14-001]		An On-board FRMCS UE for automatic train control shall be able to communicate through off-network up to 3km (TBD) in the line of sight channel environment.		T		Not Covered				
								Virtual Coupling		Virtual Coupling		3		No		Yes		Medium

		283		[9.14-002]		Integrity protection shall be provided for each data transfer between FRMCS UEs for train control		A/T		Partly covered by TS 22.280				5.12				See MCCoRe TS 22.280 clause 5.12 requirement #1 which indicates:  The MCX Service shall provide a means to support the confidentiality and integrity of all user traffic and signalling at the application layer. See also clause 5.12 requirements # 9 and #10,  clause 6.10 and  clause 6.13. 		Can be covered by Ts 22.280 but not necessarily if the integrity of the end-to-end user data transfer is required 		Virtual Coupling		Virtual Coupling		3		No		Yes		Medium

														6.10

														
also 6.13


		284		[9.14-003]		The 3GPP system shall support service continuity between on-network based connection and off-network based connection.		T		Covered by TS 22.278				7A.1

				See also MCCoRe TS 22.280 clause 7.13 Switching to off-network MCX Service reqs #4-and #5 on minimizing interuption when transitioning between on network and off network and vice versa. and clause 7.11 requirements # 1-3		Also linked to TS 22.280
R-5.4.2-006
5.14		Virtual Coupling		Virtual Coupling		3		No		Yes		Medium

														7A.2

		285		[9.14-004]		FRMCS UEs for train control shall communicate through off-network, where the FRMCS UEs’ relative speed is less than 50km/h (TBD).		T		Partly covered by TS 22.280				R-5.4.2-006						Speed limitation is not explicitly required.		Virtual Coupling		Virtual Coupling		3		No		Yes		Medium

														
5.14

		286		[9.15-001]		The FRMCS System shall be able to assign and withdraw an FRMCS Equipment Identity common to several FRMCS Equipment, e.g. for trains being coupled together in order to be reachable under the same FRMCS Equipment Identity.		A		Covered by TS 22.280				6.4.3				Seems relevant to MCCoRe TS 22.280 clause 5.9a.2 Functional Alias				Composite-based train operation		Composite-based train operation		3		No		Yes		Medium

														6.6


		287		[R-9.16.2-001]		The FRMCS System shall be able to provide communication to the FRMCS User based on the arbitration information associated with the communication.		A										See MCCoRe TS 22.280 clause 5 (on and off network), clause 6 (on network) and clause 7 (off network).		Applicable to TS 22.280.  [R-5.12-001] 		Robust mission critical group communications		Robust mission critical group communications		3		Yes		No		Medium

		288		[R-9.16.2-002]		The FRMCS System shall be able to accept, reject, hold, queue or prompt the user for his choice on the incoming communication,.		A										See MCCoRe TS 22.280 clause 5 (on and off network), and clause 6 (on network).		Applicable to TS 22.281		Robust mission critical group communications		Robust mission critical group communications		3		Yes		No		Medium

		289		[12.2-001]		FRMCS System shall provide a means to initiate group communication between FRMCS Users and GSM-R Users.		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirements # 3, # 5, #10, #11, clause 6.18.3.3 Tetra requirements #3, #4, #5, #8 and #9 and clause 6.18.3.4 legacy land mobile radio requirements # 2, and # 3. 		Transport of the interconnection is needed, but not considered in this use case; Note this should be clarified if this is only applicable to VOICE?		FRMCS System principles overview		Area Broadcast Group Communication interworking between GSM-R and FRMCS Users		3		No		Yes		Medium

		290		[12.2-002]		FRMCS System shall provide means to FRMCS Users to join the group calls of GSM-R		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirements # 3, # 5, #10, #11, clause 6.18.3.3 Tetra requirements #3, #4, #5, #8 and #9 and clause 6.18.3.4 legacy land mobile radio requirements # 2, and # 3. 		Transport of the interconnection is needed, but not considered in this use case; Replace calls by voice communication!		FRMCS System principles overview		Area Broadcast Group Communication interworking between GSM-R and FRMCS Users		3		No		Yes		Medium

		291		[12.3-001]		FRMCS System shall provide a means to obtain and share with FRMCS User the location information of GSM-R User(s).		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirement # 1, clause 6.18.3.3 Tetra requirements #1 and clause 6.18.3.4 legacy land mobile radio requirements # 1. 		Transport of the interconnection is needed, but not considered in this use case		FRMCS System principles overview		Location Service interworking between GSM-R and FRMCS Users		3		No		Yes		Medium

		292		[12.3-002]		FRMCS System shall provide means to provide location information of FRMCS User to GSM-R.		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirement # 1, clause 6.18.3.3 Tetra requirements #1 and clause 6.18.3.4 legacy land mobile radio requirements # 1. 		Transport of the interconnection is needed, but not considered in this use case		FRMCS System principles overview		Location Service interworking between GSM-R and FRMCS Users		3		No		Yes		Medium

		293		[12.4-001]		FRMCS System shall provide a means for an FRMCS User to present the presence status of GSM-R User, including user ID, states (e.g., available, busy, etc.), etc.		A		Not Covered										Transport of the interconnection is needed, but not considered in this use case		FRMCS System principles overview		Presence interworking between GSM-R and FRMCS Users		3		No		ERROR:#REF!		Medium

		294		[12.4-002]		FRMCS System shall provide a means to share the presence status of FRMCS User(s) to GSM-R, including user ID, states (e.g., available, busy, etc.), etc.		A		Not Covered										Transport of the interconnection is needed, but not considered in this use case		FRMCS System principles overview		Presence interworking between GSM-R and FRMCS Users		3		No		ERROR:#REF!		Medium

		295		[12.5-001]		FRMCS System shall provide a means for point to point communication between an authorized FRMCS User and a GSM-R User,		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirements # 14, # 15, #16,  clause 6.18.3.3 Tetra requirements #11, #12, and clause 6.18.3.4 legacy land mobile radio requirements # 8. 		Transport of the interconnection is needed, but not considered in this use case		FRMCS System principles overview		Point to Point communication between GSM-R and FRMCS Users		3		No		Yes		Medium

		296		[12.6-001]		The FRMCS System shall provide interworking related functionality between the 3GPP network and the legacy network of GSM-R and TRS, e.g. TETRA and P25.		A/T		Not Covered								See MCPTT TS 22.179 clause 6.18.3 Interworking with non-LTE PTT systems		The requirement is not covered by MCCoRe. Some part of the interworking requirements are considering in FS_MCCI - Study on Mission Critical Communication Interworking between LTE and non-LTE Systems. The functionality needs to be defined		FRMCS System principles overview		Interworking with legacy systems including GSM-R and TRS		3		No		Yes		Medium

		297		[12.6-002]		The FRMCS System should provide interworking with the signal control network.		A		Not Covered										The requirement is not covered by 3GPP specification. The functionality needs to be defined in FRMCS.		FRMCS System principles overview		Interworking with legacy systems including GSM-R and TRS		3		No		Yes		Low

		298		[12.7-001]		The FRMCS System shall provide the alternative means than GNSS to obtain the position of the FRMCS Equipment.		A		Not Covered								See MCCoRe TS 22.280 clause 6.12 Location requirement # 2 which indicates : "[R-6.12-002] The MCX Service shall support conveyance of Location information provided by 3GPP/LTE location services. "		The interfacing method and format of the location information from the LTE system is covered by 3GPP specification such as UE positioning in E-UTRAN[5]. The integrating related requirement is not covered by 3GPP requirements. The FRMCS interface needs to be defined.		FRMCS System principles overview		stable positioning framework 		3		No		Yes		Medium

		299		[12.7-002]		The positioning information shall provide an accuracy of [TBD] whilst the UE is travelling at a maximum of 500 km/h.		A		Not Covered												FRMCS System principles overview		stable positioning framework 		3		No		Yes		Medium

		300		[R-12.8.2-001]		FRMCS-system to GSM-R circuit switched signalling and bearer service shall be supported for user-to-user and multiuser voice communication.		A/T		Not Covered												FRMCS System principles overview		GSM-R system and FRMCS System interconnection – Circuit Switched communication		3		No		Yes		Medium

		301		[R-12.8.2-002]		FRMCS System shall support the current voice codecs used by GSM-R.		A/T		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirements # 17,  clause 6.18.3.3 Tetra requirements #13 and clause 6.18.3.4 legacy land mobile radio requirements # 9. 				FRMCS System principles overview		GSM-R system and FRMCS System interconnection – Circuit Switched communication		3		No		Yes		Medium

		302		[R-12.8.3-001]		FRMCS-system to GSM-R packet switched interconnection shall be supported.		A/T		Not Covered								See MCPTT TS 22.179 clause 6.18.3.2 Interworking with non-LTE PTT Systems Project 25 requirements,  clause 6.18.3.3 Tetra requirements and clause 6.18.3.4 legacy land mobile radio requirements. 				FRMCS System principles overview		GSM-R system and FRMCS System interconnection – Packet Switched communication		3		No		Yes		Medium

		303		[R-12.9-001]		The FRMCS System shall be able to manage 3GPP access systems and non-3GPP access systems (terrestrial and non terrestrial) simultaneously.		A/T		Covered by TS 22.261				6.3.2.1				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		304		[R-12.9-002]		If provided by the FRMCS Equipment, the FRMCS Application on the FRMCS Equipment shall be able to make use of 3GPP and non-3GPP access systems simultaneously.		A		Covered by TS 22.261				6.3.2.1				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		305		[R-12.9-003]		The FRMCS User shall not experience service interruptions in the usage of applications due to a change of an access system.		A		Covered by TS 22.261				6.2.3				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		306		[R-12.9-004]		The FRMCS transport system including 3GPP and non-3GPP access shall be agnostic to Railway Applications.		T		Covered by TS 22.261				6.3.2.1				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		307		[R-12.9-005]		New access technology shall not require changes for the pre-existing application layer to be able to make use of this new access technology.
Note:  Changes are required if the application layer wants to make use of the new capabilities of a new access technology.
		A/T		Covered by TS 22.261				6.3.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		308		[R-12.9-006]		The transport layer shall allow using IP as a generic interface.		T		Covered by TS 22.261				6.2.3				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		309		[R-12.9-007]		For recording purposes, the FRMCS System shall be able to provide communication content as well as the associated communication related  information.		A		Covered by TS 22.261				6.6.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		4		No		Yes		High

		310		[R-12.9-008]		The FRMCS System shall be able to make use of one or more of the followings:
3GPP radio access (i.e. 4G and/or 5G) through railway-dedicated licensed spectrum
3GPP radio access (i.e. 4G and/or 5G) provided by public providers
3GPP radio access (e.g. LTE-U) through unlicensed spectrum
Non-3GPP radio access (e.g. IEEE 802.11 based and/or satellite based)
Wireline access
Note 1: GSM-R, TETRA, and P25 are not considered as a radio access technologies of FRMCS.
Note 2: Not all of the radio access technologies may support all of the FRMCS requirements.
		T		Covered by TS 22.261				6.3.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		5		No		Yes		High

		311		[R-12.9-009]		The FRMCS System shall consider the availability of radio bearer services at the position of the FRMCS User to allow communication. 		T		Covered by TS 22.261				6.2.3				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		5		No		Yes		High

		312		Note		Note: Session continuity between 3GPP access and non-3GPP access might lead to service disruption but the session does not require FRMCS Users intervention to recover.		T		Covered by TS 22.261				6.2.3				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Bearer flexibility		5		No		Yes		High

		313		[R-12.10.2-001]		The FRMCS System shall be capable of providing different levels of QoS.		(A)T		Covered by TS 22.261				6.7.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		314		[R-12.10.2-002]		The FRMCS-system service attributes shall be allocated unambiguously per application and/or per session and/or per FRMCS-user.		(A)T		Covered by TS 22.261				6.7.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		315		[R-12.10.2-003]		The FRMCS System shall support the efficient use of the radio resources.		(A)T		Covered by TS 22.261				6.4.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		316		[R-12.10.2-004]		The FRMCS System shall provide service attribute control on a peer to peer basis.		(A)T		Covered by TS 22.261				6.7.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		317		[R-12.10.2-005]		The FRMCS System shall provide a mapping between application characteristics and the bearer service attributes.		(A)T		Covered by TS 22.261				6.7.2				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		318		[R-12.10.2-006]		The FRMCS System shall be able to support different QoS for uplink and downlink of asymmetric bearers.		(A)T		Covered by TS 22.261				6.8				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		319		[R-12.10.2-007]		The FRMCS System shall be able to modify service attributes during an active communication session.		(A)T						6.8				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		320		[R-12.10.2-008]		The FRMCS System shall detect and process the various user data traffic characteristics, latency and session reliability requirements. These requirements are summarised in Table 12.10-2.		(A)T						6.8				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		321		[R-12.10.2-009]		The FRMCS System shall support the applicable QoS requirements up to a train speed of 500kmh-1 at all locations along the track.		T						7.1				Gap check shows Covered by TS 22.261 Smarter		Smarter requirement		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		322		[R-12.10.2-010]		To prioritize among the application categories and their related QoS, the FRMCS System shall support 15 priority levels.		T						6.2.2				See MCCoRe TS 22.280 clause 6.8.7.2 Application Layer Priorities requirements # 1-4 and requirement # 5. See MCCoRe TS 22.280 clause 6.8.1 General MCX Service priority requirements # 1- #16. 		Unspecific in the number priority levels		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

														6.6.2

														
6.8.1

		323		[R-12.10.2-011]		The FRMCS System shall be able to request resource characteristics (latency, reliability, guaranteed bitrate/ non-guaranteed bitrate and priority) from the underlying 3GPP transport system and if appropriate also from non-3GPP transport systems.		A/T						6.15.3.2				See MCPTT TS 22.179 clause 6.15.3.2 requirement # 12 which indicates: [R-6.15.3.2-012] The MCPTT Service shall provide an MCPTT Access time (KPI 1) less than 300 ms for 95% of all MCPTT Request. The MCPTT Access time is defined as the time between when an MCPTT User request to speak (normally by pressing the MCPTT control on the MCPTT UE) and when this user gets a signal to start speaking.		The conditions are different than required by FRMCS		FRMCS System principles overview		Quality of Service and railway environment		5		Yes		No		High

		324		[R-12.10.2-012]		The FRMCS System shall be able to apply predefined default resource characteristics.		A/T						6.15.5						6.15.5 specifiies the voice media quality but not the voice audio spectrum		FRMCS System principles overview		Quality of Service and railway environment		5		Yes		No		High

		325		[R-12.10.2-013]		The FRMCS System shall be able to request each communication service resource characteristic  independently of the others.		A/T						6.15.5				Gap check shows Covered by TS 22.179				FRMCS System principles overview		Quality of Service and railway environment		5		Yes		No		High

		326		[R-12.10.2-014]		The FRMCS System shall be able to assess whether the communication service resource characteristics received from the underlying transport system are sufficient to support the communication service fully or in an restricted way.		A/T						6.15.5				Gap check shows Covered by TS 22.179				FRMCS System principles overview		Quality of Service and railway environment		5		Yes		No		High

		327		[R-12.10.2-015]		The FRMCS System shall be able to keep the communication priority independent from the QoS parameters latency, transport reliability, guaranteed/non-guaranteed bitrate.

		328		[R-12.10.2-016]		The FRMCS System shall provide a radio resource efficient allocation of the communication bandwidth.

		329		[R-12.10.2-017]		Talker assignment time, the timeframe between talker request and the permission to talk in a multi-user voice communication, shall be lower than 300ms.

		330		[R-12.10.2-018]		FRMCS system shall support at least encoding of speech signals between 200–7000 Hz.

		331		[R-12.10.2-019]		The FRMCS voice codec shall be robust to meet different radio channel impairements caused by the different working conditions in the train, beside or under the train.

		332		[R-12.10.2-020]		The encoding of speech signals in the FRMCS system shall be efficient to meet limited radio resource availability.

		333		[R-12.10.2-01X]		Placeholder for all tables and text in 12.10 to be also included in normative spec(s)		T										Shows as placeholder		QoS Rrequirement'!A1		FRMCS System principles overview		Quality of Service and railway environment		4		Yes		No		High

		334		[R-12.11.5-001]		The FRMCS System shall be able to define the priority level of Railway Emergency Call.		A						6.2.2				See MCCoRe TS 22.280 clause 5.6.2.2.1 requirements # 4,6,8,9,11,12, 14. See MCCoRe TS 22.280 clause 6.8.8.1 req # 1 and also clause 6.8.7.2 and clause 6.8.1 requirement #10 and #11. 		This requirement is covered by MCCoRe requirements, but not in the context with Rail emergency call		FRMCS System principles overview		Provide broadband and mission critical services with seamless connectivity		4		No		Yes		High

														6.6.2

														6.8.1

		335		[R-12.11.5-002]		The FRMCS System shall be able to handle the priority level of Railway Emergency Call.		A						6.4.7				See MCCoRe TS 22.280 clause 5.6.2.2.1 requirements # 4,6,8,9,11,12, 14. See MCCoRe TS 22.280 clause 6.8.8.1 req # 1 and also clause 6.8.7.2 and clause 6.8.1 requirement #10 and #11. 		[This requirement is  partly covered by MCCoRe requirements except the config. The levels of call priority of FRMCS need to be defined.]		FRMCS System principles overview		Provide broadband and mission critical services with seamless connectivity		4		No		Yes		High

		336		[R-12.11.5-003]		The FRMCS System shall support switching between on-network service and off-network service.		A						6.4.8				See MCCoRe TS 22.280 clause 7.13 Switching to off-network MCX Service reqs #1-5 and clause 7.11 requirements # 1-3		[This requirement is partly covered by ProSe and MCCoRe. $%&e.g. ProSe direct one-to-many to LTE video call]
Also covered by Ts 22.261 /22.278 without asking for specific services!


Wendler Ingo (I-AT-TC-TEC-BAS) 2: Wendler Ingo : Not clear why it is only partly covered?

		

Wendler Ingo (I-AT-TC-TEC-BAS) 2: Yellow indicates what is missing
		FRMCS System principles overview		Provide broadband and mission critical services with seamless connectivity		3		No		Yes		Medium

		337		[R-12.11.5-004]		The FRCMS system shall handle a priority call less than 300ms of call setup time in the environment of train speed up to 500km/h.		T										Seee MCPTT TS 22.179 clause 6.15.3.2 KPI requirement # 13 for emergency group call and imminent peril calls without mentiion of velocity.		[This requirement is not covered by 3GPP requirements.]		FRMCS System principles overview		Provide broadband and mission critical services with seamless connectivity		4		No		Yes		High

		338		[R-12.11.5-005]		The FRMCS System shall be able to present a video included in the Railway Emergency Call.		A										See MCCoRe TS 22..280 clause 8 interworking clause 8.2.2 concuurent operations of different MCX Servcices and clause 8.4.2 Single group with multiple MCX Services.		[This requirement is partly covered by 3GPP requirement]		FRMCS System principles overview		Provide broadband and mission critical services with seamless connectivity		3		No		Yes		Medium

		339		[R-12.12-001]		The FRMCS System shall provide a mapping between FRMCS Equipment Identity and the train number.		A		Not Covered								See MCCoRe TS 22.280 functional alias clause 5.9a.		[This requirement is not covered by MCCoRe requirements.] For the mapping Functional Aliasing can be used TS 22.280 5.9a		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		4		No		Yes		High

		340		[R-12.12-002]		The FRMCS System shall be able to maintain a secure data channel for the train status monitoring communication.		A		Covered by TS 22.278								See3 MCCoRe TS 22.280 clause 5.12 requirement # 1 which indicates following: "R-5.12-001] The MCX Service shall provide a means to support the confidentiality and integrity of all user traffic and signalling at the application layer." See also clause 5.12 requirements #8, 9, and 10.  See also clause 6.13.3.		[This requirement is also partly covered by MCCoRe reqirements. TS 22.280]		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		4		No		Yes		High

		341		[R-12.12-003]		The FRMCS should be able to define a minimum bandwidth of video monitoring.		A		Partly covered by TS 22.261								See MCVideo TS 22.281 clause 5.1.1.1 on Operational recommendations and requirements for video codecs for the MCVideo service requirements # 1-18.  See clause 4.9, clause 5.1.2.1 requirement # 5 and # 6 on negotiating use of video codec as well as clause 5.1.3.2.2 req # 1 and # 3 		Requirement in TS 22.261 does not allow the negotiation of the min. bandwidth		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		3		No		Yes		Medium

		342		[R-12.12-004]		The FRMCS should be able to define a minimum delay time of communicating the train status monitoring.		A		Not Covered										[The QoS level of FRMCS-specific cases of train status monitoring needs to be defined.]		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		4		No		Yes		Low

		343		[R-12.12-005]		The FRMCS should be able to define a minimum delay time of communicating the moving authority data.		A		Not Covered										[The QoS level of FRMCS-specific cases of train status monitoring needs to be defined.] This requirement sgould be skipped because it relates to a single message		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		3		No		Yes		Low

		344		[R-12.13-001]		FRMCS should be able to handle call priority when interworking with LMR communication systems.		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3 Interworking with non-LTE PTT systems P25, Tetra and legacy LMR systems. Clause 6.18.3.2  Project 25 requirement # 4 indicates the following: [R-6.18.3.2-004] Interworking between the MCPTT Service and P25 shall support interoperable MCPTT Emergency Group Calls and P25 emergency calls. See also clause 6.18.3.2 requirements #4, #5 and #6 which "provide a means for an authorized user (P25 Users and consoles and MCPTT users) to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles."		[The requirement of call priority is not covered by 3GPP requirement.$%&$%&TETRA and P25 may need considerations as follows:$%&a. TETRA may provide some customizable features to maintain the call priority such as Call ownership and Call priority.$%&b. P25 has no features to support the call priority.$%&c. FRMCS has many basic information to handle the call priority such as ‘Priority of the user for initiating/receiving calls’ in the user profile data and ‘Priority of the group’ in the group configuration data.]		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		3		No		Yes		Medium

		345		[R-12.13-002]		The FRMCS System should be able to define a minimum call setup time for a call between 3GPP system and LMR system.		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3 Interworking with non-LTE PTT systems P25, Tetra and legacy LMR systems. 		[This requirement is partly covered by 3GPP requirement]		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		3		No		Yes		Medium

		346		[R-12.13-003]		FRMCS should provide the call priority supporting features to interworking with LMR.		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3.Interworking with non-LTE PTT systems P25 in clause 6.18.3.2, Tetra in clause 6.18.3.3 and legacy LMR systems in clause 6.18.3.4. The requirements # 4, #5 #6, and #7 in clause 6.18.3.4 support override. See also requirement # 1 which indicates: [R-6.18.3.4-001] The MCPTT Service shall enable interworking with legacy Land Mobile Radio systems that are compliant with the TIA-603-D [3] Standard. 		[This requirement is not covered by 3GPP requirements.]		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		3		No		Yes		Medium

		347		[R-12.13-004]		FRMCS should provide interworking between FRMCS System and LMR system.		A		Not Covered								See MCPTT TS 22.179 clause 6.18.3 Interworking with non-LTE PTT systems : P25, Tetra and Legacy LMR Systems.		[This requirement is not covered by 3GPP requirements.]		FRMCS System principles overview		Offer railway services high-quality control functions with real-time train status monitoring		3		No		Yes		Medium

		348		[R-12.14.2-001]		The consolidated positioning information i.e. the location information resulting from the combination of all positioning sources available to the FRMCS System shall support following absolute positioning accuracy based on the train speed at >= 90% of the occasions:$%&0 - 40km/h Longitudinal: ≤1 m lateral: 1 - 3 m$%&Up to 120km/h  Longitudinal: ≤34m lateral: 1 - 3 m$%&Up to 160km/h  Longitudinal: ≤45m lateral: 1 - 3 m$%&Up to 320km/h  Longitudinal: ≤89m lateral: 1 - 3 m$%&Up to 500km/h  Longitudinal: ≤200m  lateral: 1 - 3 m$%&See [9]		A/T		Partly covered by TS 22.261				7.3						The applicable velocity requirement are different 		FRMCS System principles overview		FRMCS Positioning Accuracy		4		No		Yes		High

		349		[R-12.14.2-002]		FRMCS System shall be able to support an initial positioning fix time of ≤5s.		A/T		Not Covered												FRMCS System principles overview		FRMCS Positioning Accuracy		4		No		Yes		High

		350		[R-12.14.2-003]		To avoid large offsets between adjacent hazard areas due to limited track space in a railway station, FRMCS System shall be able to support a sampling interval between two positioning cycles of <1s.		A/T		Partly covered by TS 22.261				7.3						Sampling interval not considered by TS 22.261		FRMCS System principles overview		FRMCS Positioning Accuracy		4		No		Yes		High

		351		[R-12.14.2-004]		FRMCS Equipment power consumption due to the use of positioning capabilities shall be minimised.		A/T		Not Covered												FRMCS System principles overview		FRMCS Positioning Accuracy		4		No		Yes		High

		352		[R-12.15.2-001]		The FRMCS System security framework shall enable the use of unique identities.		A/T		Covered by TS 22.280				5.12		R-5.12-001		See MCoRe clause 5.12 requirement #2 		See also 6.13		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		353		[R-12.15.2-002]		The FRMCS System security framework shall allow the grouping of identities.		A/T		Partly covered by TS 22.280				5.12		R-5.12-004		Not clear meaning of term "grouping of Identities" in the security framework.  The main Identifiable entities with associated identifiers and aliases are provided for MCX User IDs, Group IDs, Mission Critical Organizations, MCPTT Administrators.  See MCCoRe TS 22.280 clause 5.7, clause 5.12, clause 6.9 and clause 8.4.5.  See also MCPTT TS 22.179 clause 4.7 Overview of MCPTT Identifiers which provides a description of the  The main identifiable entities in use by the MCPTT Service and associated aliases.. "		The gpouping of identities need to be clarified what should be understood from the term grouping and if this has relevance to security		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		354		[R-12.15.2-003]		The FRMCS System security framework shall provide mechanisms to authenticate a unique identity.		A/T		Covered by TS 22.280				5.12		R-5.12-005 + 7		See MCCoRe TS 22.280 clause 5.12 req # 5 and #7. See also clause 5.12 Req #6 and clause 6.13.3.		See also 6.13		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		355		[R-12.15.2-004]		The FRMCS System security framework shall provide authentication mechanisms required for the secured interaction between FRMCS network functions.		A/T		Covered by TS 22.280				5.12		R-5.12-007				Implicitly in requirement 7; implementation option! 		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		356		[R-12.15.2-005]		The FRMCS System security framework shall provide mechanisms to authorise communications and the use of applications.		A/T		Covered by TS 22.280				5.12		R-5.12-007		See MCCoRe TS 22.280 clause 5.12 req # 5 and #7. See also clause 5.12 Req #6 and clause 6.13.3.		See also 6.13		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		357		[R-12.15.2-006]		The FRMCS System security framework shall provide a management of identities, passwords and keys required for the protection of FRMCS User communication, the interaction between FRMCS network functions as well as subscribers and service related data.		A/T		Covered by TS 22.280				5.12		R-5.12-008		See MCCoRe TS 22.280 clause 5.12 requirements 9 thru 14. 		See also 6.13		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		358		[R-12.15.2-007]		The FRMCS System security framework shall be able to block the use of any FRMCS Equipment when it is detected as being stolen or lost.		A/T		Covered by TS 22.280				6.13.4		R-6.13.4-003		See MCCoRe TS 22.280 clause 6.13.4 requirements # 1, #2, #3 and #4. 		Only aplicable to On-network!		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		359		[R-12.15.2-008]		The FRMCS System security framework shall be able to unblock the use any recovered stolen or lost FRMCS Equipment.		A/T		Covered by TS 22.280				6.13.4		R-6.13.4-005 - 9		See MCCoRe TS 22.280 clause 6.13.4 requirements # 5 and #6. 		Only aplicable to On-network!		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		360		[R-12.15.2-009]		The FRMCS System security framework shall protect the$%&services provided by the FRMCS System;$%&bearer flexible access including 3GPP as well as non-3GPP access;$%&interaction between the FRMCS end user devices and FRMCS network;$%&interaction between FRMCS network functions;$%&stored data within the FRMCS System;$%&interworking between a FRMCS System and another FRMCS System;$%&Interworking between a FRMCS System and a legacy system.		T		Partly covered by TS 22.280				6.13.4						between FRMCS Networks is missing		FRMCS System principles overview		FRMCS System security framework		5		No		Yes		High

														6.13.6

		361		[R-12.15.2-010]		The FRMCS System security framework shall prevent any attacks on:$%&confidentiality;$%&privacy;$%&integrity; $%&non-repudiation mechanisms;$%&availability.		T		Partly covered by TS 22.280										Requirement need to be clarified		FRMCS System principles overview		FRMCS System security framework		5		No		Yes		High

		362		[R-12.15.2-011]		The FRMCS System security framework shall be able to detect attacks.		T		Not Covered										Which attacks' Physical etc.		FRMCS System principles overview		FRMCS System security framework		5		No		Yes		High

		363		[R-12.15.2-012]		The FRMCS System security framework shall be able to react on detected attacks.		T		Not Covered										Which attacks' Physical etc.		FRMCS System principles overview		FRMCS System security framework		5		No		Yes		High

		364		[R-12.15.2-013]		The FRMCS System security framework shall provide procedures and mechanisms for management of FRMCS System security functions.		T		Covered by TS 22.280				6.13.2				See also MCCoRe TS 22.280 clause 5.15 requirements # 11, 12, 13 and clauses 5.16.1 and 5.16.2				FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

														6.13.3

		365		[R-12.15.2-014]		The FRMCS System security framework shall be able to track users’ actions such as usage of communication services, management operations, configuration changes etc.		T		Covered by TS 22.280				6.13.5				See MCCoRe TS 22.280 clause 6.13.5 Lawful Interception. See clause 6.15.4 for example requirements # 2, #4, #6 and # 7.  		Lawful Interception		FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

														6.15.4

		366		[R-12.15.2-015]		The FRMCS System security framework shall be able to store security related data for post-analysis, e.g. forensic.		T		Covered by TS 22.280				6.13.x				See MCCoRe TS 22.280 clause 6.15.4 requirements # 5.  See also MCCoRe TS 22.280 clause 6.13.6 Storage control which indicates : [R-6.13.6-001] The MCX Service shall provide all relevant security for media storage (e.g., video or data) on the MCX UE (e.g., data encryption, access only to authorized MCX Group Members). 				FRMCS System principles overview		FRMCS System security framework		5		Yes		No		High

		367		[R-12.16.2-001]		The FRMCS System shall provide interconnection(s) for telephony services to/from external networks.		T		Covered by TS 22.278				5.1				Gap check shows covered by TS 22.278				FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		368		[R-12.16.2-002]		The FRMCS System shall provide Packet switched (PS) interconnection(s) to/from external networks.		T		Covered by TS 22.278				5.3				Gap check shows covered by TS 22.278				FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		369		[R-12.16.2-003]		The FRMCS System shall provide the necessary signalling and voice codec adaptation in the context of interworking with external networks.		T		Partly covered by TS 22.278				5.1						Also parts are covered by TS 22.101		FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		370		[R-12.16.2-004]		The FRMCS System shall provide interworking for supplementary services related to the external network.		A		Covered by TS 22.101				24.2				Gap check shows covered by TS 22.101				FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		371		[R-12.16.2-005]		The FRMCS System shall provide interworking communication with external networks in a secured way.		T		Covered by TS 22.101				9.1				Gap check shows covered by TS 22.101				FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		372		[R-12.16.2-006]		The FRMCS System shall provide interworking communication with external networks with the required Quality of Service.		T		Covered by TS 22.278				6.3				Gap check shows covered by TS 22.278				FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		373		[R-12.16.2-007]		The FRMCS System shall be able to select interconnection based on multiple interconnections of the same type.		T		Not Covered												FRMCS System principles overview		FRMCS Interworking to external networks		4		No		Yes		Medium

		374		[R-12.16.2-008]		The FRMCS System shall select the bearer characteristics based on exchanged signalling information.		T		Not Covered												FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		375		[R-12.16.2-009]		The FRMCS System shall select the appropriate interconnection type, e.g. CS or PS based on the destination address of the target user.		T		Not Covered												FRMCS System principles overview		FRMCS Interworking to external networks		4		Yes		No		Medium

		376		[R-12.17.2-001]		FRMCS security  requirements according to chapter 12.15 shall apply to On-network and Off-network communication.		T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		377		[R-12.17.2-002]		FRMCS QoS requirements (reference QoS section 12.10) shall apply to On-network and Off-network communication.		T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		378		[R-12.17.2-003]		FRMCS positioning accuracy requirements according to chapter 12.14 shall apply to On-network and Off-network communication.		A/T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		379		[R-12.17.2-004]		The FRMCS System requirements applicable for communication recording as specified in the recording and access application use cases shall apply to On-network and Off-network communication.		A/T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		380		[R-12.17.2-005]		FRMCS On-network communication shall support the flexible use of different radio bearers (see Bearer Flexibility).		T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		381		[R-12.17.2-006]		FRMCS Equipment shall support On-network only as well as On-and Off-network relay communication.		T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		382		[R-12.17.2-007]		FRMCS shall be able to support Off-network communication that tide over a distance between FRMCS UE’s of up to 3km.		T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium



		383		[R-12.17.2-008]		FRMCS Equipment shall support Off-network only as well as Off-network relay communication.		T														FRMCS System principles overview		On-/Off network communication		4		No		Yes		Medium







QoS Requirement section 12.10



				Service Attribute		FRMCS - Functional Requirement		FRMCS – System Requirement		Service Attribute value

				Latency		Low		Ultra-Low		≤10ms

								Low		≤100ms

						Normal		Normal		≤500ms

								Best Effort		>500ms

				Transport reliability -		High		Ultra-Low		99.9999%

				Packet Loss (%)				Low		99.90%

						Normal		Normal		99%



				Application Category		Service Attribute (according to Table 1-1)				Session establishment		Session Loss Rate

						Latency peer to peer		Packet Loss Rate

				Voice		Low		Normal		Normal		NA



				Critical Voice		Low		Low		Immediate		NA



				Video		Normal		Low		Normal		NA

				Critical Video		Low		Low		Immediate		NA

				Very Critical Data		Ultra-Low		Ultra- Low		Immediate		NA

				(Note 1)

				Critical Data		Low		Ultra- Low		Immediate		NA

				(future applications)

				Critical Data		Normal		Low		Normal		<10-2/h

				(legacy applications)

				Non-Critical data		Normal		Low		Normal		NA

				Messaging		Best Effort		Low		Normal		NA
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