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Private Public Interaction
5.3.x.1
Description

An enterprise deploys a 5G private network within its factory complex.  The network supports the robotic controls for the manufacturing equipment, communications between the equipment and the UEs of the responsible employees, communications between employee UEs. The manufacturing equipment is limited to receiving service only on the private network. The employee UEs are capable of being used both on the private network, for communicating with other devices on that network, and on the PLMN, for communicating to other UEs outside of the private network. 
The robotic controls require URLLC capabilities that ensure the appropriate actions are taken by the robots. As these requirements can be quite different from those for supporting the employee UEs, the network resources providing URLLC capabilities may be reserved for use by the robotic controllers.  This separation of resources is needed to prevent an employee UE from using the URLLC radio or network resources, and potentially interfering in a robotic controller’s ability to precisely control a factory robot. 
UEs that do not belong to the factory are not allowed to access the private network, to avoid any use of private network resources by non-authorized UEs. Since the private network may overlap the coverage are of one or more PLMNs, there is a risk of excessive resource usage and churn if a UE that does not belong the factory finds a stronger signal from the private network and attempts to attach, only to be rejected later based on authentication or authorization validation. This is of particular concern for a URLLC type capability where the churn may impact the ability of a time sensitive factory UE (e.g., robotic controller) in receiving access to the network.
Since some UEs also need to be able to communicate over the PLMN as well as within the private network, the enterprise provides employees with a selection of UEs and service providers/MNOs for their PLMN usage. These UEs need to be able to support simultaneous service on both the private network and PLMN, as in the case where the employee is receiving communication from a piece of manufacturing equipment regarding a processing problem and simultaneously consulting with a remote colleague for the appropriate corrective action. 

The system needs to support service continuity for UEs that cross between the PLMN and the private network while actively engaged in a communication.  For example, an employee may call a colleague while driving to work. When the employee reaches work and enters the building, the UE is handed over to the private network at which time the communication continues with no disruption in service. The private network may provide better coverage within the building as well as support additional functionality related to the factory business that is not available in the PLMN.
5.3.x.2
Pre-conditions
The factory equipment is only able to access the private network.

The employee UEs may access both the private network and a PLMN.  
The employee UEs may simultaneously be active on both the private network and a PLMN.

The employee UEs may handover between the private network and PLMN when entering or leaving the factory complex.
Non-authorized UEs are not allowed access to the private network.
5.3.x.3
Service Flows
A piece of factory equipment detects an error condition and reports the problem to the human supervisor. This communication may be in a variety of data formats, from a short text message to streaming video.
A robotic controller responds in a timely and efficient manner to an alert from one of the factory robots, providing corrective instructions that prevent an accident.
The supervisor needs to consult a colleague to address the issue. The colleague is on the way to the factory, but currently outside the range of the private network, so is currently receiving service from the PLMN.  If dual coverage is available by both the private network and PLMN, the supervisor can select which to use for the external call.

As the two colleagues are talking, the remote colleague reaches the factory and the UE is handed over to receive service from the private network where better coverage is available.  
A person walking past the factory attempts to make a call using their personal UE. The UE is only able to access the PLMN. 
5.3.x.4
Post-conditions
There is no disruption of service when the supervisor uses the private network for communication with the factory equipment and the PLMN for communication with the remote colleague.

There is no resource conflict between the robotic controller and the employee UEs using the private network.
There is no disruption of service when the remote colleague reaches the factory and is switched from PLMN to private network service.

There is no use of private network resources by the non-authorized UE.
5.3.x.5
Potential Requirements 

	Reference Number
	Requirement text
	Application / Transport
	Comments

	Private Public 1.1
	The 5G system shall support deployment of private networks.
	
	A private network may be realized as e.g., private equipment, contracted with an MNO, network slice
This is a deployment requirement rather than a technical requirement



	Private Public 1.2
	The 5G system shall support a mechanism for a UE to identify a private network.
	
	This requirement may be met in different ways, depending on how the private network is realized (e.g., private equipment, contracted with an MNO, network slice)

	Private Public 1.3
	The 3GPP system shall support a mechanism to allow a UE to select a private network it is authorized to access.
	
	This requirement may be met in different ways, depending on how the private network is realized (e.g., private equipment, contracted with an MNO, network slice)

	Private Public 1.4
	A UE shall be able to detect the availability of a private network supported by a cell before attempting to access the cell.
	
	This requirement may be met in different ways, depending on how the private network is realized (e.g., private equipment, contracted with an MNO, network slice)

	Private Public 1.5
	The 3GPP system shall support a mechanism to prevent a UE from accessing a private network it is not authorized to select.
	
	This requirement may be met in different ways, depending on how the private network is realized (e.g., private equipment, contracted with an MNO, network slice)

	Private Public 1.6
	A UE shall support multiple simultaneously active subscriptions.


	
	

	Private Public 1.7
	A UE shall support a mechanism to simultaneously receive service using multiple subscriptions and connections to multiple private and/or public networks.
	
	

	Private Public 1.8
	Subject to an agreement between the operators/service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support intersystem mobility between a private network and a PLMN.
	
	Supporting intersystem mobility between a private and public network depends on several factors e.g.,:
1) having the appropriate business relationship in place between the network operators. 

2) Using common identifiers

3) Using common authentication



	Private Public 1.9
	A private network shall be able to provide service for UEs with subscriptions to different private and/or public network operators.
	
	This requirement allows the case where the private network provides service for both UE1 and UE2 where UE1 also has a subscription with MNO-A and UE2 also has a subscription with MNO-B.

	Private Public 1.10
	A private network shall be able to operate in either licensed or unlicensed bands.
	
	


