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Abstract: This use case aims to clarify service exposure requirements of 5G LAN-style service.

x.y
Use case on service exposure of 5G LAN-style service
x.y.1
Description

An enterprise manager needs a quick and efficient way to provide information regarding devices in his enterprise and the group which these devices should belong to, to the MNO. Traditional approach such as phone call and email, would take more time thus is not efficient, and also is not convenient for manager each time when adding a new device into its enterprise or creating a new private group. 

x.y.2
Preconditions

A 5G LAN-style service is already enabled by the MNO for the communication between the UEs inside the enterprise.
A new UE is deployed by the manager in his enterprise. 
The manager wants to add a UE to a newly created group for 5GLAN service.
x.y.3
Service flows

The manager uses an application which is based on the APIs provided by the MNO to create a new private group. 
The manager also uses the application based on the APIs provided by the MNO to add this UE to the specific private group.
x.y.4
Post-conditions

The 3GPP network has created a new private group, and added the new UE to the new private group. 

x.1.5
Potential Impacts or Interactions with Existing Services/Features
None identified.
x.y.6
[Potential] Requirements

Based on MNO policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party application to add/remove a UE to/from a specific set for private communication. 

Based on MNO policy, the 5G network shall provide suitable APIs to allow a trusted 3rd party application to create a new set for private communication.
