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Abstract: This document proposes to add some terms and abbreviations, and to clean up References, Definitions and Abbreviations in TR 22.804.
Proposal
· Delete duplicated references: [8]
· Correction of invalid references in Definitions: [8] => [3]
· Add a couple of terms “User Equipment” and “IoT device” taken from TS 22.261
· 
· Delete some abbreviations defined in TR 21.905: NRT, PCM, RT, QoS
· Add some new abbreviations: 5G, CCTV, ECU, FR, HGV, IEEE, IoT, IPsec, IT, MNO, MTTC, RE, SL, SR, VLAN
· Clean-up abbreviations in alphabetical order
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3
Definitions, symbols and abbreviations

Editor’s note: Delete from the heading below those words which are not applicable. Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

automation: the automatic operation or control of a process, device, or system

NOTE 1: This definition is based on [10].

communication service availability: percentage value of the amount of time the end-to-end communication service is delivered according to an agreed QoS, divided by the amount of time the system is expected to deliver the end-to-end service according to the specification in a specific area.

NOTE 2: The end point in "end-to-end" is assumed to be the communication service interface.

NOTE 3: The communication service is considered unavailable if it does not meet the pertinent QoS requirements. If availability is one of these requirements, the following rule applies: the system is considered unavailable in case an expected message is not received within a specified time, which, at minimum, is the sum of end-to-end latency, jitter, and survival time.

NOTE 4: This definition was taken from subclause 3.1 in [3].

communication service reliability: ability of the communication service to perform as required for a given time interval, under given conditions

NOTE 5: Given conditions would include aspects that affect reliability, such as: mode of operation, stress levels, and environmental conditions.

NOTE 6: Reliability may be quantified using appropriate measures such as meantime to failure, or the probability of no failure within a specified period of time.

NOTE 7: This definition is based on [2].

end-to-end latency: the time that takes to transfer a given piece of information from a source to a destination, measured at the communication interface, from the moment it is transmitted by the source to the moment it is successfully received at the destination

NOTE 8: This definition was taken from subclause 3.1 in [3].

Editor’s note: Need to add definition of jitter.


IoT device: a type of UE which is dedicated for a set of specific use cases or services and which is allowed to make use of certain features restricted to this type of UEs.
NOTE 9: An IoT device may be optimized for the specific needs of services and application being executed (e.g., smart home/city, smart utilities, e-Health and smart wearables). Some IoT devices are not intended for human type communications.
NOTE 10: This definition was taken from subclause 3.1 in [3].
transmission time: the interval from a start event at the reference interface of a source until a stop event of the same transmission at the reference interface of a target

NOTE 11: Depending on the type of reference interface, the start event can be the transfer of the first bit of user data, the first byte, or a trigger event at a process interface. Respectively, the stop event can be the last bit of user data, the last byte or a trigger event of a process interface.

NOTE 12: This definition is based on [19].

update time: the interval from a start event at the reference interface of a target until a following stop event at the same reference interface

NOTE 13: Depending on the type of reference interface, the start event can be the transfer of the last bit of user data, the last byte, or a trigger event at the process interface of a consumer. 

NOTE 14: The stop event can be the last bit of user data, the last byte, or a trigger event of a process interface that can be referred to the following successful transmission of the same source

NOTE 15: This definition is based on [19].

User Equipment: An equipment that allows a user access to network services via 3GPP and/or non-3GPP accesses.
NOTE 16: This definition was taken from subclause 3.1 in [3].
vertical domain: a particular industry or group of enterprises in which similar products or services are developed, produced, and provided

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Tcycle
Cycle time of a cyclic data communication service

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

5G
Fifth Generation

AGV
Automated Guided Vehicle

AR
Augmented Reality


C2C
Control-to-Control 
CAN
Controller Area Network
CCTV
Closed Circuit Television
ECU
Engine Control Unit

ERP
Enterprise Resource Planning

FR
Foundational Requirement

GoA
Grade of Automation
HD
High definition

HGV
Heavy Good Vehicle

HMI
Human-Machine Interface
IEEE
Institute of Electrical and Electronics Engineers
IoT
Internet of Things
IPsec
IP Security
IT
Information Technology




µDC
Micro Data Center 

MEC
Multi-Access Edge Computing

MES
Manufacturing Execution System

ML
Machine Learning

MNO
Mobile Network Operator

MTTC
Mass Transit Train Control




OT
Operational Technology

PLC
Programmable Logic Controller


RE
Requirement Enhancement

SL
Security Level

SR
Security Requirement

VLAN
Virtual LAN

VR
Virtual Reality

WSN
Wireless Sensor Network
