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Abstract: This paper summarizes contents of access control related contributions at SA1#80. This paper also includes active/ongoing discussion during SA1#80.
1. Background
Following is list of documents submitted in this meeting for access control.
	S1-174032
	Access Class in Unified Access Control
	LG Electronics Mobile Research

	S1-174033
	Mandatoriness of Access Category in Unified Access Control
	LG Electronics Mobile Research

	S1-174034
	other topics of Access Category in Unified Access Control 
	LG Electronics Mobile Research

	S1-174035
	Correction to Unified Access Control
	LG Electronics Mobile Research

	S1-174036
	response LS on unified access control
	LG Electronics Mobile Research

	S1-174091
	Discussion on network slice handling in UAC
	Deutsche Telekom AG

	S1-174092
	CR on network slice specific Unified Access Control
	Deutsche Telekom AG

	S1-174124
	Clarifications on Unified Access Control
	Nokia, Nokia Shanghai Bell

	S1-174125
	Clarification on unified access control requirements
	Nokia, Nokia Shanghai Bell

	S1-174126
	Inclusion of unified access control requirements
	Nokia, Nokia Shanghai Bell

	S1-174127
	[DRAFT] Reply LS on requirements on unified access control for 5GS
	Nokia 

	S1-174160
	Clarification of unified access control requirements
	NTT DOCOMO INC.

	S1-174161
	[DRAFT] Reply LS on requirements on unified access control for 5GS
	NTT DOCOMO INC.

	S1-174186
	Support of Multimedia Priority Service using the Unified Access Control Feature (UAC) Feature
	Vencore Labs

	S1-174187
	UAC: Clarification of Access Category #1 and Category #2
	Vencore Labs

	S1-174188
	Access Category for Multimedia Priority Service
	Vencore Labs

	S1-174189
	UAC: Access Category Session Control Signaling (e.g., IMS)
	Vencore Labs

	S1-174190
	UAC: Access Category for SIP Messaging
	Vencore Labs

	S1-174209
	Reply LS on NR Idle Mode procedures
	Qualcomm Incorporated

	S1-174210
	Discussion paper on UAC questions raised by CT1
	Qualcomm Incorporated

	S1-174222
	LS on unified Access Control for 5G NR 
	S2-178191


2. List of discussion topics
In this section, discussion topics are listed based on the contributions in this meeting.
Following abbreviation is used:
· UAC: Unified Access Control
· ACAT: Access Category
· ACLA: Access Class
· OP-ACAT: OPerator-defined Access category
· ST-ACAT: Standardized Access Category
Following is list of discussion topics:
1. Network Slicing
1.1. Is Network-Slicing should be considered in UAC for Rel-15?
1.1.1. If needed, what is required in Rel-15?
2. RRC Connected/Inactive
2.1. When access control should be applied during RRC Connected/Inactive mode?
3. Roaming
3.1. Can OP-ACAT be used for roaming-UE?
3.1.1. If so, what is the detail?
4. Mapping to Multiple ACAT
4.1. Can mapping to multiple ACATs be avoided?
4.1.1. If can, how can be done?
4.1.2. If not, what should be done? 
5. Supported Criterion/format for OP-ACAT in Rel-15
5.0. SA1 needs to deliver guidance what is at least needed in Rel-15?
5.1. Should R-15 OP-ACAT support classification based on APP ID?
5.2. Should R-15 OP-ACAT support classification based on IP Packet filter+DNN?
5.3. Should R-15 OP-ACAT support classification based on operator-defined S-NSSAI?
5.4. Should R-15 OP-ACAT support classification based on DNN?
5.5. Should R-15 OP-ACAT support classification based on QoS (QFI, 5QI)?
5.6. Should R-15 OP-ACAT support classification based on whether ‘delay-tolerant’ service/UE?
5.7. Should R-15 OP-ACAT support classification based on whether AC11-15 (or similar) applicable?
6. Regarding ACLA 11-15
6.1. Should ACLA 11-15 be considered in ACAT?
6.1.1. If so, should ACLA 11-15 be considered in ST-ACAT or in OP-ACAT?
6.1.2. If so, is support for flexibility/extensibility/sub-categorization required?
7. Regarding Delay-tolerant
7.1. Should ‘delay-tolerant’ aspect be considered in ACAT?
7.1.1. If so, should ‘delay-tolerant’ aspect be considered in ST-ACAT or in OP-ACAT?
7.1.2. If so, is support for flexibility/extensibility/sub-categorization required?
7.2. Is ‘emergency call’ applicable to ‘delay-tolerant’?
8. Other Issues
8.1. Is TS 22.011 relevant for 5G?
8.2. Should network always broadcast ‘access barring information’ for all ST-ACAT, regardless of whether it support/need or not?
8.3. Is separate ST-ACAT needed for IMS-MSG?
8.4. Is separate ST-ACAT needed for IMS signalling?
8.5. Is separate ST-ACAT needed for MPS?





3. Initial view of companies. (Informative)
Based on contributions and comments received offline before the meeting, following table summarizes companies’ view.
Color Code:
	Seems consensus reached 
	There is majority view
	There is no majority/ consensus
	Either discussion on this topic has not progressed or discussion, or dependent on other topic
	
	




	
	LG 
(4032-36)
	Nokia (4125/24)
	Docomo/ Ericsson/ Mediatek (4160/4161)
	DT 
(4091/4092)
	QC (4295/96)
	Vencore
(4186-4190)
	Intel
	Samsung
	

	1
Network Slicing

	1.1.
	Is Network- Slicing should be considered in UAC for Rel-15?
	No
	Yes
	No. 
	Yes
	Yes (?)
	
	No
	Yes
	

	
	
	[Discussion]
[Eddy] Propose that we adopt QC solution: we add the 3 agreed SSTs into the table and have the rest of the Standardized space as open code points pending e.g. GSMA NEST output. For Operator specific slices we clarify that we expect specific S-NSSAIs to be mapped to values in the Operator reserved space.
This solution documents the solution for the agreed SSTs in 3GPP, leaves a lot of room for future values, and at least gives guidance for handling Operator specific values. 
[Ericsson] We agree that network slicing is important and it needs to be specified in a way that is future proof. We have some difficulties due to the status in SA2 and the SA2 LS we received. Current concept of UAC include flexible extensions of operator defined acc.cats which can be used for slicing. We may also add standardized acc.cats but here we clearly depend on stable specifications of slicing as well as input from GSMA NEST. To avoid that we introduce mistakes in Rel-15 that turn out to be wrong concepts we should just assume on operator defined acc.cats in Rel-15. We should also agree that operator defined acc.cats are vaild for roaming UEs, since confirgured by Serving PLMN.
[LG] Agree to Ericsson. Also, we need more study if we want to add network slicing aspect to ST-ACAT. Currently, in SA2, SST supports 256 values, and access category only supports 64 values (including OP-ACAT). And depending on operator policy, some SST may not be used at all in some network. Thus, it is too early to consider network slicing aspect in Rel-15. But, we can consider in Rel-16 where SA2 may provide more stable information regarding network slicing.
[DT] I understand the problem with the ST-ACAT. It would be acceptable to have none of these in R15 as long as we have OP-ACAT for slicing, by stating a requirement as proposed by Eddy (S-NSSAI mapping)
[Eddy] So if we did not have any standardized slice support but instead had a range reserved just for “Slicing” and said that you use the SST/S-NSSAI regardless if this is an Operator specific or standardized slice? Or renamed the “Operator Specific” range to “Other” or something and did the same? Therefore, an Operator supporting a Standardized slice populates a value with e.g. eMBB, an Operator specific slice has a particular S-NSSAI, and anything else offered by an operator may have it’s own parameters associated based on the other stuff like DNN, AppID etc.
[Ericsson] Maybe, but still a bit uncertain given the SA2 LS we received on this topic recommending us to wait till Rel-16. I agree that we need to address slicing and operator defined is a good way to do that for early deployments based on Rel-15. Maybe we could give indicate with “e.g. S-NSSAI” in stage 1 as a possible attribute since we will need to leave this for CT1 to define solution. CT1 can take SA2 slicing results into account.
[session]  Network slicing can be supported. Details to be discussed further during CR phase.


	1.1.1
	If needed, what is required in Rel-15?
	
	Support for operator defined slice-based access control is already in 22.261. Access categories may be added for standardized slices once standardized slices are identified and there is a need to apply a category. Note that as yet, there are no standardized slices in Rel 15.
	
	The 5G network shall be able to broadcast information to restrict access control to certain network slices or to exempt certain network slices from access control.
The operator shall be able to configure a UE with network slice specific priority information. While a UE is attached to the network slice for which it is provided with priority information it shall ignore all access control information broadcasted by the network.

	Standardized S-NSSAI can be added for ST-ACAT
	
	
	It can be considered with OP-ACT
	

	
	
	[Discussion]



	2
RRC Connected/Inactive

	2.1
	When access control should be applied during RRC Connected/Inactive mode??
	- New PDU session establishment- Activation of PDU session
	- Transition to RRC Connected.
	- SIP request message detected by the MMTEL layer 
- PDU session establishment request message detected by NAS SM layer 
- Service request message detected by NAS MM layer
- request for new QOS flow
	
	-new MMTEL voice or video session
-sending of SMS (SMS over IP, or SMS over NAS)
-new PDU session establishment
-existing PDU session modification
-service request to re-establish the user plane for an existing PDU session.
	
	Transition from idle to connected
	New PDU session establishment involved in UE NAS.

	

	
	
	[Rapporteur] One company thinks that UAC is only applied in Idle mode, not in Connected/Inactive.
 The other one company think that UAC is applied in Idle/Inactive, not in Connected
[Discussion]
[Sujung] The reason of UAC is to have one common access control principle. Applying different access control method per RRC state is not favorable. To apply common principles for all RRC states, we always consider the access only involved in UE NAS in Conn/Inactive. Even for MMTEL service, the corresponding baring check can be performed at the AS.
[Ericsson] Both RAN2 and CT1 work shows that it is technical possible to handle UAC in all RRC states. We also need to remember that current status of approved TS22.261 have such service requirement. Will be hard to reach consensus to change that in this meeting. 
[Eddy] We need to handle UAC in all states. Totally essential.

[Session] confirms that Access control is applied to all RRC States.
[Session] list some example when the access control is applied in TS22.261.


	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	

	3
Roaming issue

	3.1
	Can OP-ACAT be used for roaming-UE
	Yes.
	No (?)
	Yes. 
	
	Yes
	
	Yes
	Yes
	

	
	
	[Rapporteur0] During the session on Tuesday, no company seems to object this. If not, please indicate.

[Discussion]
[Betsy]The existing requirements are not adequate to support roaming UEs for operator defined ACATs.  We need to provide some additional requirements on how the roaming UE can be aware of, understand, and apply these categories.  I don’t disagree to add these requirements, but I do disagree that the existing text supports roaming UEs[Ericsson] Agree that we need to update existing text to state that it is supported by roaming UEs. What CT1 has described for some time is that the Serving PLMN can configure all UEs (including inbound roaming UEs) by NAS signaling. 
[Peter(Voda)] Agree with Betsy. The VPLMN will broadcast a single set of barred operator defined access categories. If the receiving UEs belong to two or more operators, then it is very likely that they will interpret the barring differently since operator A might define (say) code point 35 differently to operator B. I also don’t disagree with adding these requirements but the desired behavior of HPLMN, VPLMN, UE needs to be defined.
[LG] For ACDC, serving PLMN cannot control inbound roaming UE, so that only default ACDC category is used. But, if serving PLMN can update access category information for the inbound roaming UE, the serving PLMN can apply similar control to both its home UE and inbound roaming UE.
[LG] Exiting text in 22.261 rules out ‘roaming UE’. By removing this restriction, downstream WGs can understand that the OP-ACAT can be applied also to roaming UE.  


[Session] Some clear requirement is needed in TS22.261
        - example:
serving PLMN should be able to configure serving/inbound UE with access category mapping information



	3.1.1
	If so, what is the detail?
	OP-ACAT can be configured by Serving PLMN
	
	OP-ACAT can be configured by Serving PLMN
	
	
	
	Configured by S-PLMN
	
	

	
	
	[Discussion]



	4
Mapping to multiple ACAT

	4.1
	Can mapping to multiple ACATs be avoided?
	Yes
	Yes
	Yes
	
	No
	
	Yes
	Yes
	

	
	
	[Rapporteur0] this topic ask whether only one ACAT is used or not in the end. (either by well-defined mutually exclusive table or by some other means) based on input on 4.1.2, it seems that two companies also seems to think that one ACAT is used. So there seems majority view.
[Discussion]
[Eddy] Qualcomm can agree to a single ACAT to be used but ONLY if there is a clear and unambiguous selection priority defined for the UE. There should not be any ambiguity and the data required for the UE to make this decision should all be available at the upper layers, not requiring RRC data.
[Betsy] I agree with Eddy’s comment
[Ana] the implementation of the functionality between NAS and RRC is not in scope of SA1. [I am not changing my answer, I just misunderstood the question before.]
[Sujung] Samsung prefers to have multiple ACAT. That is to say, UE NAS can map one access attempt to one OP-ACAT and one ST-ACAT. Depending on whether or not gNB broadcasts the corresponding barring configurations for these ACATs, UE AS will perform a barring check with one of them. Typically, OP-ACAT is prioritized over ST-ACAT except for emergency and AC11~15.
I am confused about the question, so changed my answer accordingly. I agree that we define ACATs mutually exclusive.I would like to have clarification on what the multiple ACATs means when we send LS out Otherwise, RAN2/CT1 would have different interpretation.  
[Ericsson] Seems like we have an agreement that we define ACATs mutually exclusive. We need to update the CR to clearly state that and remove “as far as possible” so it becomes clear to CT1 and RAN2. Agree with Ana that we should try to stay away from stage 2/3 details.

[VENCORE]  If access categories were restricted to service types, i.e., do not include device configurations (ACAT 1 and 2) this question would not be required.  It is because the same parameter is employed to characterize two completely independent aspects that the issue is raised.  A solution which separates these aspects would simplify the work and SA1 as well as close out several of the questions impeding progress in CT1 and RAN2 as exhibited in their LS’s to this meeting.

[LG] It seems that there is a consensus that only one access category is selected and tested for an access attempt.  

[Session] Only one access category is selected and tested for an access attempt.
[Session] Operator-defined access category should not overlap. 
5G system shall support operator to define Operator defined access categories be mutually exclusive.
[Session] Operator-defined access category is prioritized over standardized access category. AC11-15 is prioritized over operator-defined access category.
[Session] Samsung want to have more time to check

	4.1.1
	If can, how can be avoided?
	By carefully not transmitting barring information for some ACATs. 
	Prioritize ACAT0 and 4 over OP- ACAT
	Prioritized ACAT 0/ 1/ 3 over OP-ACAT
	
	
	Limit Access Categories to describe the service, e.g., voice, and specify that device/subscription capabilities (ACAT 1 and 2) be configured separately.  Allow these device configuration to be used in combination with the ACAT.
	As it is currently defined in 22.261, some have priority. Could further clarify and/or order the table. 
	
	

	
	
	[Rapporteur0] based on input on 4.1.2, it seems that most company think that there are some priorities among ACAT.
[Discussion]
[Betsy] We need to clearly describe a priority scheme in the requirements so the mutual exclusivity of ACATs is clear to downstream groups.
[Ericsson] I agree with we need to be clear on this in the CR by including text on precedence/exceptions.
[Eddy] Agree that we need to be very clear on priority, including that there should be no overlap between OP-ACAT.


	4.1.2
	If not, what should be done? 
	
	
	
	
	Multiple barring check per ACAT. And if one of them is successful, then access is allowed.
	Agree with QC proposal that multiple barring checks MAY be required, but propose to leave the specific details including layers responsible to Stage 3 work in RAN2 and CT1.
	
	Map to access 
OP-ACT+ST-ACAT or ST-ACAT only.
In case there is OP-ACT is not configured,
ST-ACT can be used. as a default category.

One exception case is that ST-ACAT 1/3 are always prioritized over OP-ACAT
	

	
	
	[Rapporteur0] This issue is dependent on topic 4.1.
[Discussion]



	5
Supported criterion/format for OP-ACAT in Rel-15

	5.0
	SA1 needs to deliver guidance what is at least needed in Rel-15?
	Yes
	SA1 doesn’t need to specify/limit OP-ACAT, the requirements are sufficient as is
	Yes
	
	Yes
	
	To be decided by downstream, working groups. Not to be included in SA1 specifications
	Yes as in ACDC. 
It can be decided in down streaming WG.
	

	
	
	[Rapporteur0] seems no consensus yet. Thus, topic 5.1 to 5.7 can be discussed only after conclusion is made on 5.0
[Discussion]
[Betsy] SA1 specifying operator defined categories defeats the purpose 
[Ericsson] Agree that SA1 cannot make a list of OP-ACATs since that is not the purpose. We cannot without very detailed knowledge of stage 3 specify the attributes that is possible to configure for OP-ACAT. We propose to give one example of attributes that we know UEs are configured legacy systems i.e. DNN and IP Filter that is used to connect to e.g. a server is a disaster event. We need to rely on CT1 expertise to define this further.
[LG] We need to give guidance to downstream WGs. In topic 3.1, most company seems to agree that roaming UE should be supported. Then, every UE should be able to understand some common format. How to define format is up to downstream WGs. But, what type of information is supported should be SA1 decision. For example, for ACDC, SA1 stated that application-based categorization should be supported. Based on that, CT1 agreed that application ID is used to differentiate applications.  
[DT] agree with LG, accordingly we should add S-NSSAI as information that can be included.
[Session] we can list example of criterion user for OP-ACAT in TS 22.261
[Session] examples are: 
· Network slicing
· Applications/ 
· Application Server
 [Session] Include the example outside of the table in TS
[Session] this list can be expanded in the future/CT1

	5.1
	App ID
	Yes
	
	
	
	Yes
	
	.
	
	

	5.2
	IP packet filter + DNN
	
	
	Yes
	
	
	
	
	
	

	5.3
	Operator-defined S-NSSAI
	
	
	
	
	Yes
	
	
	Yes
	

	5.4
	DNN
	
	
	
	
	Yes
	
	
	
	

	5.5
	QoS (QFI, 5QI)
	
	
	
	
	Yes
	
	
	
	

	5.6
	Whether delay-tolerant
	Yes
	
	
	
	
	
	
	
	

	5.7
	Whether AC11-15
	Yes
	
	
	
	
	
	
	
	

	6
Regarding ACLA 11-15

	6.1
	Should ACLA 11-15 be considered in ACAT
	Yes
	No. 
Handled in RRC.
	
	
	Yes
	
	Yes
	Yes
	

	
	
	[Rapporteur0] Majority seems to think that AC11-15 should be handled in ACAT. 
[Discussion]
[Eddy] The AC values determine WHO YOU ARE and the ACAT values determine WHAT YOU ARE DOING. As we have heard in the meeting, at least Public Safety customers want to be able to allow their users regardless of the type of traffic. This would seem to be true of all the ACs – they are there as an “escape” from normal ACAT allocation. Therefore the only relevant aspects is if the UE has been configured with AC11-16 (or any new ones for MPS and MCx). We should also be able to differentiate between these different values as Utilities are not going to be given the same level of protection as MPS users in disaster situations.

We propose that we separate and add to the AC values as individual standardized ACAT values and that these should be prioritized over any other ACAT values when they are configured at the UE. This will mean that if you are an AC11-15 device, it does not matter what you send, you have special handling even when AC11-16 are not broadcast on SIB.
[Betsy] While I can live with adding additional AC values, creating unique ACATs for each category has a number of problems.  First, it creates the need for additional work in the RAN to exchange information between layers before selecting a category. Second, this consumes a significant number of ACATs, if we take this route we should also increase the overall number of potential ACATs. Third, this removes the flexibility provided in the Nokia contribution of differentiating not only on the presence/absence of AC but also the type of communication (as determined by an ACAT).
[Ericsson] We could consider adding a few access classes in addition to AC11-15 to allow for differentiation. The added ones would have legacy logic of either unbarred or behave as a normal UE regarding access control.

[VENCORELABS]: Creating specific new access categories for each device configuration and service combination appears complex.  Suggest a separation of concerns where the access category is limited to the service, subscription-related device configurations (such as those driving ACAT 1 and 2) be specified separately, limit the SA1 requirements to permit these configurations to be used in combination with the access category, and leave specific details on responsible layers, the process(es) used to determine the access category, etc., to Stage 3 work in RAN2 and CT1.
We propose that SA1 define a 5G UE Access Class that is orthogonal to the Access Category as Betsy suggested.  The 5G UE Access Class will be the UE subscription configured to determine WHO YOU ARE as described by Eddy.  The Access Categories determines what “YOU Are Doing” as described by Eddy.  Similar to what is being done for the Access Categories, we can have standard values for 3GPP defined services (e.g., MPS and MCS) and values for operator use.  Also, the 5G UE Access Class could also include a subcategory for the User Level Priority.  This will allow the User Priority Levels to be taken into account when there is need to provide access control at a more granular level within a service (e.g., MPS and MCS) during network congestion.  The configured information for 5G UE Access Class could potentially be extended to address Slicing subscription information.  OP-ACAT does not provide flexibility for MPS which has to be supported in a multiple service provider environment.

[LG] Section 4 of S1-174032 discussed this issue. Please note that OP-ACAT provides flexibility. I.e. OP-ACAT can be assigned per specific user group, or per specific application groups, or combination of both. For example, separate OP-ACATs can be assigned to (ACLA 14 and Police), (ACLA 14 and firefighters), (MPS user and video), (AC 14 and voice call), etc.  And, each regional regulation can mandate the use of some values of OP-ACAT to such examples. 
As commented by some operator Yesterday, we should not waste code points of ST-ACAT. I.e, different regions and different operators may classify such combination differently. So, for the support of legacy, we can consider assigning each AC11-15 to ST-ACAT. But, as explained above, more flexibility should be done through OP-ACAT.

Q: AC11-15 should be included/excluded from ACAT?
I.e. Two step approach to UNIFIED access control? Or, one step approach to access control?

Options:
1. First check AC11-15, if it’s allowed, just transmit. If not, check ACAT.
2. First check ACAT, if it’s allowed, check additionally AC11-15, build a matrix and match with barring info from VPLMN
3. AC11-15 are mapped to ST-ACAT and allocated 1st priority at the UE.
4. AC11-15 are mapped to OP-ACAT, potentially with service type too and OP-ACAT has 1st priority

[Session] 
Assign one ST-ACAT per each AC11-15. These ACATs are most prioritized.




	6.1.1
	If so, should ACLA 11-15 be considered in ST-ACAT or in OP-ACAT?
	OP-ACAT
	
	
	
	ST-ACAT
	
	ST-ACAT
	ST-ACAT
	

	
	
	[Rapporteur0] Based on discussion on Tuesday, it seems that this needs to discussed together with 6.1.2.
[Discussion]



	6.1.2
	If so, is support for flexibility/extensibility/sub-categorization required?
	OP ACAT can be used for flexible support for prioritized user
	
	
	
	Per each ACLA, one separate ACAT is necessary. 
	
	Per each ACLA, one separate ACAT is necessary. 
	The barring configuration corresponding to the ST-ACAT can be included
	

	
	
	[Rapporteur0] Based on discussion on Tuesday, it seems that this needs to discussed together with 6.1.1.
[Discussion]

	

	7. 
Regarding Delay Tolerant

	7.1 
	Should ‘delay-tolerant’ aspect be considered in ACAT?
	Yes. 
	Yes. 
	Yes,
	
	Yes
	
	Yes
	
	

	
	
	[Rapporteur0] No company objects.
[Discussion]
[Session] seems oK


	7.1.1
	If so, should ‘delay-tolerant’ aspect be considered in ST-ACAT or in OP-ACAT?
	OP ACAT.
	ST-ACAT
	ST-ACAT
	
	ST-ACAT
	
	ST-ACAT
	
	

	
	
	[Rapporteur0] Majority thinks that delay-tolerant is considered in ST-ACAT
[Discussion]



	7.1.2
	If so, is support for flexibility/extensibility/sub-categorization required?
	By OP-ACAT.
	PLMN based sub categorization
	Additional information needed regarding when to apply
	
	No (?)
	
	(No preference)
	
	

	
	
	[Rapporteur0] support? object? other view?
[Discussion]



	7.2
	Is emergency call applicable to ‘delay- tolerant’?
	Yes
	Yes
	Yes
	
	Yes 
	Yes
	Yes
	
	

	
	
	[Rapporteur0] no company think that delay-tolerant UE cannot use emergency call.
[Discussion]
[Session] seems oK


	8.
Other issue

	8.1
	Is TS22.011 relevant for 5G?
	No
	Yes, limited to AC 11-15
	No
	
	No
	Either reference AC 11-15 material in TS 22.011 or move the needed material to TS 22.261.  Need to consider if other aspects of TS 22.011 still apply (or should be moved).
	No
	
	

	
	
	[Rapporteur0] Majority think that access control in 22.011 is not applicable to 5GS. On the other hand, most company seems also to support that AC11-15 is still relevant in 5GS. Maybe, in the CR to 22.261, this point should be clarified.
[Discussion]
[Betsy] The Nokia proposal includes modifications to clarify that the ACs11-15 as defined in 22.011 are relevant to UAC.
[Session] seems oK



	8.2
	Should network always broadcast ‘access barring information’ for all ST-ACAT, regardless of whether it support/need or not?
	No. Optional based on operator policy.
	
	
	
	
	Absense of broadcast information should continue to imply barring is not in effect.
	
	
	

	
	
	[Discussion]



	8.3
	Separate ST-ACAT for IMS MSG?
	
	
	
	
	
	Yes
	
	
	

	
	
	[Discussion]



	8.4
	Separate ST-ACAT for IMS signaling?
	
	
	
	
	
	Yes
	
	
	

	
	
	[Discussion]



	8.5
	Separate ST-ACAT for MPS?
	
	
	
	
	
	Yes
	
	
	

	
	
	[Discussion]



	8.6
	Throttling network access similar to 2G ACB (access classes 0-9)
	
	
	
	
	
	
	
	
	

	
	
	[Discussion]
[Peter(Voda)] Does 5G need a mechanism to allow a percentage of UEs to access the networks similar to the 10% increments in 2G ACB?

	
	
	
	
	
	
	
	
	
	
	







