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Abstract: This contribution proposes requirements related to user reachability and identification. 
Discussion

The TR already has several use cases where devices of different ownership have, at times, to communicate with others using the 5GLAN feature. Consider for example the servicing of farm equipment (TR, sect. 5.7), the “bring your own device” (sect. 5.2) or similar. 

In all of these, the owners / operators of each of the UEs would need to grant access to selected other UEs. An application server could be a tool in identifying which UEs are permitted to communicate with a given UE. The application server could belong to one of the parties, the mobile network operator or to a third party. 
We recognize that the granting of permission at one time cannot be taken as permission for other times. We also recognize that the permission is limited to the context in which it was given. One of the tools in achieving this is the protection of identifying information and its withholding even from UEs with which one wants to communicate. 
Lastly, requesting communication with a UE, the requestor should receive an indication whether the requested device can be communicated with (i.e. that it is reachable and has granted the appropriate permission).
<<<<<<<<<<<<<<< Text Proposal 1 >>>>>>>>>>>>>>>>>>>>>>
5.x
User identification and reachability 
5.x.1
Description

This use case describes a scenario where the 3GPP system sets up a 5GLAN connection between a requesting UE and a reachable requested UE without exposing personal identifying information to either. The requesting device is notified if the requested device is not reachable.
5.x.2
Pre-conditions

An operator offers a service which makes use of the 5G LAN feature. 

John owns an expensive harvester which has an onboard UE that is 5GLAN capable. Peter is a technician who works for Harvests Co. who also has a 5GLAN capable UE. 

Both UEs have an installed app that is capable of communicating with an application server that authorizes them for the 5GLAN service, e.g. by being a part of the same 5GLAN service set. 
John and Peter have permission to communicate with each other under the 5GLAN service by being part of the same 5GLAN set. 
5.x.3
Service Flows

Peter indicates a wish to communicate with John’s harvester. 
If the UE on the harvester is not reachable then a notice is provided to Peter’s UE. 
An authorized application server is able to know of UEs availability in a 5GLAN set it has defined 
5.x.4
Post-conditions

An optimal communication path is set up between the UEs if both are reachable. 
A requesting UE or an application server or both are aware of the reachability of the requested UE (and can take corrective action).

Neither UE is aware of any identifying information of the other UEs (e.g. MS-ISDN) except as may be provided by the application.
5.x.5
Potential impacts or interactions
5.x.6
Potential requirements 

General

Based on operator policy and user permission the 5G system shall enable a UE to be aware whether or not a specific UE in the same 5GLAN set is available for communication, regardless of  whether none, either or both UEs are roaming.
Based on operator policy and user permission the system shall enable an authorized application server to know whether a UE is reachable for communication whether or not the UE is roaming.
Security considerations

The 3GPP 5G system shall enable the MNO to protect personally identifying information of the 5GLAN service users including from members of the same private set while allowing members to address each other to enable communications.
The 3GPP 5G system shall be capable of exchanging with an application sufficient information to identify UEs for the purpose of granting permission to communicate via 5GLAN.
