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Abstract: This document discuss use cases on services using Artificial Intelligent in real time communication.
------------------------- START OF PROPOSED CHANGES ----------------------------

4.x
Services using Artificial Intelligent (voiceprint) in real time communication

4.x.1
Description
With the development of cloud computing, improvement in CPU, GPU, and TPU computing capability, and development of various algorithms (Convolutional Neural Network (CNN), Recurrent Neural Network (RNN), etc.), Artificial Intelligent (AI) application have made much progress in recent years. In the content awareness of service areas, such as image recognition, speech recognition and voiceprint recognition, there are mature applications in the markets of security, intelligent traffic system, and biometric authentication.

In additional, technologies of machine cognition and reasoning, such as Natural Language Processing (NLP), have been rapidly developing. There are a lots of CHATBOT (computer programs that mimic conversation with people using artificial intelligence.) and intelligently speakers (machine to copy intelligent human behavior.), representing voice control functions in the market.

These techniques can be used in real-time communication in public domain and the vertical industries to provide a more intelligent and convenient means of communication for users.

Hence, based on voiceprint, IMS can enable end users with real time authentication/validation of user information as given in the use case below.

4.x.2
Pre-conditions

User A’s voiceprint characteristic information is pre-provisioned in the IMS.

4.x.3
Service Flows

User A calls user B. 

During the call user A asks B about user C contact information.

Before providing C’s contact information, B uses an IMS service to authenticate/validate the user A’s identity using A’s voiceprint, which user A agreed to have done. 

User B gets the result of user A’s identity validation.

4.x.4
Post-conditions

Based on the validation result B takes the appropriate action (e.g. provide C information if A validation was successful).

4.x.5 
Potential Impacts or Interactions with Existing Services/Features
None identified.
4.x.6
[Potential] Requirements

The IMS network shall provide the capability to interwork with voiceprint analysis system. 

The IMS network shall provide mechanisms to record the user permission for using voiceprint analysis.

The IMS network shall provide mechanisms to protect users' data related to voiceprint analysis. 

------------------------- END OF PROPOSED CHANGES ----------------------------

