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Abstract: This document provides additional text for CAV study to supplement the three use cases on deployment scenarios with corrections and related service requirements.

Discussion

The last SA1 meeting discussed several new scenarios using 5G connectivity for use cases spanning factory floor to wide area coverage.  This paper proposes some edits and new requirements.
Proposal


PROPOSED CHANGES 



Start of Change 1


5.3.14
Connectivity for the factory floor

5.3.14.1
Description

A factory floor has adopted 5G networks for wireless automation, where a variety of sensors, devices, machines, robots, actuators, and terminals are communicating to coordinate and share data. Some of these devices may be directly connected to a local private network and some may be connected via gateway(s).

An example of the deployment scenario is in Figure 5.3.14.1-1.
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Figure 5.3.14.1-1: Factory of the future using a dedicated local private network for industrial automation.

5.3.14.2
Pre-conditions

An industrial factory has been provisioned with a dedicated RAN based on local dedicated cells and a local dedicated core network.

Factory floor equipment like sensors, controllers, operator terminals, and actuators have been provisioned with 5G connectivity modules. These modules have subscription information to access the local network.

Operators, technicians, and engineers have 5G enabled devices. These devices have subscription information to access the local network. These devices may also have subscription information for other networks. 

5.3.14.3
Service flows

Factory equipment and human operators and technicians have sufficient connectivity and credentials to connect to the local network, authenticating with the local core network. Typical closed-loop control applications run over this network with extremely low latency and high reliability. Due to the dedicated nature of the network there is also high availability and consistency of latency and throughput.

In the case of a device which does not have subscription information for the network, the local core network will reject the attempt resulting in the local RAN refusing access to the device.

Technicians can access the network on site and ensure high availability due to pre-emptive maintenance for the local network. Network optimisation can also be performed with a higher level of aptitude due to tighter integration with the process control. In the case of catastrophic failure, technicians can repair the network on-site.

Devices can be on-boarded directly by the factory owner.

5.3.14.4
Post-conditions

Typical closed-loop control applications operate with consistent and appropriate performance.

5.3.14.5
Challenges to the 5G system

· Integration and connectivity with factory LANs, in particular real-time Ethernet.  
· Support of local private deployment with KPIs that meet specific industrial requirements.
· Providing isolation between machines involved in specific production processes and other parts of a factory network.  For example in Figure 5.3.14.1-1, there could be some firewall functions in the dedicated local core to allow for isolation.
5.3.14.6
Potential requirements

	Reference Number
	Requirement text
	Application / Transport
	Comments

	Private networks x.1
	The 5G system shall support private network deployments e.g. within a factory or plant.
	A
	

	Private networks x.2
	The 5G system shall support isolation of private network with public network e.g. within a factory or plant.
	A
	

	
	The 5G system shall support interworking with wired devices and legacy end-user equipment (e.g. devices supporting Ethernet.)
	A
	



5.3.15
Inbound logistics for manufacturing

5.3.15.1
Description

In this example, a supply-chain company moves products between multiple different independent manufacturing, distribution, and retail centres. The container traverses the networks of various port operators, liner ships, trucking companies, and warehouses. The heavy good vehicles (HGVs) operated by the supply-chain company are wirelessly connected to the PLMN to enable real time tracking and telematics. In these cases, the use case often changes when the actor is in range of one or another network. What these use cases have in common is that the actor needs to be able to connect to the correct network at any given time to operate correctly. The pallets carrying the materials for delivery have also been connected via 5G UEs or IoT devices for tracking and inventory control purposes.

This use case describes the scenario where a HGV arrives at the receiving area of a factory and delivers a pallet of materials which is subsequently incorporated into the local factory inventory management system in an automated manner.

5.3.15.2
Pre-conditions

A factory has been provisioned with a private local 5G network. A supply-chain company which delivers palletised goods supplies this factory (amongst others).

The distribution vehicle has subscription credentials for the public macro network.

The pallet(s) for delivery to the factory have subscription credentials for the public macro network and either (a) subscription credentials for the factory local private networks or (b) facility to obtain and use subscription credentials for the factory local private network.

The supply-chain company tracks the pallets and vehicles via MNO network when in transit.

5.3.15.3
Service Flows

PLMN as each item has a separate subscription. This connection is used to report the HGVs location and telematics, and the location of the pallets.

The HGV arrives at the industrial factory. The HGV remains connected to the macro network but the pallet is expected to connect to the local private network to track its arrival and integrate with the stock control systems of the factory. The pallet detects the presence of the local network of the destination factory, obtains the credentials to attach to the network (if not already provisioned), and connects to the local private network. For example, the home operator may remotely provision the credentials via a secure mechanism, or the local private network may provision the credentials via a secure mechanism.

No other pallets on the HGV (which are destined for different locations) attempt to attach to the local private network.

The pallet identifies itself to the factory’s stock control system and is now tracked by the factory processes.

5.3.15.4
Post-conditions

The HGV leaves the industrial premises whilst still connected to the macro MNO network and the pallet remains, connected to the private network of the factory.

5.3.15.5
Challenges to the 5G system
5.3.15.5.1
Method of connection

In this scenario, when the 5G or IoT device attached to the pallet detects the presence of a local private network, there are some options on how the 5G UE or IoT device connects to the local private network.

· Dual subscription: the 5G device has independent subscriptions for public and private 5G networks.
· Dual registration: the 5G UE or IoT Device remains registered on and connected to the PLMN and establishes a second registration and connection to the local private network.

· 
· Manual PLMN selection: where the 5G UE or IoT Device performs a manual PLMN selection procedure (although this process may be initiated by an automatic procedure outside of 3GPP scope)

· Secondary network: where the local private network is presented like a WLAN network (as opposed to a PLMN), and the 5G UE or IoT device remains registered on and connected to the PLMN, and the device independently connects to the local private network and routes traffic between the connections depending on the destination.

5.3.15.6
Potential requirements

	Reference Number
	Requirement text
	Application / Transport
	Comments

	Private networks x.4
	The 5G system shall support devices that can access independently both public 5G network and private 5G network, potentially at the same time.
	A
	



5.3.16
Wide-area connectivity for fleet maintenance

5.3.16.1
Description

A scenario where this form of deployment scenario would be applicable is in the automatic wide-area data collection and tuning of an automotive fleet. In the following example, a Heavy Goods Vehicle (HGV) manufacturer has an ongoing contract with a haulage company to constantly track the performance of a fleet of vehicles and automatically remap their Electronic Control Unit over-the-air to ensure efficient performance based on haulage load. In this scenario, wide area coverage is essential and the use case is highly latency tolerant.

An example of the deployment scenario is in Figure 5.3.16.1-1.

 











5.3.16.2
Pre-conditions

A HGV fleet manager has a contract for the HGV manufacturer to provide ongoing Engine Control Unit (ECU) updates to ensure optimal fuel efficiency.

The HGV fleet has been provisioned with connectivity modules connected to the ECU of their engines. These modules have a subscription to a nationwide MNO for data connectivity.

5.3.16.3
Service flows

The fleet of HGVs periodically upload telematics data via the MNO-connected connectivity modules. This upload is very delay tolerant (>30 min). The data is routed via MNO network to the HGV manufacturer’s enterprise server for analytics and storage.

After analysis, a new ECU remapping is generated for an individual HGV and is transmitted down to the vehicle for installation at a convenient time (e.g. when the vehicle is parked). This installation may also be scheduled to happen live with an OTA connection (again, at a convenient time). 

The vehicle continues periodic telematic upload throughout.
5.3.16.4
Post-conditions

Data upload and download operates with use-case appropriate performance.

5.3.16.5
Challenges to the 5G system

None.

5.3.16.6
Potential requirements

None.


End of Change 1
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Figure 5.3.16.1-1: Wide-area connectivity for fleet maintenance
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