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Abstract: attempts to answer the questions raised by CT1 on Unified Access Control.
Discussion
CT1 have sent an LS to SA1 (C1-174626 ) which poses 9 questions for SA1s consideration. This discussion paper attempts to provide answers for these questions.
Question 1: In EPS, according to TS 22.011, a UE configured for EAB initiating an emergency call shall ignore any EAB information that is broadcast by the network. Is CT1's understanding correct that according to TS 22.261 the priority between access category 2 (delay tolerant service) and access category 3 (emergency) has been reverted, i.e. a UE configured for delay tolerant service initiating an emergency call shall use access category 2 (instead of 3)?
For the emergency call to have a higher chance of connecting in this scenario, it seems to make more sense for emergency AC (Access Category) to take precedence over EAB AC. According to the current specification, a UE configured for delay tolerant services will always reject if AC2 barring control information is currently broadcast. Assuming that we would like these devices to be able to make emergency calls, SA1 should consider refining the definition of AC 2 and AC 3 accordingly. If SA1 agreed to allowing multiple simultaneous access categories with a permissive filter then this problem goes away.
Question 2: What is the relationship between the terms “configured for EAB” and “configured for delay tolerant service”? Are they equivalent terms or are they referring to exactly the same configuration?
“Configured for delay tolerant service” means “configured for EAB”.
Question 3: Are stage-1 requirements specified in TS 22.011 subclause 4.3.4 "Extended Access Barring" and in TS 22.011 subclause 4.3.1 "Access Class Barring" applicable in 5GS?
The requirements on unified access control in TS 22.261 supersede the stage-1 requirements specified in TS 22.011 subclause 4.3.4 "Extended Access Barring" and in TS 22.011 subclause 4.3.1 "Access Class Barring.
Question 4: Is there any requirement to perform the access control for “operator-defined access categories” for roaming UEs?
Making operator-specific ACs applicable to roaming subscribers is beneficial because it allows operator to do access control on in-bound roamers. Standardizing the format of operator-specific ACs and sending them to roaming UEs via NAS signaling is feasible in CT1. Therefore, SA1 should add a requirement to this effect in SA1 to cover the use case of restricting in-bound roamers alongside the general UE population.
Question 5: What are the criteria for determination that an access attempt is to be categorized to an operator-defined access category?
SA1 has not discussed this aspect as it relates to implementation, but some examples might be Data Network Name (DNN), QoS-related parameters such as QFI and 5QI, S-NSSAI, and OS Id + OS App Id. The author does not propose to add these examples into the SA1 specification but to liaise them to CT1.

Question 6: When there are several access categories (e.g. an operator-specific category and a standardized access category) to which an access attempt can be categorized, are all these access categories considered applicable to the access attempt, or shall the UE select only one of them, and if so, based on which selection criteria?
In this case (and in the more general case such as is highlighted in Question 1) it cannot be guaranteed that all ACs will be mutually exclusive (especially operator-specific ones). The case of an EAB-configured UE making an emergency call is one example. So, the case when one access attempt maps to multiple ACs should be allowed, and handled. The barring check should be performed for all applicable ACs, and if one of them passes, the access attempt should be allowed. This s more permissive, true, but it is better in this case to err on the side of permissiveness and allow the access attempt.
Question 7: Is it correct the understanding that UAC should be applied for network slicing? It seems that the current text in TS 22.261 refers only to operator-defined access categories. Shall also standardized access categories be considered?
Yes, although this could not be concluded at SA1#79. This present document proposes that slicing support could be based on both standardized and non-standardized S-NSSAI. For standardized S-NSSAIs, SA1 could explicitly include these into the TS 22.261 table. For operator specific S-NSSAIs, these could each occupy an AC in that specific PLMN.
Question 8: What does “(e.g. new session request)” in “at the time of initiating a new access attempt” mean?
The definition of “new session request” in connected mode specifically refers to the following events: 
· new MMTEL voice or video session

· sending of SMS (SMS over IP, or SMS over NAS)

· new PDU session establishment

· existing PDU session modification

· service request to re-establish the user plane for an existing PDU session.

Question 9: Will the NR RRC layer provide the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261) to the layers(s) in charge of access category decision?

CT1 is noting a layering violation. This means that the UE must check SIB parameters to determine its AC categorization. Therefore, the higher layers in the UE will have to make requests from the lower layers for information which has, until now, only been used at the lower layers. This is not a good situation to require for UE implementation. To prevent this, the following is suggested:
· AC 1 should be split into 5 categories, one for each of Access Classes 11 to 15. If the UE is configured with one of these (regardless of the SIB parameters) then all access attempts for the UE match the corresponding AC
· AC 2 should be updated such that it is matched when the UE is configured for delay tolerant service (regardless of the SIB parameters)
Proposal

It is proposed to agree the associated CR to conclude these issues identified in the following questions.
