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Discussion

This paper fills in some blanks for the remote CCTV use case.
Proposal


PROPOSED CHANGES 



Start of Change 1


5.5
Smart city

5.5.1
Description of vertical

The smart city vertical covers data collection and processing to more effciently monitor and control city resources, and to provide services to city residents.  Domains include road traffic, electric and water systems, waste management, public safety, schools, and other services.

5.5.2
Remote CCTV analysis

5.5.2.1
Description
A video analytics company is contracted to analyse CCTV streams for enforcing restricted zones at various related retail locations across a country. The local cameras implement motion detection, and on detection motion in their field of view, they live stream to the video analytics company for analysis. The remote analysis is based on object & facial recognition and provides informational alerts to employees at the retail location guiding security responses.

The purpose of using a dedicated network slice in this scenario is to ensure that the video streams have sufficient guaranteed quality of service to remain at a high quality (i.e. no UE rate adaptation), consistent latency & throughput to prevent buffering, and – very importantly – that the video stream is routed in such a way as to avoid network video optimisation functions which would otherwise compress the feed, making analysis more difficult.
An example of the deployment scenario is in Figure 5.5.2.1-1.
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Figure 5.5.2.1-1: Dedicated, sliced public wide-area network for industrial automation

5.5.2.2
Pre-conditions

A video analytics company is contracted to analyse CCTV streams for enforcing restricted zones at various related retail locations across a country.

5.5.2.3
Service flows

A camera is positioned and configured to monitor an emergency fire escape and door and the camera is provisioned with network credentials either prior to installation or remotely by (a) the MNO operating the public network, (b) the CCTV operator via a platform offered by the MNO operating the public network. The CCTV camera is also authorised to use the "CCTV" slice of the public network.

The CCTV camera detects motion and the CCTV camera is triggered by this activity to stream its feed to a video analytics server via the 5G MNO network covering the location.

The CCTV establishes a connection to the 5G MNO network to us the "CCTV" slice which offers sufficient GBR for 1080p@30f/s with low jitter & traffic routeing without a video optimisation server. The CCTV camera sets up a stream to the configured remote server at the video analytics company and the 5G MNO routes the traffic appropriately with the requisite QoS.

The video analytics server performs object recognition ("person") and then facial recognition ("active security employee") to determine that this is not a threat and alerts the on-site operators of the retail venue of the situation, including advice to cancel any ongoing alarms in that area.

5.5.2.4
Post-conditions

The remote server terminates the stream and the CCTV camera returns to motion detection.

5.5.2.5
Challenges to the 5G system

This use reuses several of the existing features of the 5G system such as dedicated network slices supporting scalability, minimum reserved capacity, and data isolation.

Special challenges to the 5G system associated with this use case are the protection of the integrity of the user data.

5.5.2.6
Potential requirements

	Reference Number
	Requirement text
	Application / Transport
	Comments

	Smart Cities 1.1
	The 5G system shall enable the network operator to protect the integrity of user data for services provided by a network slice
	Transport
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