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Abstract: This contribution discusses some possible potential implementations of voice service continuity from 5G to GERAN or UTRAN should be considered in 3GPP network.
1 Background

5G and 2/3G voice continuity requirements is proposed in the last SA1 meeting of Guilin. MNOs has questions for the technical realization and workload of the requirements. The followings provide some possible implementations for reference.
2 Architecture for 5G SRVCC
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Figure 2.1-1: 5G->2/3G SRVCC Architecture

In order to avoid 5G complexity, it is proposed that 5G->2/3G SRVCC is performed via EPS, which means there is no direct interface between5G core network and 2G/3G system.
3 Registration procedure
3.1 5G registration procedure for SRVCC
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Figure 3.1-1: Registration procedure
5G registration procedure for SRVCC UE is performed as defined in TS 23.502 with the following additions:

-
5G SRVCC UE includes the SRVCC capability indication and GERAN MS Classmark 2/3 and Supported Codecs IE in the Registrtion Request message. AMF stores this information for SRVCC operation. The procedures are as specified in TS 23.502.

-
AMF indicates a "SRVCC operation possible" indication to (R)AN, meaning that both UE and AMF are SRVCC-capable and that STN-SR and C-MSISDN are included in the subscription data.
3.2 IMS registration procedure for SRVCC
The procedure is same with the IMS Registration procedures described in Clause 6.1.2, TS 23.237 for 4G with exception that MME/SGSN is replaced with MME/SGSN/AMF and HSS is replaced with HSS/UDM.
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Figure 3.2-1: Registration using ATCF enhancements

4 SRVCC HO procedure
4.1 Call flows for SRVCC from NG RAN without PS HO supported
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Figure4.1-1: SRVCC from NG RAN to EUTRAN without PS HO supported
1. UE sends measurement reports about GERAN/UTRAN to NG RAN. NG RAN is configured with 2/3G neighbour Cell.
2. Based on UE measurement reports, the source NG RAN decides to send Handover Required (Target ID, generic Source to Target Transparent Container, SRVCC HO indication) message to the AMF triggerring an SRVCC handover to GERAN/UTRAN.

3a. The AMF notifies the SMF SRVCC HO by using SM Context Request message (SRVCC HO indication).
3b. Based on the SRVCC HO indication, the SMF splits the voice service QoS flow from other ones.
3c. The SMF sends SM Context Response to the AMF.
3. The AMF derives 4G security context from 5G sercutity context and includes it in the MM context.
4. The AMF sends Relocation Request (SRVCC HO indication, MM context (4G security context), SM context, Target ID, STN-SR, C-MSISDN, generic Source to Target Transparent Container) to the MME via N26 interface. The AMF received STN-SR and C MSISDN from the UDM/HSS as part of the subscription profile downloaded during the regstration procedure.

5. The MME derives 2/3G SRVCC security context based on 4G security context which is derived from 5G security context.
7~9.  As defined in 3GPP TS 23.216, the MME initiates SRVCC to the MSC for voice component and the MSC initiates CS handover prepration to BSC/RNC and IMS session continuity as defined in TS 23.216.
10~13. The MSC responses to the MME for CS HO with CS resource and the MME sends Relocation Response to the AMF and then the AMF sends HO command to the 5G RAN, and then 5G RAN forwords it to the UE. The UE does HO execution procedure as defined in TS 23.216.

5 5G->2/3G security context mapping
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Figure4.2-1: 5G to 2/3G security context mapping during SRVCC
6. The gNB sends handover required to the AMF.

7. The AMF derives a KASME from KAMF and current NAS downlink COUNT value with the help of a one-way key derivation function KDF.

8. The AMF assigns the value of <5G key set identifier> to the eKSI and transfers the KASME, the 4 LSB of the selected NAS downlink COUNT and the UE security capability to the MME via PS to CS HO request message.

9. The MME treats the 128 most significant bits of KASME as CKSRVCC, and the 128 least significant bits of KASME as IKSRVCC. Then the MME assigns the value of eKSI to KSI and transfers CKSRVCC, IKSRVCC with KSI, the 4 LSB of the selected NAS downlink COUNT and the UE security capability to the MSC server in PS to CS HO request message.
10. The MSC server sends the PS to CS HO response message to the MME.

11. The MME sends the PS to CS HO response message including the KSI to the AMF.

12. The AMF sends PS to CS HO command to the gNB, in which includes the 4 LSB of the selected NAS downlink COUNT and the KSI.

13. The gNB sends the PS to CS HO command to the UE. 

14. When the UE receives the message, it derives the KASME from KAMF and current NAS downlink COUNT value with the help of a one-way key derivation function KDF, and identifies the CKSRVCC and IKSRVCC as the MME does.

If the SRVCC is from NG RAN to GERAN, the above description in this section applies as well for the MME, the enhanced MSC server and the UE. The enhanced MSC server shall in addition derive GSM CS cipher key Kc from CKSRVCC and IKSRVCC with the help of the key conversion function c3 as specified in TS 33.102 [x], and assign the value of eKSI to GSM CS CKSN associated with the GSM CS Kc, and the target MSC server and UE shall compute the 128-bit GSM CS cipher key Kc128 as specified in TS 33.102 [x] when the new encryption algorithm selected by the target BSS requires Kc128. The UE and the enhanced MSC Server shall assign the value of eKSI to GSM CS CKSN associated with the GSM CS Kc128.

If the SRVCC handover is not completed successfully, the new mapped CKSRVCC, IKSRVCC and KSISRVCC can not be used in the future. The MSC server enhanced for SRVCC shall delete the new mapped CKSRVCC, IKSRVCC and KSISRVCC and the stored parameters CKCS and IKCS which has the same KSI as the new mapped CKSRVCC, IKSRVCC (if such exist).
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