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Abstract: This paper discusses clarifications on unified access control.
Introduction
In response to LSs from CT1 and RAN2, SA1 agreed a CR with requirements for a 5G unified access control framework. Now that our CT1 and RAN2 colleagues have had a chance to review the new requirements, it seems there are still some questions from those groups regarding the requirements. This paper proposes ways to address the questions in the latest LSs from CT1 and RAN2. 

Discussion
In RAN2 AH#1 and RAN2#98, RAN2 agreed on an approach to 5G unified access control with the following two criteria:
-	Access Category is determined in NAS and delivered to RRC at each access attempt
· For RRC_IDLE; FFS for INACTIVE
-	Based on acquired System Information and the Access Category, the UE does barring check

These RAN2 working assumptions may not be consistent with 2 aspects of the requirements as agreed in SA1#79.
· Including access classes 11-15 in the access category table
· Applying the unified access control framework to RRC_ Connected


Similarly, CT1 has sent an LS with additional questions for clarification related to the access categories and requirements for unified access control. The requested clarifications from RAN2 and CT1 are addressed in detail below.


Access classes 11-15
One concern with the way access classes have been included in the access categories is that the processing for these access classes is modified from previous generations of 3GPP systems. NOTE 2 in the access category table states “Access category 1 is not barred”. In today’s systems, these classes may be barred under some circumstances. To restore backwards compatibility, the requirements for treating access classes 11-15 should remain unchanged.

Taking the barring control information on access classes 11-15 as an input factor for access category determination is also not consistent with the RAN2 working assumption to have the access category determined in the NAS, where it is usually assumed that barring control information is not available. 

As shown in the Figure 1 below, access class can be included in the barring decision at the AS layer, without having to be passed first to the NAS layer for inclusion in the category determination. This can be done by having the barring decision in the UE include not only access category but also the access class information for classes 11-15.
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Figure 1: Access Class and System Information at AS layer


This simplifies the access decision at the UE, without making any changes to how access classes 11-15 are utilized in pre-5G systems. Furthermore, it is more desirable to determine the access category of an access attempt based on the dynamic characteristics of the access attempt rather than static/semi-static characteristics of a UE, considering that the access category is determined dynamically on every access attempt. In this sense, the access class, which is semi-static characteristic of a UE, should not be an input factor for the access category determination.

Delay tolerant service
Based on feedback regarding the wording of access category 2, it seems that the terminology “configured for delay tolerant service” is not very clear, e.g., how it relates to “configured for EAB”. Also, the relationship between “configured for delay tolerant service” and “emergency” is not clear.

Further, the NOTE 3 associated with access category 2 appears to require additional information (i.e., barring control information for the access category and the selected PLMN) to be considered for access category determination. As demonstrated in the section for access classes 11-15, barring control information should not be an input factor for access category determination. 

To resolve these concerns, it is proposed to split access category 2 into 3 categories, taking into account the type of selected PLMN, and to add a NOTE indicating “configured for delay tolerant service” is comparable to EAB today.

With the changes proposed above, it is further proposed that even for UEs subject to access category 2, that they should use the ‘emergency’ access category when making an emergency call. This entails a change in the Type of access attempt column for category 2 to note that it does not apply in the case of emergency calls.

Operator defined categories
From the questions related to operator defined categories, it is proposed to add some clarification in the descriptive text as well as in the requirements. These include clarification in the description that operator defined categories are optional, apply only for UEs being served by the HPLMN, and take precedence over standard access categories except for access categories 1 and 4. 

Network slice as a basis for access category
In the agreed CR at SA1#79, SA1 provided a rather vague reference to slices being used as the basis for operator defined categories and included an Editor’s Note suggesting further work on this topic would be forthcoming.

It is proposed to provide clarity by responding to CT1 and RAN2 that at this time, since no standardized network slices have been specified, there is no need to assign a standard access category to a slice.  In and when such standard network slices are identified, it may be appropriate to assign specific standard access categories.

In addition, it is proposed to clarify the use of operator defined categories to indicate how, for example, an operator defined slice access category would be used without resulting in multiple access categories applying to a given access attempt. The proposed clarification includes applying a precedence order to the applicability of access categories where 0 and 4 are the highest precedence, followed by operator defined categories for UEs in the HPLMN, and then finally, any other standard access categories. If an operator defined access category applies, there is no need to check for applicability of the remaining standard access categories.

Multiple access categories
By removing access classes from the categories, and clarifying the relationships between the remaining categories, we have also addressed the potential for multiple access categories applying to a UE on a single origination attempt.  With that, two further modifications are proposed, specifically, to modify the first requirement to clearly state that access categories are mutually exclusive, and to modify the Editor’s note to indicate this issue has been resolved.

“new session request”
The requirement to support the unified access control framework in RRC_Connected state is also inconsistent with the RAN2 working assumption as a different level of link check is needed when the UE is already in the RRC_Connected state, i.e. packets for services other than MMTel services are exchanged transparently from the RRC perspective in the RRC_Connected state. While it makes sense to support the ability to bar subsequent access attempts when a UE is already in the RRC_Connected state, the requirements should reflect that a different solution may be needed than what is provided for UEs transitioning to the RRC_Connected state. To that end, it is proposed to reword the current requirement to allow the downstream groups to provide the appropriate solution decisions for each UE state.

Proposal
A companion CR is proposed which addresses the concerns discussed above.  Specifically, the changes to 22.261 include:

· Removing access classes 11-15 from the access category table
· Adding a separate requirement to take the access classes 11-15 into consideration for access barring
· Adding a NOTE to category 2 to indicate the intent is comparable to EAB in E-UTRA
· Revising the type of access attempt for category 2 to exclude emergency calls
· Splitting access category 2 into 3 categories, with the selected PLMN taken into account
· Renumbering access categories based on the changes made
· Adding a requirement on category precedence
· Modifying the first requirement to clarify the access categories are mutually exclusive
· Deleting the Editor’s note 
· Modifying the existing requirement for applicability to RRC states to indicate a transition to RRC_Connected
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