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Abstract: We introduce a description of the vertical "smart grid"
Proposal
------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------

5.x Smart (electric power) grid
5.x.1 Description of this vertical’s communication architecture
The smart grid communication architecture, visualised in Fgure 5.X.1-1, is mapped to the power network it serves. The smart grid communication architecture covers multiple network domains,  where each domain relates to a specific grid voltage and geographic area. Every network domain instance clearly belongs to exactly one smart grid stakeholder.
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[bookmark: _Ref367553556][bookmark: _Toc368057144]Figure 5.X.1-1: Smart grid communication architecture [x1]. CC: Control centre; DER: distributed energy resource; DSO: distribution system operator, HV: High voltage; LV: low voltage; MV: medium voltage; NMS: network management system; TSO: transmission system operator

The following communication network domains can be distinguished:
· Backbone network: Communication network which connects the primary-substation LANs amongst each other and with regional control centers (often co-located) and central control centers.
· Primary-substation LAN: A primary substation LAN is quite complex and requires its own communication infrastructure that distinguishes between a process bus and a station bus. It is mainly based on a Gigabit Ethernet infrastructure.
· Backhaul network: Communication network which connects secondary-substation LANs with each other and with a control center. This network domain might also connect to the respective primary-substation LAN in case the DSO and TSO roles are linked.
· Secondary-substation LAN: Network inside the secondary substation (today this network is quite trivial and may consist of just one single Ethernet switch / IP router). The secondary-substation LAN is implemented in US-Style regions more in a distributed manner whereas in Europe the secondary-substation LAN is very often located in an encapsulated enclosure.
· Access network: Communication network which connects the customer premises or e.g. low-voltage sensors to a specific secondary substation. 
· Customer premises LAN: In-building communication network whereas a customer is characterised by consumption and production of energy (prosumer) and the customer can be residential, public or industrial prosumer.
· Intra-DER Network: For medium-sized DERs like wind/solar parks a dedicated LAN is required for control, management and supervision purposes.
· Intra-Control-Center Network: LAN within a DSO’s or TSO’s control center.
· Public network: Fixed or mobile-network-operator owned communication network which offers different connectivity services either via dedicated services or via the open Internet. 
Remarks: 
· Each of the described communication network domains usually belongs to one Smart Grid stakeholder. 
· Some stakeholders like aggregator or metering operator do not own private communication infrastructure. Usually they connect via a public network to their assets / customers. Thus, public networks are an important part of the overall Smart Grid architecture. 
· Not all communication network domains are mandatory to exist: For example the secondary-substation LAN can alternatively connect to prosumers via a public network service. In this case no DSO-owned access network is required.
Mobile networks are used mainly for connecting secondary substation LANs and DERs to control centres and primary substations and for connecting devices like smart meters and sensors at customer premises to control and data centers. The requirements of this communication are relatively low regarding per device bit rate, latency and availability / reliability. 
Mobile networks are not used in most cases for mission critical and real time communication (like tele-protection communication) due to the relatively high latency, missing reliability/ availability guarantees and Quality-of-Service capabilities of 2G, 3G and 4G networks. It is our expectation that URLLC-enabled 5G systems will change this, and that Smart Grid control functions might also be connected via mobile networks. 
------------------------- End of Change 1 ----------------------------
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