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Introduction

SA1 #79 agreed several requirements on UAC in TS 22.261. Some issues could not be resolved and need further work. This is also highlighted by the editor’s note in clause 6.22.2: 

“It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.” 

Furthermore, CT1 asks for clarification in their LS C1-174626, question 7:

“Is it correct understanding that UAC should be applied for network slicing? It seems that the current text in TS 22.261 refers only to operator-defined access categories. Shall also standardized access categories be considered?”
The current paper tries to answer the question regarding the handling of network slices in UAC.

Discussion
TS 22.261 contains several requirements concerning the isolation of network slices against each other, the scaling of capacities and the potential impact of changes in one slice on other slices, e.g.
“Traffic and services in one network slice shall have no impact on traffic and services in other network slices in the same network.

The 5G system shall enable the network operator to define a minimum available capacity for a network slice. Scaling of other network slices on the same network shall have no impact on the availability of the minimum capacity for that network slice.

The 5G system shall enable the network operator to define a maximum capacity for a network slice.

The 5G system shall enable the network operator to define a priority order between different network slices in case multiple network slices compete for resources on the same network.”
From this it becomes obvious that a potential overload situation in one slice, resulting in applying access control, shall not impact other slices.
A simple example would be a network having an eMBB slice as well as a slice for mission critical communication, used by ambulance, police and fire fighters. The latter is provided with a minimum capacity that ensures proper operation at any time, the eMBB slice has no minimum capacity. Due to some event (e.g. New Year’s eve) some overload situation occurs in certain areas in the eMBB slice and the operator applies access control. The MCC slice still has its minimum capacity and no problems. It would be very counter-productive to apply UAC also to the MCC slice in this case. 
The current text in § 6.22.1 Description hints at network slices being part of the operator specific categories, but obviously this can lead to problems with inbound roamers.

The ultimate solution would be to have complete, independent sets of access control parameters for each slice. However it is understood that there are some architectural limitations and this will not be possible. And, considering the use cases, this will not be necessary. Usually it should be sufficient to have a common set of parameters being either applicable to a slice or not, but there should be no need for differentiated sets of parameters.
Therefore, it is proposed to enhance the set of broadcasted parameters with some indication which can be used to restrict the applicability to certain slices (e.g. in the above example to the eMBB slice) or to exempt a certain slice from the applicability (e.g. in the above example the MCC slice).
Additionally, some user specific (similar to AC 11-15), but slice dependent information would be useful for maximum flexibility. So, it is proposed to be able to provide UEs with a slice specific priority information, which allows the UEs to override the barring settings in the indicated slice(s).
Conclusion
It is proposed to agree the CR in S1-174092 introducing the requirements for slice information in the broadcasted set of parameters as well as for a UE priority information.
The answer to question 7 in the reply LS to C1-174626 should refer to the CR.

SA2’s LS S2-178191 might be answered, informing them about the changes. 

