3GPP TSG-SA WG1 Meeting #80


S1-174089
Reno, Nevada, USA, 27 November - 1 December 2017
(revision of S1-17xxxx)
Title:
[DRAFT] Reply LS on clarification on Restricted Operator Services
Response to:
LS (S2-176686) on clarification on Restricted Operator Services
Release:
Release 15
Work Item:
FS_PARLOS_SA2
Source:
3GPP SA1
To:
3GPP SA2

Cc:

Contact Person:


Name:
SU JUNG KANG
E-mail Address:
sujung1.kang@samsung.com
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org 


Attachments: 
1. Overall Description:

SA1 thanks SA2 for their LSs on clarification on Restricted Operator Services. In answer to your questions, SA1 has the following replies. 
Question 1:
Whether it can be assumed that an UE (authenticated or unauthenticated) is always aware that its request is for a Restricted Local Operator Service, hence the UE shall indicate it to the network.
SA1's answer:
It can be assumed that an unauthenticated UE is aware that its attaching request is for a RLOS as it knows when attaching for emergency service. Hence, the UE shall indicate it to the network. 
A UE that has already been authenticated and attached to a network does not need to send an attaching request for RLOS because it already has a connectivity to access RLOS. 

Question 2:
Whether it can be assumed that authentication is always skipped for UEs attaching for RLOS services (even for a roaming UE in a forbidden VPLMN that have roaming agreements with its HPLMN). If authentication is not skipped and has been performed, which authentication has to be performed (access authentication or IMS authentication or both); either case will require connection with the home network.
SA1's answer:
Yes, it can be assumed that authentication is always skipped for UEs attaching for RLOS services (even for a roaming UE in a forbidden VPLMN that have roaming agreements with its HPLMN).
Under roaming case, if a user cannot find a VPLMN under roaming agreements with its HPLMN (even forbidden VPLMN with roaming agreements with its HPLMN), PLMN is selected by manual PLMN selection procedure, and it can be assumed that authentication can be skipped for attaching RLOS. 
Question 3:
Whether there can be non-IMS PS Restricted Local Operator Services or if SA2 can assume IMS services only.
SA1's answer:
Service itself is out of scope. Based on operator policy, PS RLOS can be either IMS or Non-IMS services.
Question 4: 
Whether an unauthenticated UE can be a UICC-less UE and whether an UE can use its IMEI when attaching for Restricted Local Operator Services. 
SA1's answer:

In SA1, it was understood that unauthenticated UE is a UE which is normal authentication to access 3GPP network cannot be performed. Thus, unauthenticated UE can be a UICC-less UE and UE with faulted UICC as it cannot be performed normal 3GPP authentication procedure. 

Since the UE cannot provide 3GPP credentials to attach a network, to use its IMEI can be allowed as emergency service does when attaching for RLOS.
2. Actions:

To SA2 group
ACTION: 
SA1 asks SA2 to take SA1's answers into consideration in their work on Restricted Local Operator Services.
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