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********************************************************************************************
Start of 1st change

********************************************************************
1
Scope

The present document provides the service requirements for operation of the MCData service. MCData makes use of capabilities included in Group Communication System Enablers, Proximity Services, Isolated E-UTRAN operation for Public Safety and Mission Critical Services Common Requirements with additional requirements specific to the MCData Service. The MCData Service can be used for public safety applications and also for general commercial applications (e.g., utility companies and railways). The requirements in this specifications do not apply to GSM or UMTS.
********************************************************************************************
Start of 2nd change

********************************************************************
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Specification set".

[3]
3GPP TS 22.280: "Mission Critical Services Common Requirements".
[4]
3GPP TS 22.179: "Mission Critical Push to Talk (MCPTT); Stage 1".
[5]
ETSI TS 100 392-2 v.3.7.1: "Terrestrial Trunked Radio (TETRA); Voice plus Data (V+D); Part 2: Air Interface (AI)
[6]
3GPP TS 22.281: "Mission Critical Video services ".

********************************************************************************************
Start of 3rd change

********************************************************************
4
Overview

MCData defines a service for Mission Critical Data services. As well as voice services, current mission critical users have been increasing their use of data services, including low throughput services on legacy networks and data services on commercial networks. This need will continue to grow with the creation of the new multimedia services. The MCData service needs to provide a means to manage all data connections of mission critical users in the field and provide relevant resources to the ones who need it. For example mission critical users already use event manager software along with the voice system. The migration to 3GPP networks will allow mission critical users to operate current and new data services whilst relying on the fundamental capabilities of mission critical communication such as defined for MCPTT in [4] and included into MCCoRe [3].

The MCData Service provides a set of communication services that will be directly used by the user or functions that will be called by external applications in control rooms.

The MCData Service will reuse functions including end-to-end encryption, key management, authentication of the sender, etc. defined in [3] in order to provide group communications for data services. As for all mission critical services, users affiliate to groups in order to receive communications directed to the group.
In addition, the MCData Service will provide a set of generic capabilities such as: messaging, file distribution, data streaming, IP proxy, etc. Also, the MCData Service will provide specific services such as conversation management, data base enquiries, internet access, robots control.

The MCData Service is expected to have open interfaces in the network. It needs also to provide an opportunity for a variety of multimedia applications using the MCData Service.

********************************************************************************************
Start of 4th change

********************************************************************
6.1.2.1
Robots remote control

6.1.2.1.1
Service description

Robots as defined in 3GPP TS 22.281 [6] will be used more and more to provide unique services to mission critical organizations. Critical communications users need, as a consequence, a common communication framework for robots which can take advantage of different transport technologies such as a 3GPP system. The MCData Service, working in conjunction with existing robot control capabilities, will provide mechanisms to do that.

The following sub-clause aims at defining requirements to ensure robot control communication can be provided through a 3GPP system.

We expect different manufacturers for robots. As a consequence a well-known transport framework is needed in order to ensure easy integration of new robots.

********************************************************************************************
Start of 5th change

********************************************************************
7.1
Interworking with non 3GPP data systems
[R-7.1-001] Interworking between the MCData SDS and TETRA Short Data Service [5] shall be supported.
Editor's Note:
interworking with other non-3GPP systems is FFS.
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