3GPP TSG-SA WG1 Meeting #80	S1-174034
Reno, USA, Nov 27 – Dec 1, 2017	

Title:	Other topics in Unified Access Control
Agenda Item:	4
Source:	LG Electronics Inc.
Contact:	SungDuck Chun <sungduck.chun (at) lge.com>

Abstract: This paper discuss new session request and items in operator defined access categories. 
1. Introduction
SA1 received LSes from SA2/CT1/RAN2 regarding access control. In this contribution, topics not treated in [1] and [2] are discussed. 
Topics in this documents:
· What is new session request?
· What should be standardized in operator defined access category.
· Network slicing
· RRC/NAS Signalling

2. Support of various operating options.
New session request
In current TS 22.261, it is specified that access control in connected/inactive mode can be applied when ‘new session request’ is triggered. The reason why SA1 specified that text is to limit the time when access control is applied in connected/inactive mode. For transition from idle mode to connected mode, just one packet is enough to trigger checking of access barring. Also, due to characteristic of TCP connection, the number of generated packet in idle mode is one in most cases. Thus, access barring check per packet is not a big problem in idle mode. 
On the other hand, in connected mode, checking access barring per packet has huge impact on UE processing and NAS/AS interaction because PDCP where buffering is done belong to AS. In addition, if certain packet in the middle of a PDU session is blocked due to access control, this has a huge impact on user experience. That’s the reason why access control in RRC connected/inactive mode is limited to ‘new session request’.  
Based on TS 23.501/502, 5G CN supports per PDU session activation when UE transits from RRC Idle to RRC Connected mode. So, in 5GS, the granularity of access control should be per PDU session. To be more specific, access control should be applied in following case when a UE is in connected/inactive mode:
· When a deactivated PDU session needs to be activated
· When a new PDU session should be established
Regarding the question from CT1, if a new packet from an application belongs to the same PDU session which is already activated, there is no need to perform additional access control because there is no need to further activate/establish a PDU session. But, if the new packet from the application belongs to none of already-activated PDU sessions, the UE should perform access control to request/establish a PDU session.
Proposal 1: New session request includes request to activate a deactivated PDU session and to establish new PDU session

What should be supported in operator-specified access categories.
For CT1 to define stage-3 protocol regarding operator-specified access categories, SA1 needs to define what should be in the toolbox from which each operator can choose. Otherwise, there is no guarantee a UE that attaches to a network can understand the information on how to map an access attempt to an operator-specified access category.
Based on discussion in [1], [2], following needs to be supported in operator-defined access category at least for Rel-15:
· Categorization based on application ID
· Categorization based on AC 11-15 or equivalent to support the intention of these
· Categorization based on whether delay-tolerant is configured or not
· Categorization based on above and Access type (MO data, MO signalling, MMTel Voice, MMTel Video)

Proposal 2: For Rel-15, operator-defined access category can be defined based on following:
· Categorization based on application ID
· Categorization based on AC 11-15 or equivalent of these
· Categorization based on whether delay-tolerant is configured or not
· Categorization based on above and Access type (MO data, MO signalling, MMTel Voice, MMTel Video)

Network Slicing
As per SA2’s LS, network slicing related aspect needs to be removed from TS 22.261. SA1 can come back to this topic once SA2 finalize architecture for network sling in December
Proposal 3:
Remove network slicing from Rel-15 22.261. 

RRC Signalling
In LS from RAN2, there is a question regarding RRC signalling. RRC Signalling includes not only RRC messages used to transport NAS message but also RRC messages which are not related to NAS messages. RRC messages used only for RRC procedure is messages including radio measurement report or RRC connection management information. When there is ongoing connection, this message is critical in handling reliability of RRC Connection. Also, once RRC connection is established, maintenance of RRC connection is important. Otherwise, instable RRC Connection leads to loss of connection and bad user experience.
By the way, eNB/gNB can use radio resource scheduling procedure or RACH control procedure. Thus, if eNB/gNB needs to control cell load, RACH/scheduling control can be used to control load due to RRC-level signalling.
Proposal 4:
RRC procedure which is not triggered by NAS is not applicable to unified access control. 

3. Proposal
Below is text proposal based on above discussion.

Based on discussion paper [1], [2] and [3], CR consolidating proposals in [1], [2] and [3] is in [4] and related outgoing reply LS is in [5].
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6.22.1	Description
Depending on operator policies, deployment scenarios, subscriber profiles, and available services, different criterion will be used in determining which access attempt should be allowed or blocked when congestion occurs in the 5G System. These different criteria for access control are associated with access categories with minimized inter-dependency among the different access control categories. The 5G system will provide a single unified access control where operators control accesses of each category. 
In unified access control, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. 
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. application IDs, network slicing aspects).
Additionally, the use of legacy access classes 11-15 is supported to potentially allow an access attempt to succeed that otherwise might have been barred.

6.22.2	Requirements
Based on operator’s policy, the 5G system shall be able to prevent UEs from accessing the network using relevant barring parameters that vary depending on access category. Access categories are as far as possible mutually exclusive and defined by the combination of conditions related to UE and the type of access attempt as listed in Table 6.22.2-1.
Table 6.22.2-1: Access Categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	[bookmark: _GoBack]MO signalling (NOTE 4)

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:	Access category 0 is not barred.
NOTE 2:	Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.
NOTE 3:	The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.
NOTE 4:	MO signalling due to NAS procedure only. RRC Signalling triggered independently from NAS procedure is not covered by unified access control.



The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an access category) in one or more areas of the RAN.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the UE.
In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually.
The unified access control framework shall be applicable both to UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using NR.
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).
NOTE:	New session request means activation of deactivated PDU session and establishment of new PDU session.
Editor's note:	It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.


