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Abstract: This paper discuss AC11-15 in terms of access control.
 
1. Introduction
Access class is used in 3GPP for a long time. In the 3GPP FTP server, the oldest available version for GSM specification 02.11 is v3.5.0, which was published in January 1991. The description and requirement for access class already exist in that specification and the text is similar to what 3GPP R-15 22.011 includes.
(ftp://ftp.3gpp.org/Specs/archive/02_series/02.11/0211-350.zip)
As access control for 5G is defined in SA1 and because access class is asked in the LS from CT1/RAN2, this document discusses topics related to access class. Because unified access control does not use access class 0-9, following section focuses on AC 10-15.
2. Recap of EPS
Following is captured for access class in 22.011
	4.2	Allocation
All UEs are members of one out of ten randomly allocated mobile populations, defined as Access Classes 0 to 9. The population number is stored in the SIM/USIM. In addition, UEs may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the SIM/USIM. These are allocated to specific high priority users as follows. (The enumeration is not meant as a priority sequence):
	Class	15	-	PLMN Staff;
	 -"-	14	-	Emergency Services;
	 -"-	13	-	Public Utilities (e.g. water/gas suppliers);
	 -"-	12	-	Security Services;
	 -"-	11	-	For PLMN Use.



Observation 1:
Information regarding AC11 – 15 is stored in SIM/USIM. 
Question 1: 
Is the definition of AC 11-15 still valid/useful in 5G? Or is update/enhancement needed?
Question 2: 
Is static designation of AC11-15 valid/useful in 5G? Or, is dynamic assignment of special AC or similar purpose needed in 5G?
 


	4.3.1	Access Class Barring
(….Omitted….)
Access Classes are applicable as follows:
Classes 0 - 9			-	Home and Visited PLMNs;
Classes 11 and 15	-	Home PLMN only if the EHPLMN list is not present or any EHPLMN;
Classes 12, 13, 14	-	Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.




Observation 2:
There are two distinct groups in AC 11-15. One group includes AC 11 and 15, and the other group includes AC12, 13, 14.

Regarding the VPLMN, following is captured in TR21.905.
	Visited PLMN: This is a PLMN different from the HPLMN (if the EHPLMN list is not present or is empty) or different from an EHPLMN (if the EHPLMN list is present).


Observation 3:
Visited PLMN is not related to whether the UE registered to a network or not. 





	4.3.1	Access Class Barring
 (….Omitted….)
The following is the requirements for enhanced Access control on E-UTRAN.
- 	The serving network shall be able to broadcast mean durations of access control and barring rates (e.g. percentage value) that commonly applied to Access Classes 0-9 to the UE. The same principle as in UMTS is applied for Access Classes 11-15.
(….Omitted….)
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for SMS access attempts in SMS over SGs, SMS over IMS (SMS over IP), and SMS over S102. This indication is valid for Access Classes 0-9 and 11-15.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL voice access attempts. This indication is valid for Access Classes 0-9 and 11-15.
-	The serving network shall be able to indicate whether or not a UE shall apply Access Class Barring for MMTEL video access attempts. This indication is valid for Access Classes 0-9 and 11-15.
	



Based on the text in section 4.3.1 of TS 22.011, in case of EPS, the UE with AC 11-15 should apply access control based on services.  
Observation 4:
In EPS, even for AC 11-15, the UE should be able to check whether to apply access barring or not based on service types (e.g. SMS, MMTEL)
SMS/MMTEL is related to SSAC. For SSAC, following is also specified in TS22.011.
	[bookmark: _Toc493857986]4.3.2	Service Specific Access Control
(….Omitted….)
-	assign a barring rate (percentage) commonly applicable for Access Classes 0-9
-	assign a flag barring status (barred /unbarred) for each Access Class in the range 11-15.
(….Omitted….)



Observation 5:
While barring rate is used for AC 0-9, just ‘barred/unbarred’ is indicated for AC11-15
Observation 6:
For AC 11-15, barring status is individually indicated per each AC
Similarly, in RRC specification TS36.331, for MO Data and MO Signalling, barred/unbarred is signalled per each AC11-15.
But, as per current TS22.261, there is no detailed separation per AC and service type for AC11-15.
Question 3:
For AC11-15, is indication of ‘barred/unbarred’ per each AC and per each access type (MO data, MO Signalling, MMTEL Video, MMTEL Voice) needed for 5G?


3. Discussion on Current text on Access control for 5G
In previous meeting in Guilin, first CR for 5G Access control was agreed. Following is captured from TS 22.261.
		
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All


(omitted)
NOTE 1:	Access category 0 is not barred.
NOTE 2:	Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.



Current text in 22.261 has following issues, compared to EPS:
1. One or some of Access Classes 11-15 are set. 
It is not clear what the meaning of ‘set’ is. If observation 1 is applied, this can be regarded as “one or some of Access class 11-15 is stored in SIM/USIM”. But, on the other hand, ‘set’ is normally related to status of variable.

Proposal 1: Change ‘One or some of Access Classes 11-15 are set” to “One or some of Access Classes 11-15 are stored in SIM/USIM” 
2. registered PLMN
Either HPLMN or VPLMN can be registered PLMN. But this requires that a UE successfully finishes ‘Registration procedure’ with a network. In relation to Observation 2 and Observation 3, whether AC 11-15 is valid for a given PLMN is not related to whether the UE successfully registered to the PLMN or not.
Proposal 2: Change “registered PLMN” to “PLMN where actual access attempt is made to”
3. and justified its priority handling by the registered PLMN with regards to access control.
This text is not needed because the table is about mapping access class to access category. Whether the UE is justified or not is not relevant issue in this table.
Proposal 3: Remove ‘and justified its priority handling by the registered PLMN with regards to access control’  
4. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, 
If we follow observation 5 and 6, this text needs update to imply that: 
- ‘flag for unbarred’ can be indicated per Access classes. 
- just ‘barred’ or ‘unbarred’ is indicated per AC11-15. 
Proposal 4: Assigning separate access category per each AC11-15 should be supported
Proposal 5: For AC11-15, it should be possible to indicate ‘barred’ or ‘unbarred’, regardless of whether ‘barring parameter’ is used for this signalling.
Proposal 6: Using ‘barred/unbarred’ is one of condition to check whether access category 1 or similar can be used in a cell or not. 
5. all access attempts from the UE require priority handling and fall into access category 1
This phrase includes text which is not described exactly like ‘priority handling’, and does not add clarity. Also, some part is covered by the column next to it
Proposal 7: Remote the text all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply.
6. Access category 1 is not barred.
This text causes confusion because previous text states different things. I.e, previous text says there is flag for AC11-15 applicablity.
Proposal 8: Remote the text Access category 1 is not barred.
4. Discussion on previous observations/questions
Regarding observations/questions in section 2, following can further be considered: 
· If some categories of UEs need to bypass access control, this can be supported by operator-defined access categories.
· For PLMN management, only AC 11 and 15 can be used. With operator defined access category, a PLMN can assign multiple operator-defined access categories to suit their needs. Similarly, if required to support what AC 12-14 intend, regional regulation can designate several values out of operator-defined access categories. Because AC 11-15 is applied only within HPLMN or home country, this can be supported approach.
· Operator-defined access categories provide flexibility. Thus, UEs can be assigned to or unassigned from one of operator-defined access categories which allow them to bypass any access control.
· If AC11-15 needs to be controlled with service type as done in LTE, assigning only one access category is not enough 
· Using ‘barred/unbarred’ for AC 11-15 results in two different set of parameters. I.e, one set is ‘barred/unbarred’, the other set is ‘barring rate/mean duration’.
· Whether AC11-15 is applicable or not should be decided within unified access control framework, not separately. I.e., separate mechanism should not be used.
· Use of AC11-15 is restricted to HPLMN/EHPLMN, PLMNs of the same country as HPLMN. 

Observation 7: 
The purpose of AC11-15 can be achieved with well configured operator-defined access categories.

Proposal 9: 
To move text related to AC11-15 from standardized access categories to operator-defined access categories.

Following shows example on how to support AC11-15 flexibly with operator-defined access category.

[bookmark: _GoBack]Example of Access category configuration of one operator
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	
	
	

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32
	e.g. UEs configured as PLMN staff in this PLMN where access attempt is made
	MO signalling

	33
	e.g. UEs configured as PLMN staff in this PLMN where access attempt is made
	MO data

	34
	e.g. UEs configured as prioritized users (e.g. emergency, public safety) in this PLMN where access attempt is made
	MO signalling

	35
	e.g. UEs configured as prioritized users (e.g. emergency, public safety) in this PLMN where access attempt is made
	MMTEL voice

	36-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	




5. Proposal
Below is text proposal based on above discussion.

Based on discussion paper [1], [2] and [3], CR consolidating proposals in [1], [2] and [3] is in [4] and related outgoing reply LS is in [5].
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* * * * Start of First Change * * * *
6.22.1	Description
Depending on operator policies, deployment scenarios, subscriber profiles, and available services, different criterion will be used in determining which access attempt should be allowed or blocked when congestion occurs in the 5G System. These different criteria for access control are associated with access categories with minimized inter-dependency among the different access control categories. The 5G system will provide a single unified access control where operators control accesses of each category. 
In unified access control, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. 
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects, support of prioritized access). In addition, based on the regulatory requirements in the region, some specific values of operator-defined access categories can be assigned to specific type of UEs and/or specific access types. This provides similar functionality that was provided to
Additionally, the use of legacy access classes 11-15 with more flexibility is supported to potentially allow an access attempt to succeed that otherwise might have been barred.

6.22.2	Requirements
Based on operator’s policy, the 5G system shall be able to prevent UEs from accessing the network using relevant barring parameters that vary depending on access category. Access categories are as far as possible mutually exclusive and defined by the combination of conditions related to UE and the type of access attempt as listed in Table 6.22.2-1.
Table 6.22.2-1: Access Categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:	Access category 0 is not barred.
NOTE 2:	Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.
NOTE 3:	The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.



The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an access category) in one or more areas of the RAN.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the UE.
In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually.
The unified access control framework shall be applicable both to UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using NR.
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).
Editor's note:	It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.







