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--- PROPOSED CHANGES TO TR 22.804 ---
5
Use Cases

5.X
Virtual Private Network for Industrial Automation

5.X.1
Description

Deployment with a dedicated slice of a Public Wide Area Network such as a traditional macro coverage MNO offers benefits in terms of deployment availability, wide area coverage, low capital outlay, and integration with Operator services. Slicing the public WWAN can ensure dedicated resources making predictability of latency and throughput achievable. This is creating a virtual private network for the end customer by isolating their data and providing dedicated resources.

A scenario where this form of deployment scenario would be applicable is in the live remote analytics of CCTV footage. Big data and analytics of CCTV by third-party companies at a centralised location provides both business analytics and feedback for security and asset tracking. Video analytics systems process live streams in real time to send alerts when they recognise defined behaviour or events. Some simpler analysis is often performed at the camera itself e.g. motion detection but high-quality automated scene analysis is often performed remotely and relies on good quality feeds from the CCTV cameras.

In this scenario, a video analytics company is contracted to analyse CCTV streams for enforcing restricted zones at various related retail locations across a country (e.g. those operated by Scentre Group in Australia & New Zealand). The local cameras implement motion detection, and on detection motion in their field of view, they live stream to the video analytics company for analysis. The remote analysis is based on object & facial recognition and provides informational alerts to employees at the retail location guiding security responses.

The purpose of using a dedicated network slice in this scenario is to ensure that the video streams have sufficient guaranteed quality of service to remain at a high quality (i.e. no UE rate adaptation), consistent latency & throughput to prevent buffering, and – very importantly – that the video stream is routed in such a way as to avoid network video optimisation functions which would otherwise compress the feed, making analysis more difficult.

An example of the deployment scenario is in Figure 1.
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5.X.2
Pre-conditions

A video analytics company is contracted to analyse CCTV streams for enforcing restricted zones at various related retail locations across a country.

5.X.3
Service Flows

A retail location would like to use a CCTV camera to monitor an emergency fire escape and door. A camera is positioned and configured to monitor an emergency fire escape and door and the camera is provisioned with network credentials either prior to installation or remotely by (a) the MNO operating the public network, (b) the CCTV operator via a platform offered by the MNO operating the public network. The CCTV camera is also authorised to use the “CCTV” slice of the public network.

The CCTV camera detects motion and the CCTV camera is triggered by this activity to stream its feed to a video analytics server via the 5G MNO network covering the location.

The CCTV establishes a connection to the 5G MNO network to us the “CCTV” slice which offers sufficient GBR for 1080p@30fps with low jitter & traffic routing without a video optimisation server. The CCTV camera sets up a stream to the configured remote server at the video analytics company and the 5G MNO routes the traffic appropriately with the requisite QoS.

The video analytics server performs object recognition (“person”) and then facial recognition (“active security employee”) to determine that this is not a threat and alerts the on-site operators of the retail venue of the situation, including advice to cancel any ongoing alarms in that area.

5.X.4
Post-conditions

The remote server terminates the stream and the CCTV camera returns to motion detection.

5.X.5
Potential Impacts or Interactions with Existing Services/Features

[TBC]

5.X.6
Potential Requirements

[TBC]

--- END PROPOSED CHANGES---
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Figure � SEQ Figure \* ARABIC �1�: Dedicated sliced Public Wide-area Network for Industrial Automation
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