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Abstract: This contribution proposes a use case describing support for a bring your own device office environment using NR as a 5G LAN. This use cases builds on the basic enterprise LAN use case in S1-173xxx, such that the LAN selection and registration requirements also apply in this case.
Proposed text:
5.b
Use case for bring your own device
5.b.1
Description

Many enterprises are turning to a bring your own device (BYOD) operation mode to provide access to enterprise networks for an increasingly mobile workforce. As the employees incorporate IoT into their tool set (e.g., smart watches, tablets), a number of challenges arise as different employees may subscribe to different service providers, indeed an individual may have multiple devices with subscriptions to different service providers. The enterprise needs a flexible solution to provide intranet access to all the devices used by its employees.  This solution must provide the same accessibility and security as if all devices were under a single corporate subscription. 

An enterprise 5G PVN can provide this service.  By hosting a multi-operator 5G PVN, the enterprise can provide mobile broadband services to all devices (e.g., smartphone, tablet, smartwatch) used in the work place, while also providing a secure intranet for access to all enterprise systems (e.g., printers, databases, software tools).  Additionally, this support can be provided by the 5G PVN without the need for multiple operators to provide concurrent coverage while minimizing interference. 

5.b.2
Scenario

An enterprise with a 5G PVN wants to increase the ability of its mobile employees to remain connected and productive as they work within the corporate campus.  Employees are encouraged to bring their own devices: laptops, tablets, smartphones, whatever helps them be the most productive.  Even though each employee makes his or her own decision on service providers for the primary subscription for these devices, the 5G PVN needs to be able to provide service for all the devices. Some devices may have a 3GPP subscription, some may not. The 5G PVN will need to ensure that all devices are authorized and authenticated before providing access to avoid giving access to enterprise information to unintended devices. The 5G PVN will need to provide a consistent QoE for all devices, to ensure employee productivity is maintained.
5.b.3
Potential service requirements 
The 5G PVN shall support a mechanism to provide consistent QoE to UEs independent of the UEs’ MNO.

The 5G LAN-type service shall support authorized UEs, independent of the primary service subscription a UE may have.

The 5G LAN-type service shall support a 3GPP supported mechanism to authenticate legacy non-3GPP devices for 5G PVN access.

5.b.3
Potential operational requirements 

The 5G LAN-type service shall provide a mechanism to provide local area coverage while minimizing interference from multi-channel UEs. 

The 5G LAN-type service shall support a mechanism to collect charging information based on a UE’s primary subscription holder.
