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1. Overall Description:
RAN security has improved with each new generation of wireless technology to adapt to changing security threats.  These security holes are patched in newer technologies, but they sometimes remain unchanged in legacy technologies and can result in higher risks over time as more advanced attack methods are developed.  Since allowing legacy access is nearly universal, UEs remain vulnerable to these attacks when using a legacy technology.  
This liaison requests SA1 to specify a configuration option on the UE that would selectively disable legacy access technologies.  This provides the option of a more secure wireless environment as the user needs it, while still being flexible to use legacy technologies if needed.
In addition, it was noted that there may be additional benefits beyond the security considerations that SA1 may want to consider (e.g., battery saving, services not available on legacy networks).

2. Actions:

To SA1
ACTION: 
SA3 kindly asks SA1 to take the above into account.
3. Date of Next TSG-SA WG3 Meetings:
SA3#88Bis (Adhoc on 5G)
9-13 October 2017
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