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Abstract: This paper discusses several variations of business models for slicing, identifies several questions related to those models that may result in an architectural or procedural impact in 3GPP, and proposes that a Study Item be initiated to gain a better understanding of the 3GPP impact and identify potential requirements to support the business models.
Introduction
SA1 has studied use cases for slicing and developed many requirements in 22.261 to support the technical capability of creating, managing, and delete network slices.  One aspect of slicing that has not been fully explored, and yet has been the subject of some SA1 debates, is the business models which slices can support.  This paper provides an overview of various business models and proposes that SA1 study the subject in more detail in order to develop refined requirements to better support the variety of models in Rel 16.  The proposed new study builds on the network slice description and related requirements included in TS 22.261 in Rel 15.
Discussion
Background

During the SMARTER study phase, SA1 looked at many use cases for network slicing that included:

· use of slices to manage traffic load within a network, e.g., slices specific for voice traffic, slices specific for bursty IoT traffic, slices specific for a UE type,
· use of slices to package sets of capabilities that can be easily replicated for different customers, e.g., high reliability, low latency data connections for retailers or factory automation,
· use of slices to partition network resources, e.g., hosting a slice for public safety use, and 

· use of slices to partition 3rd party services. 
From these use cases, a number of requirements were derived and included in 22.261.The requirements support the ability for a network operator to create, manage, and delete network slices within their network as well as to provide APIs for a network operator to allow a 3rd party to create, manage, monitor, and delete network slices.  Furthermore, the requirements support the ability for the network operator, and 3rd party via APIs, to manage UE assignment to slices, UE removal from slices, and the services and capabilities provided by a slice.  Additional requirements relate to the ability to isolate slices from the rest of the network, specifically, requiring that modifications to a slice should avoid, to the extent possible, impacting the rest of the network, including other slices.
Business models

Further refinement of the network slice requirements may be discerned from considering the business models that will apply with slicing.  Business models used in previous generations were centered around the relationships between MNOs and their subscribers as well as between MNOs (e.g., roaming, RAN sharing). The concept of network slices introduces the possibility to support additional new business models for private 3rd party slices in 5G, including models supporting multi-tenancy, vertical markets, and service optimization, as shown in Table 1.

	
	Multi-Tenancy
	Vertical Markets
	Service Optimization

	WHAT
	Sharing of

infrastructure, sites

among multiple

tenants
	Dedicated resources,

specialized

treatments
	Specialized

treatments for the

service

	WHY
	X as a Service


	New services for

vertical markets (e.g., IoT,

automotive)
	Guarantee of QoS

(e.g., slice for tactile

internet)


Table 1: 5G Slice Business Models
Examining these business models will allow us to determine 
· who the stakeholders are,

· which roles each stakeholder plays, and

· what are the trust relationships among stakeholders.

Additional requirements on slice isolation and management, as well as additional security measures can be derived once the stakeholder models and trust relationships are clear for the business models applicable to private slices.

From the discussions we’ve had as part of the SMARTER work, there are at least three distinct stakeholder models. The first two are essentially those available in previous generations.
1) The MNO owns and manages both the access and core network.

2) An MNO owns and manages the core network, the access network is shared among multiple operators (i.e., RAN sharing).

3) Only part of the network is owned and/or managed by the MNO.

The 5G enhancement for the first two stakeholder models is that in a private network environment a vertical takes on the role of the MNO.  From a 3GPP perspective, models 1 and 2 are the same whether an MNO or vertical is involved.
With the introduction of network slicing, the third stakeholder model warrants additional investigation to understand differences from existing RAN and network sharing capabilities when considering private slices. There are 4 potential management models for stakeholder model 3 outlined below and illustrated in Table 2.

Model 3a: MNO provides the virtual/physical infrastructure and V/NFs, a 3rd party uses the dedicated functionality provided by the MNO
Model 3b: MNO provides the virtual/physical infrastructure and V/NFs, a 3rd party manages some V/NFs via APIs provided by the MNO
Model 3c: MNO provides virtual/physical infrastructure, a 3rd party provides some of the V/NFs 
Model 3d: a 3rd party provides some of the virtual/physical infrastructure and V/NFs and manages them.
	Model 3a

“Monitoring = no control”
	Model 3b

“Limited Control”
	Model 3c

“Extended Control”
	Model 3d

“Private Slice”

	• Network slice deployment and operation by MNO

•  3rd  party accesses via dashboard-like web service and/or north bound interfaces provided by the MNO

• Network slice can be chosen from existing templates

• No control over deployed network services and functions

• KPI monitoring
	• Network slice deployment and

operation by MNO

• 3rd party has some control of V/NFs as provided by APIs
	• Network slice deployment and operation by either MNO or 3rd  party

•  3rd  party performs design/composition of network slice

•  3rd  party can change configuration of deployed NFs and /or onboard own certified NFs into MNO repository using interfaces provided by MNO


	• Network slice deployment and operation by  3rd  party

•  3rd  party performs design/composition of network slice

•  3rd  party operates own MANO stack and NMS

•  3rd  party has tight control over own network functions and services while having limited control over MNO network functions (e.g., APIs)


Table 2: Management Models Within Stakeholder Model 3
Trust relationships
The degree of trust between the MNO and 3rd party will have an impact on the 3GPP system. In model 3a, the 3rd party must be able to trust the MNO to provide the necessary capabilities.  In the other models, the MNO must also be able to ensure that the degree of control (e.g., limited, enhanced, private) provided to the 3rd party does not allow the 3rd party to negatively impact the MNOs network. 3GPP will need to provide the mechanisms for the isolation and interfaces that give the 3rd party the appropriate level of control while securing the MNOs network.

The trust relationships underlying each of the stakeholder and management models will potentially lead to new 3GPP requirements.  There may be a need for new security measures, such as the abilities to provide slice based authentication and slice based encryption and integrity protection. The study will consider the trust relationships between
· a UE and a private slice,

· a private slice and the network, and

· a private slice and other slices in the same network.

Open issues
Understanding the opportunities provided by these slice stakeholder models raises additional questions that may be appropriately addressed in 3GPP standards.  For example, we’ve made the assumption above that there are no differences from a 3GPP perspective whether we’re talking about an MVNO or a vertical in models 1 and 2.  However, there are some questions, not yet discussed in SA1, that may in fact lead to 3GPP differences.

· Are there additional business or stakeholder models that should be considered?

· What differentiates an MVNO from a vertical (e.g., MVNO does not own spectrum)?

· At what point do they become different (e.g., spectrum ownership, UDM ownership, UPF ownership)?
· What are the implied/explicit trust levels in each model and variation?

· How does model 3 compare to RAN/network sharing models?
These questions are intended to be answered in the study, along with identifying the trust relationships in each model and addressing any security concerns that arise from the models and trust relationships. 
Proposal

Based on the discussion points and questions outlined above, it is proposed to start a study item in SA1 to gain a better understanding of the 3GPP impacts of the various business and stakeholder models, the related trust relationships, and to identify any additional potential 3GPP requirements needed to better support those models.  
