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Aspects which do not exist in EPC are considered: inactive connected mode and network slicing. Inactive connected mode is treated as if idle mode. Network slice is not taken into account for now.
In addition, general support for the connected mode is specified. Consideration is as follows.
Firstly, it is clarified the connected mode shall be supported at least in the same level of EPC (i.e. SSAC). SSAC is to protect P-CSCF/S-CSCF by preventing surge of normal-priority INVITE messages while allowing high-priority/emergency INVITE message and SIP/media exchange for ongoing sessions. An alternative measure might need interaction of the network with those messages one by one, which itself consumes network resources, which are so precious in a situation SSAC is used. And without SSAC for connected mode, general tendency that UEs are more in connected mode and an intentional or accidental behavior of UE starting MMTEL voice after a successful establishment of packet access would make SSAC less effective. And usage of “selective activation of UP connection of existing PDU session” feature of 5GS does not mean SSAC for connected mode is not needed; signalling burden would move from P-CSCF/S-CSCF to AMF.
Secondly, it is expected the necessity of the connected mode support for other cases might be identified in the future. Situations similar to SSAC might occur for operator-owned network nodes residing in N6-LAN. Now there is V2X control function, IoT platform, TV platform and more might come, now that TSG SA6 treats also application layer topics. An alternative measure would consume network resource as explained in the above, and would lead to the necessity to match the granularity of access category to that of data flow in the network.
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---Start of the Change---
6.x
Access control
6.x.1
Description

The requirement in 5.1.2.2 about the legacy service support applies. The below texts are created to help an attempt to realize access control with a future-proof, unified scheme.

On top of the legacy service support, aspects on the inactive connected mode and on network slicing are added.

6.x.2
Requirements

Based on operator’s policy and invocation, the 5G system shall be able to prevent UEs from accessing the network using relevant barring parameters (e.g. sets of a barring factor and a barring time) that depend on conditions related to UE (i.e. UE capability of whether it’s NB-IoT or not, the serving PLMN, its relation to HPLMN, setting in SIM related to Access Class 0-9 and special Access Class 11-15, setting of whether it’s delay tolerant or not, connection state of whether it’s in the idle/inactive connected mode or in the connected mode) and on access category (i.e. #1 emergency MO signalling, #2 emergency MO data, #3 MO signalling, #4 MMTEL voice, #5 MMTEL video, #6 SMS, #7-16 are MO data standardized categories reserved for future use. #17-32 are MO data operator-specific categories used for particular, operator-identified applications).

NOTE 1:
Access control does not apply to MT signalling/data. In case a special Access Class is set and the serving PLMN justifies its priority handling, access control does not apply to the relevant UE. (Therefore high priority MO signalling/data do not appear as access category.) Access categories are mutually exclusive.
NOTE 2:
Relation among #17-32 is equivalent to the one specified for ACDC categories in 4.3.5.2.2 of TS 22.011 [3]. When PLMN uses only standardized access categories, #17 is used for MO data that do not belong to any other access categories.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters tagged with the condition related to UE and with the access category) in one or more areas of the RAN.

The UE shall be able to control whether or not a particular access attempt is allowed based on the configuration of operator-specific access categories (i.e. #17-32) in the UE if needed, and on a relevant barring parameter that the UE extracts from this broadcast barring control information.

This feature shall be applicable to UEs in idle mode, inactive connected mode, and connected mode.
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