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Introduction
Discussion on access control proedures have been ongoing in SA1, RAN2 and CT1. Contributions have been brought to SA1 in the past few meetings with the intent of including requirements for access control in 5G system, but these have not been agreed and it was decided to wait until there is more progress in other working groups. At this point a unified access control procedure, with access categories, has been agreed in principle in all working groups. This paper proposes a way forward by separating the access categories into default set of access categories and an operator specific set of access categories. The paper then proposes a text for the requirements in the TS.
Default set of access categories
The default set of access categories contains all the access categories that are pre-defined in the specifications, and are the same for all operators. All operators may or may not support these access categories. All operators may, at one time or another, bar accesses to the network based on these access categories. 

The default set of access categories is based on the very “generic” access control procedures in LTE, which include ACB and EAB. These are the original access control functions that are less dependent on the services or application. Therefore, these do not include IMS services or specific applications (i.e., does not include SSAC nor ACDC). 

Within ACB, there is MO data, MO signaling, response to paging and emergency. Within EAB, there is dependency on the PLMN:  HPLMN, equivalent HPLMN, most preferred PLMN. These are valid for Access Classes 0 to 9. Access Classes 11 to 15 can have separate baring configurations.
These access categories can be part of a default pre-specified set, since it is the same for all operators, and operators may simply broadcast the barring values for these categories. The default set is listed in the SA1 specifications, using the table provided below.  

Table 1: Default set of access categories
	UE characteristic and type of access attempt
	Requirements to be met
	Access Category

	UE of access class 0 to 9
(respond to paging)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MT access
	0

	UE of access class 11
	access class 11 applicable in selected PLMN 
	1

	UE of access class 12
	access class 12 applicable in selected PLMN
	2

	UE of access class 13
	access class 13 applicable in selected PLMN
	3

	UE of access class 14
	access class 14 applicable in selected PLMN
	4

	UE of access class 15
	access class 15 applicable in selected PLMN
	5

	Emergency session
	UE is attempting access for an emergency session
	6

	UE of access class 0 to 9
(MO signalling)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO signalling
	7

	UE of access class 0 to 9
(MO data)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO data 

NOTE: UE to use operator specific access category if those are provided.
	8

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category a
	9

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category b
(not in HPLMN/EHPLMN)
	10

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category c
(neither in HPLMN/EHPLMN nor in most preferred VPLMN of visited country)
	11


We would like to note that the current assumption is that there is no intention to broadcast access barring parameters for a response to paging (access category = 0). In this case the network can simply avoid paging the UE, if it does not wish the UE to access the network. Access category zero is specified for internal usage in the UE protocol stack [1].  
Operator specific set of access categories
Within MO data, we know that SSAC and ACDC were introduced in LTE to allow for more specific control of MO data that are triggered by IMS or that have a specific application that the operator wants to control. We propose that these can be configured by the operator, if there is interest. Not all operators may want to have ACDC functionality. Moreover, some operators may not implement IMS. Therefore, operators can choose to configure these access categories, and in this case they would be used for such services instead of MO data (i.e, access category 8 is not used in those cases).

Note: ACB skip was introduced to avoid double barring of IMS services. By having separate access categories for IMS services replacing MO data, ACB skip is no longer needed. 

Service specific access control includes MMTel voice, MMTel video, SMS over IP and SMS over NAS. These are IMS related services and they may not be supported by all operators. Moreover, aligned with ACDC, application specific access categories can also be defined. There could be more than one application specific access category, it depends on operators needs to control specific application.
The table below proposes the access categories that are operators specific. If those are configured by the operator, they should be used instead of MO data (instead of category 8 in table 1).
Table 2: Operator specific set of access categories
	UE characteristic or type of access attempt
	Requirements to be met
	Proposed
Access Category

	UE of access class 0 to 9
(MMTel voice)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for MO MMTel voice call.
	Operator specifies

	UE of access class 0 to 9
(MMTel video)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for MO MMTel video.
	Operator specifies

	UE of access class 0 to 9
(SMS)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for SMS over IP
	Operator specifies

	Application specific


	UE belongs to an access class between 0 and 9.

Requested RRC connection is for a specific application of interest

There could be more than one application specific access category, it depends on operators needs to control specific application. 
	Operator specific


Attempts that map into more than one access category

As discussed in [1], sometimes an access attempt may map into more than one access category. For example, passing an EAB check does not mean the UE is cleared to get access. In 22.011, subclause 4.3.4.1, there is this further requirement:
“ If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.”
Clause 4.3.1 describes ACB. This implies that after a UE's access attempt passes EAB checks, that same access attempt has still to be checked against other access barring checks, e.g., for MO-signalling or MO-data.
Therefore, when performing the access barring check, the UE should still follow the rules and requirements currently listed in 22.011. That is why we add a requirement in the CR pointing to 22.011. 
Accessing 5G CN using E-UTRA

Based on [2], stating:

"5GS features will be applicable to both NR and E-UTRA when connected to 5GC. So far, no feature discrepancies have been identified between NR and E-UTRA in 5GS."
It is proposed that UEs accessing the 5G CN using LTE should follow the same requirements as UEs accessing the 5G CN using 5G NR.
Slicing
In order to facilitate implementation and minimize impact and complexity, it is suggested here that for Release 15 access control per slice is not applicable. This can be re-evaluated for Release 16, with proposer analysis. 

Connected mode

In order to facilitate implementation and minimize impact and complexity, it is proposed that only SSAC functionality shall apply in connected mode. Inactive mode will follow the same rules as idle mode.  
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Proposed Text for CR to 22.261
6.X
Access control 

6.x.1
Description

In order to control accesses to the network, the 5G system supports access control. A unified access barring framework is applied to simplify the implementation while also providing for future access barring needs. This framework uses access categories as the primary basis for access barring.  

6.x.2
Requirements
The following requirements shall apply to UEs accessing the 3GPP network. These requirements shall apply both to UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using 5G NR. 
6.x.2.1
Access categories

Access categories shall be used by the network operator to control the UE access\ to the network. 
Two sets of access categories shall be supported by the UE: default access category set and operator specific access category set. 
If configured, the operator specific access category set shall have priority over the default access category set. 

6.x.2.1.1
Default access category set
The UE shall determine the access category to be used when accessing the network based on the UE characteristic and type of access attempt listed in Table 6.x.2.1.1-1. 
These access categories shall apply to idle mode and RRC inactive mode.
Table 6.x.2.1.1-1: Default set of access categories

	UE characteristic and type of access attempt
	Requirements to be met
	Access Category

	UE of access class 0 to 9
(respond to paging)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MT access
	0

	UE of access class 11
	access class 11 applicable in selected PLMN 
	1

	UE of access class 12
	access class 12 applicable in selected PLMN
	2

	UE of access class 13
	access class 13 applicable in selected PLMN
	3

	UE of access class 14
	access class 14 applicable in selected PLMN
	4

	UE of access class 15
	access class 15 applicable in selected PLMN
	5

	Emergency session
	UE is attempting access for an emergency session
	6

	UE of access class 0 to 9
(MO signalling)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO signalling
	7

	UE of access class 0 to 9
(MO data)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is for MO data 

NOTE: UE to use operator specific access category if those are provided.
	8

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category a
	9

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category b
(not in HPLMN/EHPLMN)
	10

	UE of access class 0 to 9
(configured for EAB)
	UE belongs to an access class between 0 and 9.
Requested RRC connection is subject to EAB with category c
(neither in HPLMN/EHPLMN nor in most preferred VPLMN of visited country)
	11


6.x.2.1.2
Operator specific access category set

The 3GPP system shall allow the operator to configure at least the operator specific access categories listed in Table 6.x.2.1.1-2.

The 3GPP system shall allow the operator to configure at least [32] operator specific access categories in the UE. This allows for possibilities of adding more access categories in the future. 
Table 6.x.2.1.2-1: Operator specific set of access categories

	UE characteristic or type of access attempt
	Requirements to be met
	Proposed
Access Category

	UE of access class 0 to 9
(MMTel voice)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for MO MMTel voice call.
	Operator specifies

	UE of access class 0 to 9
(MMTel video)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for MO MMTel video.
	Operator specifies

	UE of access class 0 to 9
(SMS)
	UE belongs to an access class between 0 and 9.

Requested RRC connection is for SMS over IP
	Operator specifies

	Application specific


	UE belongs to an access class between 0 and 9.

Requested RRC connection is for a specific application of interest

There could be more than one application specific access category, it depends on operators needs to control specific application. 
	Operator specific


6.x.2.2
Access Control

Requirements related to access barring in 3GPP TS 22.011, clause 4, shall apply to the 5G system, with the following exceptions that CSFB and ACB-skip do not apply for 5G systems.
The serving network shall be able to configure barring information for the default set of access categories. 

The serving network shall be able to configure access categories and barring information for a maximum of [32] operator specific access categories. 


The UE shall be able to control whether or not an access attempt is allowed based on the access category and the configured barring parameters.
If an operator specific access category is configured in the UE for the type of access the UE is attempting, the UE shall use the operator specific access category applicable for the service or application (instead of using the default access category).

