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Abstract: This contribution discuss the meaning of ‘unified’ access control 
1. Introduction
For 5G, downstream WGs are working on ‘unified access control’.  

2. Access Control in EPS
In EPS, there are sevel different mechanism for access control. There are kind of patchwork and complicated due to interaction. 
For example, in 22.011, following is found:
	· If the network is not broadcasting the EAB information, the UE shall be subject to access barring as described in clause 4.3.1
· If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1.
(…)
· When both ACDC and ACB controls are indicated, ACDC shall override ACB.
· If a UE is configured for both EAB and ACDC, and the serving network simultaneously broadcasts EAB information and ACDC barring information:
- If the UE determines as specified in sub-clause 4.3.4.1 that access to the network is not barred or as specified in sub-clause 4.3.4.2 that it is permitted to override an EAB restriction, then access to the network is subject to ACDC.
-If the UE determines as specified in sub-clause 4.3.4.1 that access to the network is barred and as specified in sub-clause 4.3.4.2 that it is not permitted to override the EAB restriction, then access to the network is barred.
(…)
· ACDC shall not apply to MMTEL voice, MMTEL video, SMS over IMS (SMS over IP) emergency call and paging response.


I.e., for EPS, multiple different access control mechanisms are applied serially or applicability of one access control mechanisms are dependent on other access control mechanism.

Observation 1:
Current requirement on access control leads to complicated implementation due to dependency on other access control mechanisms and layers of access control mechanism.
  
In addition, entities performing access control is not consistent.
For example, in TS 36.331:
	Section 5.3.3.2
2>	if access to the cell is barred:
3>	inform upper layers about the failure to establish the RRC connection or failure to resume the RRC connection with suspend indication and that access barring is applicable due to ACDC, upon which the procedure ends;
Section 5.3.3.10
1>	forward the variables BarringFactorForMMTEL-Voice, BarringTimeForMMTEL-Voice, BarringFactorForMMTEL-Video and BarringTimeForMMTEL-Video to the upper layers;



In TS 24.301:
	[bookmark: _Toc485311474]5.3.10	Access class control
The network can restrict the access for certain groups of UEs by means of barring their access class.
The UE shall evaluate the access control information as specified in 3GPP TS 36.331 [22] for:
-	Access Class Barring; 
-	Access Control for CSFB and Extended Access Barring (EAB); 
-	Access Control for Application specific Congestion control for Data Communication (ACDC), if the UE supports ACDC; and
-	Access Barring.

[bookmark: _Toc485312251]Annex F (normative):
Application specific Congestion control for Data Communication (ACDC)
The UE may support the procedures in this annex.
If the UE supports ACDC, the EMM layer shall determine the ACDC category applicable to the request based on the application identifier received from the upper layers and the configuration information in the "ACDCConf" leaf of ACDC MO as specified in 3GPP TS 24.105 [35] or in the USIM EFACDC as specified in 3GPP TS 31.102 [17]. 


I.e., for ACB/EAB/ACDC, NAS/RRC layer is involved for the evaluation of access barring.

In TS 24.173:
	[bookmark: _Toc477192858]J.2.1	Procedures at the UE
[bookmark: _Toc477192859][bookmark: OLE_LINK7][bookmark: OLE_LINK8]J.2.1.1	Service Specific Access Control
The following information is provided by lower layer:
-	BarringFactorForMMTEL-Voice: barring rate for MMTEL voice;
-	BarringTimeForMMTEL-Voice: barring timer for MMTEL voice;
-	BarringFactorForMMTEL-Video: barring rate for MMTEL video; and
-	BarringTimeForMMTEL-Video: barring timer for MMTEL video.
[bookmark: OLE_LINK3]Upon request from a user to establish a multimedia telephony communication session as described in subclause 5.2, the UE shall:
1)	if the multimedia telephony communication session to be established is an emergency session, then skip the rest of steps below and continue with session establishment as described in subclause 5.2;
2)	retrieve SSAC related information mentioned above from lower layers;
NOTE 1:	The values of SSAC related information retrieved from lower layers can depend on whether the UE has an Access Class with a value in the range 11..15 or not. Determination of the values of the SSAC related information is described in subclause 5.3.3.10 of 3GPP TS 36.331 [26].



For MMTEL voice/video, the IMS/RRC layerevaluation of access barring.

Observation 2:
Different access control mechansim involves different layers and different actions.

3. Unified Access Control
Actually, in the LS from RAN2 [2], RAN2 briefly mentioned what is unified access control:
	to aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE



In the same LS, following detail is found:
	To fulfil these requirements, RAN2 considers a framework where the each access attempt is mapped onto an “access category” based on e.g.: 
-	the application triggering the access
-	services (e.g. MMTEL voice, MMTEL video, SMS)
-	call types (e.g. emergency access, high priority access)
-	device/subscription indicators (e.g. low priority UEs)
-	signalling procedure(s) (e.g. NAS procedures, RRC procedures)
-	etc.

The access barring parameters broadcast by the RAN would be “access category” specific (but agnostic to applications, services, call types …). The UE performs the subsequent access barring check taking only the above-mentioned “access category” into account. In other words, the access barring check and the corresponding barring parameters are unified. 


The mechanism is not yet finalized because both RAN2 and CT1 need to work on details. But, the supplementary explanation for unified access control can be found in many contributions.[7][8][9]
So following figure shows rough comparison between access control for LTE and access control for NR
[image: ]
I.e, instead of using multiple separate access control mechanisms, only one access control mechanism is defined for unified access control. In this unified control, different access attempts are first categoried based on some filtering criteria. After that, access control parameter for that access category is used to check whether access attempt can be continued.
4. Proposal
It is proposed to agree on following CR text proposal to 22.278 for unified access control. 

START of TEXT PROPOSAL



[bookmark: _Toc445886712]6.X	Access control
6.X.N	Unified Access Control
Depending on operator policies, deployment scenarios, subscriber profiles, available services and so on, different criterion will be used in determining which access should be allowed or blocked when congestion actually occurs in the system. While it is important to support different criteria for access control, this should not result in multiple layers of different access control mechanisms or inter-dependency among different access control mechanisms. Thus, the 5G system will provide a single unified access control framework where operators can flexibility categorize various access and control accesses of each category. 
In unified access control, each access attempt is categorized into one of access categories, based on filtering criterion. Based on the access control information applicable for the corresponding access category of the access attempt, UE performs a test whether the actual access attempt can be made or not. 
The unified access control framework supports extensibility to allow inclusion of additional criterion for filtering and supports flexibility to allow different combinations of criterion.
6.X.O	Requirements
6.X.O.Z	Unified Access Control
The 3GPP system shall be able to provide means to classify access attempts into access categories, based on various criteria (e.g. device type, subscription, applications and so on).
The 3GPP system shall be able to provide means to control (e.g. allow, prevent, throttle) accesses per each access category.
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