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Attachments:
 TS 22.281 CR0015 Clarification of MCVideo push blacklist and whitelist feature 
1. Overall Description:

SA1 thanks SA6 for their LS S6-170465 on MCVideo requirement in R-5.1.9.2.2-006.

An abstract of the LS is shown below.

_________________________________________________________________________________________

SA6 would like to understand how the blacklist and whitelist described in the two requirements below are to be handled. 

· [R-5.1.9.2.2-006] The MCVideo service shall provide a mechanism for an MCVideo User to manage, activate and de-activate a blacklist for MCVideo push whereby if MCVideo push blacklisting is activated and an incoming MCVideo push is received from an MCVideo user whose ID is configured in this list then the MCVideo push request from the sending MCVideo user is denied.
· [R-5.1.9.2.2-007] The MCVideo service shall provide a mechanism for an MCVideo User to manage, activate and de-activate a whitelist for MCVideo push whereby if MCVideo push whitelisting is activated and an incoming MCVideo push is received from an MCVideo user whose ID is not configured in this list then the MCVideo push request from the sending MCVideo user is denied.

NOTE:
It is not recommended to have both MCVideo push blacklisting and MCVideo push whitelisting activated at the same time. 

At stage 2, such lists are normally stored in the MC service user profile. An example of such an existing list is: “List of user(s) who can be called in private call” derived from requirement R-5.6.5-003 in TS 22.179. This list is managed by an authorised user. SA6 would like to know if the new blacklist and whitelist for MCVideo push should also be managed by an authorised user.

_________________________________________________________________________________________
Answer

SA1 has discussed the question asked by SA6 and would like to provide the following answer:

· The management of the blacklist and the whitelist for MCVideo push is up to the individual MCVideo user.
· The availability of the MCVideo push blacklist and whitelist feature to an MCVideo user is subject to authorisation by the MCVideo Administrator. 
This has been clarified in the attached CR to TS 22.281.
2. Actions:

To SA6 group.

ACTION: 
3GPP TSG SA1 asks 3GPP TSG SA6 to take above answer into account in their work on MCVideo.
3. Date of Next TSG SA WG1 Meetings:
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