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Discussion

Rail-bound mass transit is of interest to CAV since it comes with stringent requirements and since related communication is not covered by FRMCS. For instance, rail-bound traffic not using the mainline rail system (subway, lightrail ...) does not use GSM-R. In order to ensure that also mass transit will be able to use 5G services, we are introducing challenging use cases.
Proposal

------------------------- START OF PROPOSED CHANGES ----------------------------

------------------------- Start of Change 1 ----------------------------

5
Use cases

Editor’s Note: This Clause describes new vertical use cases from a system’s perspective (at a summary level). It also provides clarification on “vertical” use cases in TS 22.261 (where needed).

Editor’s Note: External references for claims made and requirements proposed in contributions are highly appreciated.

5.X
Railbound mass transit
5.X.1
Description of vertical

Editor’s Note: Provide brief introduction to this vertical plus discourse on particularities of this domain from a 3GPP perspective.
Some of the key challenges and features mass transit operators are increasingly faced with, in order to keep the attractiveness of public transport high, are

· Growing traffic, both in terms of passenger flow and the number of and frequency of vehicles;

· The need to ensure passenger safety and security during their journey;

· Improvement of travel comfort including delivery of real-time multimedia information and access to the Internet (social networks, etc.) in stations or in motion.

To reach this goal, investments are not only needed in rolling stock and infrastructure, but also in communication networks, technologies, and communication devices. 
5.X.1.1
Communication services in railbound mass transit

There are two main drivers behind the growing importance of communication services in mass transit: (1) passenger information and internet access and (2) train automation. The latter falls in the of critical communication. Automation in public transport, especially in mass transit, has reached one of the highest levels among infrastructure applications. Nowadays, driverless metro systems are not science fiction but become increasingly pervasive: the number of driverless metro lines worldwide already exceeds 100, and this number is expected to grow. Note that driverless trains are not the only source of automation in mass transit, and thus not the only source of machine-type communication. For instance, CBTC (communication-based train control), which is the core of driverless trains, are also used for trains exhibiting lower grades of automation (see Figure 5.X.1.1-1 REF _Ref458705668 \h 
, which illustrates the five different levels of automation in the mass transit sector).
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Figure 5.X.1.1.-1: The different grades of automation (GoA) in rail systems.
Caused by increased safety awareness, onboard video surveillance and emergency calls play an increasing part in the rolling-stock equipment. In GoA 4 systems (see Figure 1), both applications are mandatory in order to setup communication with passenger during emergency cases, e.g. when trains have to stop inside tunnels. Additional operational applications are train diagnostics and voice communication for operational, service and maintenance purposes. Other common applications are passenger information (PIS), online advertisement, and online internet access to increase passenger satisfaction. 5.X.1.1-2 provides an overview of the common data services in contemporary mass-transit trains.
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Figure 5.X.1.1.-1: Common communication-base apllications in railbound mass transit.

5.X.1.2
Characteristics of main mass-transit data services

In a first level of consideration, mass-transit data services differ in directionality and bandwidth. For instance, CBTC is a bidirectional data service while CCTV traffic mainly flows from train to track-side destinations (uplink). In contrast, the PIS communication is almost reverse (dominance of downlink traffic).

In the Table 5.X.1.2-1, a selection of mass-transit data services is characterized by different attributes such as data rate, directionality, and QoS parameters.
Table 5-X.1.2-1: Characteristics of the data services in rail-bound mass transit. DL: downlink; UL: uplink
	Service
	Main Direction
	Data rate in Mb/s
	Priority
	End-to-end latency
	Availability
	Security
	Data Integrity

	CBTC
	DL, UL
	<1
	Highest (=1)
	<100 ms
	>99.999%
	highest
	mandatory

	CCTV
	UL
	>10
	High (=2)
	<500 ms
	>99.99%
	high
	recommended

	PIS
	DL
	<10
	Low (=4)
	< 1s
	<99.99%
	medium
	Not required

	Emergency Voice
	DL, UL
	<10
	High (=2)
	<200ms
	>99.99%
	high
	Not required

	Passenger Internet Access
	DL
	>50
	Low (=4)
	<10 s
	<99.9%
	medium
	Not required

	Diagnostics
	UL
	<10
	Medium (=3)
	<1s
	<99.99%
	high
	recommended


As Table .5.X.1.2-1 shows, CBTC is a very demanding data service, since every related attribute - except data rate - is at the highest requirement level. Another important services, from an operational point of view, are CCTV and emergency voice. Internet access, on the other hand, requires high data rates while it represents the less important operation-related service of all.

Table 5.X.1.2-2 translates the above qualitative service levels into typical data rates for a train.
Table 5-X.1.2-1: Typical data-rate requirements per train and service.
	Service
	No. of devices
(Typically)
	Data rate device
[Mbps]
	Overall data rate
[Mbps]

	CBTC
	2
	0.1
	0.2

	CCTV
	20
	2
	40

	PIS
	6
	0.5
	3

	Emergency Voice
	8
	0.2
	1.6

	Passenger Internet Access
	500
	0.2
	100

	Diagnostics
	50
	0.1
	5


CBTC just consumes some hundred kbps in contrast to around 100 Mbps for passenger internet access. Also, the number of network devices per train varies considerably from one service to the other. CBTC is at the very low end of the list. The big number for passenger internet access stems from the fact that passenger end devices, e.g. smart phones, significantly outnumber automation data sources and data sinks and that many automation devices - safe CCTV - only consume comparably low data rates. 

5.X.2
Coexistence of CBTC service and CCTV
Editor’s Note: Provide the description of a vertical use case that entails challenging service requirements for 5G systems. Also discuss what particular 3GPP feature this use case addresses. For instance, is this use case challenging since it requires ultra-low end-to-end latency?
5.X.2.1
Description
Editor’s Note: Include context of use; scope and objectives of use case; as well as goals pursued in this use case. Optional: actors; stakeholders and their concerns.

Editor’s Note: Illustrations are welcome. However, the diagram copyright must adhere to 3GPP stipulations (see http://www.3gpp.org/contact/3gpp-faqs).
This use case considers the behaviour of a high-priority CBTC service exhibiting rather low data rates in presence of a CCTV high-priority data service, which is characterised by very high data rates.
5.X.2.2
Preconditions
Editor’s Note: What is the expected state of the world at the onset of the use case?
The high priority service CBTC is switched on and and communication between train and ground ensues. The priority level of CBTC is set to 1 (Highest level). Train-borne and ground CBTC instances are exchanging data with required data rate and relevant service parameters. All other data services are switched off.
5.X.2.3
Service flows
Editor’s Note: Describe the events and actions taking place in the main success story, i.e. the scenario in which all intermediate steps are successful. Optional: describe minimal guarantee; success guarantee; and trigger.
The CCTV service with different service parameters is switched on. The priority of this data service is set to level 2 (one level lower than CBTC). All other data services are switched of.

The CCTV service is switched on. The desired data rate of the CCTV service is negotiated. (Typically at least 100 Mbps). CCTV data connections between track and train are established (CCTV cameras are switched on and video streams relayed to a track-side video management system = CCTV data sink). 
5.X.2.4
Post-conditions
Editor’s Note: the state of the world (including the 5G system) if the envisaged goal is reached.
· The CBTC QoS parameters stay in the desired range while the CCTV service is running:
· The CCTV QoS parameters stay in the desired range. 



5.X.2.5
Potential requirements
Editor’s Note: Ensure that potential requirements are stated from an end-to-end perspective, i.e. that of the automation application. For instance, address communication service availability instead of reliability (see TS 22.261, Annex C). 
	Reference Number
	Requirement text
	Application / Transport
	Comments

	Mass Transit 1.1
	The CBTC service will not be affected by CCTV service (data rate up to 500 Mbps per train). Especially delay and availability of CBTC are not affected when running the CCTV service in parallel.
	A
	[This requirement is not covered yet by existing 3GPP requirements]

	Mass Transit 1.2
	The CCTV service will not be affected by the CBTC service with same priority but low data rate. Especially, delay and packet loss of CCTV is not affected by a co-existence with the CBTC service
	A
	[This requirement is not covered yet by existing 3GPP requirements]


5.X.3
Coexistence of CBTC service and high data rate service with low priority
5.X.3.1
Description
This use case considers the behaviour of CBTC in presence in presence of another data service with low priority but very high data rates. An example for this is passenger internet access.
5.X.3.2
Preconditions
CBTC is switched on and running between train and ground. The priority of the CBTC service is set to the highest value. Train-borne and ground CBTC instances are exchanging data with required data rate and specified service parameters. All other data services are switched off.
5.X.3.3
Service flows
Another data service with different service parameters is switched on. The priority of this data service is set to the lowest priority. An example service is passenger internet access service.

The additional service is switched on. The desired data rate of the additional service is set, e.g. to 100 Mbps. A data connection between track and train is established. After successful initialisation of the additional service the QoS of the CBTC is unaffected even if the data rate of the additional service  is increased up to 500 Mbps.
5.X.3.4
Post-conditions
The CBTC QoS parameters are in the specified range even when the other data service is running with the highest permitted data rate. 

5.X.3.5
Potential requirements
	Reference Number
	Requirement text
	Application / Transport
	Comments

	Mass Transit 2.1
	The CBTC service is not be affected by a low priority data service with different QoS up to an overall data rate of 500 Mbps per train for the low priority data service. Especially delay, packet loss, and availability of CBTC are not affected by the other data service.
	A
	[This requirement is not covered yet by existing 3GPP requirements]


5.X.4
Coexistence of CBTC service and high data rate service with low priority
5.X.4.1
Description
This use case considers the behaviour of the start up of the CBTC service in case of other already running data services.
5.X.4.2
Preconditions
CBTC is switched off. Data services that consume significant bandwidth are running. Examples for such services are
· CCTV;
· PIS;
· Emergency Voice;
· Passenger Internet Access;
· Diagnostics.
These communication for each service is characterised by an individual set of QoS parameters. The resulting data rate per train is up to 500 Mbps.

5.X.4.3
Service flows
The CBTC service is switched on. 

The initialisation between trackside and trainborne CBTC instances starts. 

After the CBTC startup procedure, the CBTC service is entering the data exchange mode. 
5.X.4.4
Post-conditions
The CBTC service is running properly fulfilling the specified QoS parameters.

5.X.4.5
Potential requirements
	Reference Number
	Requirement text
	Application / Transport
	Comments

	Mass Transit 3.1
	The CBTC service startup shall not be affected by already running services with different QoS parameters.
	A
	[This requirement is not covered yet by existing 3GPP requirements]

	Mass Transit 3.2
	The CBTC service shall start successfully while other data services are already running.
	A
	[This requirement is not covered yet by existing 3GPP requirements]


5.X.5
Set up of emergency call
5.X.5.1
Description
This use case considers the behaviour of setting up emergency calls while other data services are running
5.X.5.2
Preconditions
The high priority emergency voice service is in standby mode. The corresponding voice call devices are switched on.
Examples for such services are
· CCTV;
· PIS;
· Emergency Voice;
· Passenger Internet Access;
· Diagnostics.
These communication for each service is characterised by an individual set of QoS parameters. The resulting data rate per train is up to 500 Mbps.

5.X.5.3
Service flows
An emergency voice call is initiated. The initialisation between trackside and trainborne voice instances commences.
5.X.5.4
Post-conditions
A successful voice call between train and track side devices is established

5.X.5.5
Potential requirements
	Reference Number
	Requirement text
	Application / Transport
	Comments

	Mass Transit 4.1
	The set up of an emergency voice call shall not be affected by already running services with different QoS parameters. 
	A
	The compound data rate of other services is ≤ 500 Mpbs per train. [This requirement is not covered yet by existing 3GPP requirements]


5.X.6
Emergency call during a sudden rise of CCTV data rate
5.X.6.1
Description
This use case considers setting up emergency calls while suddenly the data rate of other data services rises.
5.X.6.2
Preconditions
An emergency voice call is established. The CBTC service is running.
5.X.6.3
Service flows
Suddenly, trainborne CCTV devices start streaming videos to the track side video system at an overall data rate of up to 500 Mbps.
5.X.6.4
Post-conditions
The voice call between train and track side devices is not interrupted.

5.X.6.5
Potential requirements
	Reference Number
	Requirement text
	Application / Transport
	Comments

	Mass Transit 5.1
	An emergency voice call shall not be interrupted, even when a sudden rise of data rate of other lower-priority service such as CCTV occurs.
	A
	The maximum compound data rate of the lower-priority services is 500 Mbps. [This requirement is not covered yet by existing 3GPP requirements]


------------------------- End of Change 1 ----------------------------
------------------------- END OF PROPOSED CHANGES ----------------------------

