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1. Overall Description:

SA1 thanks CT1 for their LS S1-XXXXXX/C1-171965.
To the question from CT1: Is there a service requirement to support access control in connected mode for 5GS?
The currently existing Access Control requirements in TS 22.011, paragraph 4 (Access Control), apply to LTE and 5G NR, except for the ACB-skip and CSFB-related functionalities. CSFB and ACB-skip do not apply to 5G NR. Especially for connected mode, this means that SSAC needs to be supported. SA1 does not have any extra service requirements on access control in connected state for Release 15. 

Please note that the term “connected state” is used in broad sense, and mapping into the specifics of the underlying system (RRC inactive, DRX/eDRX, etc.) are not taken into consideration. These are left to Stage 2 and Stage 3 working groups.

To the questions from CT1: What device properties, device types or profiles, kinds of services, applications or call types etc. should be taken into account for access category mapping and will SA1 define corresponding stage 1 requirements?
SA1 supports the approach taken by RAN2 to have a unified access control procedure using access categories. The attached CR agreed in SA1 provides more information on these access categories, including the access related properties that are to be used to define access categories.
To the question from RAN2: Whether determination of access categories can have the same meaning regardless of different network operators, i.e., standardized values. However, definition of operator-specific access categories in addition to the standardized ones may be further discussed.

Operators can configure a maximum number of access categories using the access related properties provided by SA1. The configuration may be different for different operators, but the allowed values are limited to a combination of the access related properties listed in the attached CR. SA1 limits the maximum number of access categories to 64. However, the number of access categories and associated barring parameters that can be broadcast in a given cell may be limited to a smaller number, to be decided by RAN2. 
Question to RAN2: SA1 asks RAN2 to let SA1 know if the SA1 suggested maximum number of access categories and associated barring parameters that can be broadcast in the cell are appropriate. 
To the question from RAN2: The feasibility of applying this unified access barring mechanism in network slices scenario.
As shown in the attached agreed CR, SA1 included the slice information as part of access category.
2. Actions:

To CT1 group

ACTION: 
SA1 asks CT1 to take into account information provided above.

To RAN2 group
ACTION: 
SA1 asks RAN2 to take into account information provided above and to answer the question above on the maximum number of access categories and associated barring parameters that can be broadcast in the cell.
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