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Abstract: In response to LS from CT1 (C1-171965) and RAN2 (R2-1702441), this contribution analyzes access control aspect for 5G system. 
1. Introduction
CT1 and RAN2 sent an LS to SA1 regarding 5G unified access control. In this contribution, various aspect regarding access control is discussed.
2. Background
Access control is specified in TS 22.011. For access control, following mechanism are specified:
· (enhanced) Access Class Barring
· Service Specific Access Control
· Access Control for CSFB
· Extended Access Barring
· Application Specific Congestion Control for Data Communication

Above access control mechanisms were not introduced simultaneously, but introduced into specification one by one in different releases. One of emerged problems is that working principle of these mechanisms is not aligned.(e.g. NAS/RRC interactions/roles). And, interaction among the access control mechanisms is complex and makes implementation of the functionality difficult. 
What RAN2/CT1 is suggesting via the LS is to build a unified framework for access control. Through this framework, new access control method can be introduced without impacting existing access control method and without specifying how different access control methods interact with each other. Through the use of this framework, inconsitent principle among different access control method can also be avoided and will benefit downstream WGs.
It should be noted that the unified access control framework is not meant to abandon the intention of the existing access control mechanisms. The purpose that the existing access control mechanisms originally targeted is still supported with the unified access control framework. But, the way how this intention is supported is updated in 5G system.
Proposal 1:
Unified access control framework is adopted In 5G system. The target scenario of the existing access control mechanisms in TS22.011 is still supported in unified access control framework.
3. Discussion
Support in RRC Connected mode. 
In general, for non-GBR services, the start and the end of application is not clear to define. For example, it is hard to to define when web browsing service can be considered as started or when Instant Messasing service can be considered as ended. Even if the launch of web brower triggered the transition from RRC Idle to RRC Connected, it is questionable whether access control check should be performed whenever a user tries to load a new web-page once in RRC Connected. Or, if Instant Messaing App triggers web-browsing activity within itself without any user involvement, it is further ambiguous to define whether additional access control should be applied. Likewise, it seems overkill if access control check is done whenever a user enters new text in the window ofthe instant chatting application.

Observation 1:
For non-GBR applications, it is hard to define when access control should be applied, once the UE is in RRC Connected mode. 

BTW, one can ask whether there is a need to perform access control for the UE in RRC Connected mode, when the UE initiates:
· New PDU Session Establishment
· Activation of deactivated PDU session
· Activation of deactivated Network Slice
· New Network Slice Establishment

Due to congestion in Core Network, AMF/SMF may not always be able to permit above requests from a UE. But, the decision whether to reject such a request cannot be made in Radio Access Network, because that kind of transaction cannot be interpreted in Radio Access Network. For a UE in RRC Idle mode, Radio Access Network can do access control, regarding whether to permit any new signalling connection try or not. However, once signalling connection is established, further detailed decision should be left to Core Network which can accurately decide. The Abbreviation of AMF is “Access and mobility management Function”. 

I.e., for a UE in Connected mode, AMF/SMF may make different decision regarding whether to grant above request based on:
· Currently active PDU Session/Network Slice
· Currently used Radio Access Technologies
· Subscription information of the UE
· Assigned Network Slice Instance
· Assigend Network Functions (e.g. UPFs, SMFs, AMFs)

Because RAN cannot know or interpret this information, access control between UE and eNB/gNB cannot be supported for this aspect. Rather, this decision should be done by Core network based on NAS signalling. I.e, AMF/SMF can perform access control by sending either Accept message or Reject for the UE’s request for activation/establishment of PDU session/Network Slice.
Observation 2:
There is no need for radio access network to be involved in congestion control handling per network slice or per PDU session. 

In terms of controlling uplink resource, in addition to ‘access control’, there are two more methods:
· ‘Scheduling’:
Scheduling control is applicable to UEs which context exist in radio access network nodes such as gNB and eNB. Based on buffer status of each UE and QoS requirements of each established EPS bearer, gNB/eNB decides how much dedicated uplink radio resource to be allocated to which UE. 
By not allocating any dedicated uplink resource to a UE, eNB/gNB can even block the access from a UE. Thus, scheculing is one of effective tool to distribute and control uplink radio resource. This scheduing per UEs can be applied to UEs which context exist in eNB/gNB (e.g. RRC Connected mode UEs).
· ‘RACH control’: 
While ‘scheduling’ is used to control use of ‘dedicated’ uplink radio resource for each UE, RACH control is generally used to control use of ‘common’ uplink radio resource. Because multiple UEs can simultaneously try to use the ‘common’ uplink radio resource, it is necessary to support control the rate at which UEs access this radio resource. RACH control applies to both UEs which context does not exist in eNB/gNB (e.g. RRC Idle mode UE) and UEs which context exist in eNB/gNB (e.g. RRC Connected mode UEs). 
If eNB/gNB sees high contention in radio resource for RACH, eNB/gNB can reduce contention by changing RACH parameters.

Observation 3:
For UEs in RRC Connected mode, additional methods are available to control the UEs’ use of radio resource. 

Except SSAC, other access control mechanisms are not supported in RRC Connected mode. SSAC targets MMTel or MMVideo which are well-known GBR services, which are quite predictable in QoS requirement. And, the start time and the end time of Voice call or Video call is straight-forward to understand. For these reasons, in EPS, access control is still applied for MMTel/MMVideo service even in RRC Connected mode.
However, because SSAC requires application layer to be involved in barring mechanism, this complicates the implementaion of a UE. 
Furthermore, when voice call initiation is rejected with SSAC, the UE does nothing but to wait the expiry of barring timer. This is not optimal behaviour if there is other available RAT that can handle the voice call.
Let’s take EPS as an example. In EPS, EPS bearer QCI 5 is used for IMS signalling and QCI 1 is used for Voice media. Thus, for originating MMTel application, EPS bearer with QCI 5 is be pre-established to transport INVITE. When INVITE message is delivered to IMS domain via the established QCI 5, IMS domain requests establishment of QCI 1 bearer to 3GPP Network. When eNB experience shortage of radio resource for the requested QCI 1 bearer, eNB responds with reject of E-RAB setup. Because it is clear that the UE is trying to establish a voice call, when there is not enough resource at eNB, it may be better for the network to handover the UE to other radio. Then, the UE can use voice call in other RAT, instead of waiting in EPS due to access barring.
Observation 4:
Access barring of IMS services for UEs in RRC Connected mode degrades serivce experiece of a user, even when the voice call can be handled in other RATs. 

Proposal 2:
For UEs in RRC Connected mode, access control is not applicable.

Support in RRC Inactive mode. 
RAN2 agreed on ‘additional’ RRC state, which is ‘RRC Inactive’. ‘RRC Inactive’ is the state between ‘RRC Connected’ and ‘RRC Idle’. ‘RRC Inactive’ is similar to ‘RRC Connected’ because a context for the UE remains in gNB. ‘RRC Inactive’ is similar to ‘RRC Idle’ because gNB cannot be sure in which cell the UE is located. 
As a matter of fact, the concept of ‘RRC Inactive’ is not something new. Two sub-modes in RRC Conntected mode of WCDMA (Cell_PCH state, URA_PCH state) can be considered as similar to ‘RRC Inactive’. And there was no specific access barring for these states.
Because context is available like UEs in RRC Connected mode, all arguments listed above for RRC Connected mode UE can be applicable also for UEs in RRC Inactive UE. Thus, there is no reason to apply access control to RRC Inactive UE.
Thus, for this UE in RRC Inactive mode UE, both ‘sheduling’ and ‘RACH control’ can be applied. Because eNB/gNB knows what kind of bearers are established for this UE, more precise control of uplink access can be applied to this UE, considering the QoS requirements of the established bearers.
Observation 3:
Because context is available at radio access network, same logic used for RRC Connected mode UE can be also applied to RRC Inactive mode UE. 

Proposal 3:
For UEs in RRC Inactive mode, access control is not applicable.

ACDC is one of effective tool to control access from a UE based on the application identity. By use of ACDC categories, operators can assign different applications to different ACDC categories, giving differentiated access opportunities to different ACDC categories. 
If network slicing is considered during access control, the added complexity is extreme without giving substantial value. For example, the network has to figure out right value for access probability for all combinations of EAB/ACDC and network slices. And, considering many different type of information regarding network slice. I.e, SST, SD, NSSAI and S-NSSAI, it seems not practical to use network slice info in access control.
Also, to consider network slice during access control, the network slice that the UE tries to access should be deterministic. i.e, the network slice that the UE tries to access should be the same as the network slice that the network assigns to the UE after N1 connection is setup. However, according to the section 4.2.2 of TS 23.502, there are two different N-SSAIs. One is requested N-SSAI which the UE sends over Registration Request message, the other one is Allowed N-SSAI which is delivered over N1 and N2 interface as a response to Registration Request. This means that the requested network slice by a UE can be different from the assigned network slice by the network. Then, there is no meaning in performing access control based on network slice.
Observation 4:
The network slice that a UE requested can be different form network slice assigned by network.

Even in SA2 email discussion (titled as “Network slicing support mandatory in UE”), it seems that support of network slicing is not mandatory either for network or for UE. 
Observation 5:
Network slice is neither mandatory for network nor mandatory for a UE.

Proposal 4:
Network-slice based access control method is not supported.

4. Proposal
It is proposed to agree:
· Proposal 1: Unified access control framework is adopted In 5G system. The target of the existing access control mechanisms in TS22.011 is still supported in unified access control framework.
· Proposal 2: For UEs in RRC Connected mode, access control is not applicable.
· Proposal 3: For UEs in RRC Inactive mode, access control is not applicable.
· Proposal 4: Network-slice based access control method is not supported.

[bookmark: _GoBack]Based on this proposal and the concept of unified access control, a CR to 22.261 is provided in S1-172025.
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