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Abstract: Considering the particularity of Platoon,we propose to add some security requirements in addition to the requirements in TS22.186 and TS22.185. 

Introduction
As the description of TR 22.886(V1.1.0),” Platooning is operating a group of vehicles in a closely linked manner so that the vehicles move like a train with virtual strings attached between vehicles”.
The “closely linked manner” can be divided into two categories:
First we can call that “temporary platoon” which means the vehicles on the road are only temporarily formed by the similar direction of travel, the speed of the vehicle or other driving performance, so that the platoon members are the same as other non-platoon members who can be authorized by the network, which has already described in TS22.185.
Another one can be called “dedicate platoon”. In addition to speed, direction and other common factors, there are other related factors for such a team, for example, belonging to the same company, or the same club. And also in TR22.886, it is depicted in use case “eV2X support for Vehicle Platooning” that “To prevent potential security threats such as revealing of the route, these messages should be supported with confidentiality and be deciphered only by the vehicles of the platoon”. For such a platoon, it is necessary for the vehicle to be able to determine the relevant attributes before joining the platoon so that it can ensure some of the information is limited to the platoon, thus the ability of authority and secure communication between members within a platoon are required. 
Proposal
According to the explanation, we propose to add the following requirement in “5.2 Requirements to support Vehicles Platooning.”
[R.5.2-004] The 3GPP network shall provide a means for the MNO to authorize a UE supporting V2X applications to authenticate peer(s), e.g. the leader of platoon authorizes other UE supporting V2X applications within a platoon.

