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6.X
Access control 
6.x.1
Description
In order to control accesses to the network, the 5G system will support access control. Similarly to EPC, the 5G access control will be based on the type of UE, UE Access Class (AC), and reason for the UE access attempt (e.g., MO data, MO signalling, etc). 
Due to the support of different network slices, the 5G system will also support access control based on the network slice the UE wants to access. This allows the 5G system to control the access from UEs, applying different control based on the UE type and AC, reason for the UE access attempt, and network slice being accessed.
The intent of this section is to provide a summary of the EPC access control procedure (3GPP TS 22.011, clause 4), allowing for a unified access control procedure. The unified access control framework will be based on the existing access control procedures in 3GPP TS 22.011, clause 4, with the addition of the ability for the network to perform per-slice control. Therefore, the 5G system access control will be based on UE type (as in EPC), UE AC (as in EPC), reason for the access attempt (as in EPC) and network slice being accessed (added to 5G system).
6.x.2
Requirements
The following set of requirements are based on the requirements listed in 3GPP TS 22.011, clause 4, with the addition of the ability for the network to broadcast access control parameters per-slice. 
6.x.2.1
General

Multimedia Priority Service shall be assigned its own unique access class value (i.e., AC 11-15). The assigned AC value for Multimedia Priority Service is based on regional/national regulatory requirements and operator policy.
AC-10 indicates whether or not network access for Emergency Calls is allowed for UEs with ACs 0-9 or without an IMSI. For UEs with AC 11-15, Emergency Calls are not allowed if both AC-10 and the relevant AC (i.e, AC 11-15) are barred. Otherwise, Emergency Calls are allowed.

6.x.2.2
Access Control in IDLE mode
6.x.2.2.1
Parameters for access control in IDLE mode
For IDLE mode, the 5G system shall be able to support access control based on the reason for the access attempt, with the ability for the network to broadcast zero, one or more of the following parameters, per AC and per slice:
· -
Barring parameters for delay tolerant UEs:

· -
Barring parameters for when the UE is in its HPLMN, and

· -
Barring parameters for when the UE is neither in HPLMN nor in equivalent PLMN, and

· -
Barring paramters for when the UE is neither in HPLMN nor in equivalent PLMN nor in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, and
· -
Whether the barring criteria for delay tolerant UE can be overridden by barring criteria based on the reason for  the access attempt
-
Barring parameters based on the reason for the access attempt (for all UEs)
-
Barring parameters for MO data, MO signalling, response to paging, emergency call
-
Barring parameters for MMTel voice, MMTel video and SMS over IP
-
Barring parameters for up to sixteen application categories, and whether these parameters shall apply to roaming UEs
6.x.2.2.2
Barring criteria check in IDLE mode
In IDLE mode, a delay tolerant UE shall first check the delay tolerant barring criteria. A delay tolerant UE shall then check the barring criteria based on the reason for access attempt if and only if:
· -
Delay tolerant barring parameters are not broadcast by network or

· -
Delay tolerant barring criteria does not bar the UE or
· -
Delay tolerant barring criteria is allowed to be overridden by barring criteria based on the reason for access attempt
All other UEs shall check the barring criteria based on the reason for the access attempt.
Barring criteria based on the reason for the access attempt shall be done as follows:
-
A UE that starts MMTel voice, MMTel video or SMS over IP shall use the MMTel voice, MMTel video or SMS over IP barring parameters, respectively. If these parameters are not broadcast by the network, the UE shall use the MO data barring parameters, if they are configured by the network. 

-
A UE that starts other services (other than MMTel voice, MMTel video or SMS over IP) shall use the barring parameters for the category of that application. If those parameters are not broadcast by the network, the UE shall use the MO data barring parameter, if they are broadcast by the network. The applications on the UE that are not assigned to any ACDC category shall be treated by the UE as part of the lowest ACDC category broadcast by the serving network
6.x.2.2
Access Control in CONNECTED mode

In CONNECTED mode, similar control as SSAC shall apply to all UEs, per access class and per slice: 
· -
Barring parameters for connected mode (for all UEs): 

· -
Barring parameters for MMTel voice, MMTel video, per access class and per slice

Other types of access control for UEs in CONNECTED mode are FFS.
