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9
Critical support applications related use cases

9.1
Overview


Critical applications are essential for train movements, safety, shunting, presence, trackside maintenance, legal aspects such as emergency communications, etc.
9.2
Assured voice communication (AVC)

9.2.1
Introduction

In this chapter the use cases related to the function of assured voice communication are defined. Assured Voice Communication (AVC) shall provide an indication to FRMCS-users as soon as a voice communication link is interrupted. It is invoked on an existing voice communication between two or more FRMCS-users. 

The following use cases are defined:

-
Invocation of AVC

-
Stopping AVC

-
Degradation of a communication link

-
Extension of AVC

9.2.2
Use case: Invocation of Assured Voice Communication

9.2.2.1
Description

This use case describes the invocation of Assured Voice Communication.
9.2.2.2
Pre-conditions

A FRMCS-user is part of a voice communication with one or more FRMCS-users for which Assured Voice Communication can be invoked either automatically or manually.

9.2.2.3
Service flows

Automatic Invocation

Upon establishment of a voice communication for which automatic AVC is activated, AVC will be invoked by the FRMCS system.

The involved FRMCS-users are informed about the successful activation of AVC.

Manual Invocation

The user invokes AVC in the FRMCS system.

The involved FRMCS-users are informed about the successful activation of AVC.

9.2.2.4
Post-conditions

The voice communication links of all FRMCS-users involved in the communication are supervised.

9.2.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-9.2.2-001]
	Upon establishment of a voice communication for which automatic AVC is activated, AVC shall be invoked by the FRMCS system.
	A
	Not covered
	 

	[R-9.2.2-002]
	If entitled, a FRMCS-user shall be able to invoke AVC manually.
	A
	Not covered
	 


9.2.3
Use case: Stopping Assured Voice Communication

9.2.3.1
Description

This use case describes the deactivation of the communication link supervision.
9.2.3.2
Pre-conditions

A FRMCS-user is part of a voice communication with one or more FRMCS-users for which Assured Voice Communication was invoked. 
9.2.3.3
Service flows

Automatic stopping

If the ongoing voice communication is terminated by one of the involved users, the Assured Voice Communication is stopped.

The involved FRMCS-users are informed about the successful stop of AVC.

Manual stopping

The FRMCS user who has previously manually invoked AVC may stop AVC.

The involved FRMCS-users are informed about the successful stop of AVC.

9.2.3.4
Post-conditions

Automatic stopping

The FRMCS-user is no longer part of a voice communication with one or more FRMCS-users.

Manual stopping

The FRMCS-user is still part of a voice communication with one or more FRMCS-users.

9.2.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-9.2.3-001]
	If the voice communication is terminated stopping of AVC shall be done by the FRMCS system automatically.
	A
	Not covered
	 

	[R-9.2.3-002]
	Only the FRMCS-user who requested the end-to-end supervision shall be able to stop AVC.
	A
	Not covered
	 


9.2.4
Use case: – Interruption of a communication link

9.2.4.1
Description

Alternative 1: The FRMCS system provides a so called negative notification to the FRMCS-users as soon as voice communication link is interrupted.

Alternative 2: A positive notification will be given by the FRMCS system as long as the voice communication link is unaffected.

9.2.4.2
Pre-conditions

A FRMCS-user is part of a voice communication with one or more FRMCS-users.

AVC is invoked on all links of the voice communication.

9.2.4.3
Service flows

Positive Notification

The FRMCS system continuously checks whether the voice communication links are unaffected.

The FRMCS system indicates to all FRMCS-users involved in the voice communication service is working properly e.g.by a periodic audio signal.

If an interruption of at least one of the communication links is detected, the positive notification is immediately stopped.

If AVC itself fails, the positive notification shall be stopped immediately.

Active speech transmission shall suppress the positive notification to all FRMCS-users involved.

Optionally all FRMCS-users have to confirm their availability periodically (e.g. by pressing a button or by talking). If this confirmation is not received, AVC shall be stopped immediately.

A FRMCS user terminating his participation in the voice communication shall immediately stop AVC.

When AVC is stopped the ongoing voice communication is continued. Assured Voice Communication may be reinvoked for the remaining FRMCS-users of the ongoing voice communication.

Negative Notification

The FRMCS system continuously checks whether the voice communication links are unaffected.

If a degradation of a voice communication link is detected the FRMCS system warns all involved FRMCS-users, e.g. by generating a warning audio signal. If possible, the FRMCS-user with the interrupted communication link shall also be warned.

If AVC itself fails, the negative notification shall be given immediately e.g. by a warning tone.

A FRMCS user terminating his participation in the voice communication shall stop AVC and a negative notification shall be given immediately e.g. by a warning tone.

Optionally all FRMCS-users have to confirm their availability periodically (e.g. by pressing a button or by talking). If this confirmation is not received, AVC shall be stopped and a negative notification shall be given immediately e.g. by a warning tone. 
When AVC is stopped the ongoing voice communication is continued. Assured Voice Communication may be reinvoked for the remaining FRMCS-users of the ongoing voice communication.

9.2.4.4
Post-conditions

The voice communication between the remaining FRMCS-users continues.

9.2.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-9.2.4-001]
	The FRMCS system shall be able to continuously supervise the voice communication links to all involved FRMCS-users.
	A
	Not covered
	 

	[R-9.2.4-002]
	If a degradation of a voice communication link is detected, the remaining FRMCS-users shall be informed. The ongoing voice communication among the remaining FRMCS-users shall continue. 

A FRMCS-user quitting the communication shall cause the AVC to stop.
	A
	Not covered
	 

	[R-9.2.4-003]
	The FRMCS system shall be able to inform the FRMCS users of an interrupted voice communication link by either positive or negative notification.
	A
	Not covered
	 

	[R-9.2.4-004]
	In case of positive notification all FRMCS users shall receive a periodic audio signal while no voice communication is ongoing. Active speech transmission shall supress the positive notification.
	A
	Not covered
	 

	[R-9.2.4-005]
	In case of negative notification all FRMCS users shall receive an audio signal when an interrupted voice communication link is detected, the AVC has failed or a FRMCS terminated his participation in the voice communication.
	A
	Not covered
	 

	[R-9.2.4-006]
	Negative notification shall be stopped after acknowledgement by all remaining FRMCS users in the voice communication.
	A
	Not covered
	 


9.2.5
Use case: Extension of Assured Voice Communication

9.2.5.1
Description

The assured voice communication application shall provide the ability to extend an assured voice communication to a user who has joined an ongoing communication.

9.2.5.2
Pre-conditions

The use of Assured Voice Communication is activated for the ongoing voice communication.

9.2.5.3
Service flows

If a user joins an ongoing assured voice communication, the initiator of the assured voice communication is informed. The joining user is not supervised yet but is part of the communication.

The initiator shall have the option to extend the assured voice communication to this new user.

9.2.5.4
Post-conditions

If the assured voice communication is extended, the new user is supervised by the assured voice communication.  

If the assured voice communication is not extended to the new user, the new user is not supervised by the assured voice communication, but remains part of the existing ongoing communication.  

9.2.5.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-9.2.5-001]
	The initiator shall be able to extend the AVC to a new FRMCS user in the communication.
	A
	Not covered
	 


9.3
Role management and presence

9.3.1
Introduction

In this chapter the use cases related to role management and presence are defined: 

· Registration  to a functional identity

· Deregistration of a functional identity

· FRMCS-user changing functional identity 

· User log-in to the system

· User log-out from the system

· Presentation of identities

· Interrogation of identities within a certain context

Examples of role management, like functional roles, functional identities, FRMCS equipment identities, etc. in the railway environment are covered by annex A.

Note: The FRMCS equipment further referred to in this section consists of a 3GPP UE on which the FRMCS application resides.

Editor's Note: 
The note above needs to be moved to definitions section
Also definition of functional identity etc. needs to be added to definitions section

9.3.2
General pre-conditions 

In order to fully understand the uses cases in this chapter, Figure 9.3.2-1 illustrates the different steps required to complete the registration process.
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Figure 9.3.2-1: Example of role management
In this definition it is needed to make a distinction between different types of end user devices. The following are, as a principle, defined:

a) Equipment without MMI, without the possibility to be addressed via a functional identity related to the equipment (e.g. sensor in the track or simple modem operation)

b) Equipment that can be registered to a functional identity related to the equipment (e.g. maintenance log collecting device connected to a power station) but without other FRMCS user login 

c) Equipment that can be registered to a functional identity and that allows a FRMCS user to login and register to functional identities related to the user (e.g. cab radio)

d) Equipment that cannot register to a functional identity, but that allows a FRMCs user to login and to register to functional identities related to the user (e.g. a generic handheld device)

Steps:

1. UE-Power on: The end user device has started up and is attached to the FRMCS network on telecoms level. The end user device is reachable via its subscriber identity address.

2. Start FRMCS application: On the end user device the applicable FRMCS application(s) start up and are ready for use.

3. FRMCS equipment login: The equipment is logging in into the FRMCS system on application level.

4. Initialise equipment type: the type of equipment used is identified. This can be changed at any time depending on the use.

At this stage of the user flow four different routes can be followed, based on the determined equipment type of the end user device.

Type a) “sensor”:

· No action required. The FRMCS equipment is now reachable via its subscriber identity address.

After this step the process of registration is completed.

Type b) “PA”:

· Register to a functional number: the equipment will request for a registration on a functional number. This functional number is related to the equipment and identifies the device, like a PA system on a train.

· Functional identity added: the request for a functional identity is granted by the FRMCS system. The end user device is now reachable via its functional identity (and its subscriber identity address).

After this step the process of registration is completed.

Type c) “cab radio”:

· Register to a functional number: the user will request for a registration on a functional number. This functional number is related to the user and identifies where the equipment is used, like a cab radio in a cabin of a train.

· Functional identity added: the request for a functional identity is granted by the FRMCS system. The FRMCS equipment is now reachable via its functional identity related to the equipment (and its subscriber identity address).

Type d) “Handheld”:

· For an equipment type like a handheld, it is likely that a functional registration will not take place related to the position. 
Next, for both the types c) and d) the following steps apply:

· User login dialog: the user is presented with a log-in MMI action. The user can now login into the end user device via his credentials. This can be functional or personal.

· FRMCS-User: The user is now identified by the FRMCS system. The FRMCS equipment is now reachable via its user identity (and its functional identity related to the equipment, and its subscriber identity address).

· Register to a functional number: the user will request for a registration on a functional number. This functional number is related to the user and identifies where the equipment is used, like a cab radio in a cabin of a train.

· Functional identity added: the request for a functional identity is granted by the FRMCS system. The FRMCS equipment is now reachable via its functional identity related to the user (and its functional identity related to the equipment, and its user identity, and its subscriber identity address).

After this step the process of registration is completed.

Note: 
Use cases related to power up the UE until complete initialisation of the equipment type are covered in chapter 5.

9.3.2.1
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.2-001]
	The FRMCS system shall be able to make use of the underlying transport system's subscriber identities.
	A
	22.280
	This requirement can be supported by existing MCCore requirements.

	[R-9.3.2-002]
	The FRMCS system shall support a FRMCS-user identity per FRMCS-user.
	A
	22.280
	This requirement can be supported by existing MCCore requirements.

	[R-9.3.2-003]
	The FRMCS system shall support functional identities.
	A
	22.280
	This requirement is partly covered by MCCore, new and additional types of identities need to be supported.

	[R-9.3.2-004]
	The UE shall be reachable by its subscriber identity.
	A
	22.280
	This requirement can be supported  by existing 3GPP requirements.

	[R-9.3.2-005]
	The FRMCS-user shall be reachable by its FRMCS-user identity.
	A
	22.280
	This requirement can be supported by existing MCCore requirements.

	[R-9.3.2-006]
	The FRMCS-user shall be reachable by its functional identity/ies.
	A
	22.280
	This requirement is partly covered by MCCore, new and additional types of identities need to be supported.

	[R-9.3.2-007]
	At the time of initialisation the FRMCS-system shall be able to determine the FRMCS equipment type.
	A
	Not covered
 

	


9.3.3
Use case: Registration to a functional identity

9.3.3.1
Description

A FRMCS-user or the FRMCS equipment shall be able to register to one or multiple functional identities. A functional identity can therefore be equipment related or user related.
9.3.3.2
Pre-conditions

The equipment type is identified. 

Functional registration of the user, the user is logged in into the FRMCS system. 

9.3.3.3
Service flows

Requested functional identity is not in use

The FRMCS-user or the FRMCS-equipment selects the functional identity. The identity can be selected from a list based on the location of the FRMCS-user, operational schedules, etc. or the functional identity can be entered manually.

The FRMCS-user or the FRMCS-equipment requests the FRMCS system to register the new functional identity.

The FRMCS system informs the FRMCS-user or the FRMCS-equipment about the outcome of the registration request.

Requested functional identity that is in use

The FRMCS-user or the FRMCS-equipment selects the functional identity. The identity can be selected from a list based on the location of the FRMCS-user, operational schedules, etc. or the functional identity can be entered manually.

The FRMCS-user or the FRMCS-equipment requests the FRMCS system to register the new functional identity.

The FRMCS-user is or the FRMCS-equipment informed of the functional identity already in use.

The FRMCS-user or the FRMCS-equipment shall be able to select from the following options:

· Cancel the registration

· If the selected functional identity allows take over the functional identity.

· If the selected functional identity allows register as an additional FRMCS-user to this functional identity.

The FRMCS system informs the FRMCS-user about the outcome of the registration request.

In the case of taking over a functional identity, the FRMCS system deregisters the other FRMCS-user or FRMCS-equipment from this particular functional identity. The deregistered FRMCS-user or the FRMCS-equipment gets informed about the deregistration by the FRMCS system.

Registration by the Railway Subsystem of the FRMCS system

Based on the user identification, operational conditions, like schedules when entering the train, location, time, recent activity etc., the Railway Subsystem shall be able automatically register a FRMCS user or an FRMCS equipment to a functional identity. 

The FRMCS-user gets informed about the registration by the FRMCS system.

9.3.3.4
Post-conditions

In case of successful registration, the FRMCS-user or the FRMCS-equipment can be reached based on the functional identity. The FRMCS-user or the FRMCS-equipment can be registered to different functional identities. The FRMCS-user or the FRMCS-equipment are also reachable by using the FRMCS equipment identity, the FRMCS user identity (if logged in) and its subscriber identity.

If the FRMCS system has not accepted the registration, the FRMCS-user or the FRMCS-equipment cannot be reached on a particular functional identity.

9.3.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.3-001]
	The FRMCS-user or the FRMCS-equipment shall be able to register to a functional identity.
	A
	Not covered
	

	[R-9.3.3-002]
	To select from, the FRMCS system shall provide the FRMCS-user or the FRMCS-equipment a list of functional identities. The list contains functional identities based on a certain context, like location of the user, operational schedule, etc. The FRMCS-user or the FRMCS-equipment shall also be able to perform a registration of an unlisted functional identity.
	A
	Not covered
	

	[R-9.3.3-003]
	The FRMCS system shall inform the FRMCS-user or the FRMCS-equipment of the outcome of the registration request.
	A
	Not covered
	

	[R-9.3.3-004]
	In the case the functional identity is already in use, the FRMCS system shall advise the FRMCS-user or the FRMCS-equipment about options to 

•
cancel the registration, 

•
take over the functional identity 

•
register as an additional identity.
	A
	Not covered
	

	[R-9.3.3-005]
	The FRMCS system shall be able to register a FRMCS-user or the Railway Subsystem without human intervention. For example, automatic registration can be initiated by: 

•
user identification

•
operational conditions, like schedules when entering the train (for example by using Near Field Communication, Smart Card etc.)

•
location 

•
time 

•
recent activity 

•
Smart cards or RFID tokens in the vicinity of the UE

•
FRMCS equipment type

•
etc.
	A
	Not covered
	

	[R-9.3.3-006]
	The FRMCS system shall support multiple functional identities per FRMCS user or FRMCS equipment.
	A
	Not covered
	


9.3.4
Use case: Deregistration of a functional identity

9.3.4.1
Description

A FRMCS-user or the FRMCS-equipment shall be able to deregister from one or multiple functional identities. 

9.3.4.2
Pre-conditions

The FRMCS-user user or the FRMCS-equipment has at least one functional identity. 

9.3.4.3
Service flows

Deregistration functional identity initiated by the FRMCS-user

The FRMCS-user or the FRMCS-equipment chooses the functional identities to be deregistered among the list of currently registered functional identities by:

· electing a set of functional identities (the application may select the appropriate set of functional identities automatically)

· selecting one functional identity

The FRMCS system informs the FRMCS user or the FRMCS-equipment about the outcome of the registration request.

Deregistration by the Railway Subsystem

Based on certain criteria the FRMCS system deregisters a FRMCS-user or the FRMCS-equipment from one or multiple functional identities and informs the FRMCS-user or the FRMCS-equipment about the deregistration. 

For example, possible criteria are timer, location, operational schedules, another FRMCS-user taking over the functional identity.

9.3.4.4
Post-conditions

If the FRMCS system has deregistered the functional identity, the previously registered FRMCS-user(s) or FRMCS-equipment are not any longer reachable on this particular functional identity.

If the FRMCS system was unable to deregister the functional identity, the actually registered FRMCS-user or FRMCS-equipment remains active and can be reached on this functional identity.

In addition, the FRMCS user is reachable using the FRMCS equipment identity, its user identity (if logged in) and its subscriber identity.

9.3.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.4-001]
	The FRMCS-user or the FRMCS-equipment shall be able to deregister from a functional identity.
	A
	Not covered
	

	[R-9.3.4-002]
	During the deregistration process, the FRMCS system shall provide a list of functional identities to the FRMCS-user or the FRMCS-equipment, to select for deregistration.
	A
	Not covered
	

	[R-9.3.4-003]
	The FRMCS-user or the FRMCS-equipment shall also be able to perform a deregistration of a functional identity that might not be part of the list provided by the FRMCS system. Then a manual input is required by the FRMCS user.
	A
	Not covered
	

	[R-9.3.4-004]
	The FRMCS system shall inform the FRMCS-user or the FRMCS-equipment about the outcome of a deregistration request.
	A
	Not covered
	

	[R-9.3.4-005]
	At any time, the Railway Subsystem of the FRMCS system shall be able to deregister any functional identity.

 An automatic deregistration request can be based on:

•
user identification

•
operational conditions, like schedules when entering the train (for example by using Near Field Communication, Smart Card etc.)

•
location 

•
time 

•
recent activity 

•
Smart cards or RFID tokens in the vicinity of the UE

•
FRMCS equipment type

•
etc.
	A
	Not covered
	


9.3.5
Use case: User log-in to the FRMCS system 

9.3.5.1
Description

The user is identified by the FRMCS system.

9.3.5.2
Pre-conditions

The equipment type is initialised.

The FRMCS equipment provides suitable means to the user to log in.

9.3.5.3
Service flows

The user performs the log-in procedure. 

Successful identification

The user is informed about the successful log-in into the FRMCS system. The user has now become a FRMCS-user identified by a FRMCS-user identity.

Unsuccessful identification

The user is informed about the unsuccessful log-in to the FRMCS system. The user is redirected to the log-in procedure.

9.3.5.4
Post-conditions

The FRMCS-user is identified in the FRMCS system and can register a functional identity.

The FRMCS-user is reachable by the FRMCS-user identity.

9.3.5.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.5-001]
	The FRMCS system shall allow a user to log into the FRMCS system to make use of the services provided by the FRMCS system
	A
	Not covered
	

	[R-9.3.5-002]
	The FRMCS system shall provide service only to FRMCS-users logged in into the FRMCS system.
	A
	Not covered
	

	[R-9.3.5-003]
	Additionally, after logging in, the FRMCS-user shall be able to register a functional identity in the FRMCS system.
	A
	Not covered
	


9.3.6
Use case: User log-out from FRMCS system 

9.3.6.1
Description

The FRMCS-user is logged out of the FRMCS system. 

9.3.6.2
Pre-conditions

The FRMCS user is logged-in the FRMCS system.

9.3.6.3
Service flows

The FRMCS-user performs the log-out procedure.

Successful log-out

The FRMCS system deregisters all functional identities of the FRMCS-user.

The FRMCS system logs out the FRMCS-user.

The FRMCS-user is informed about the successful log-out from the FRMCS system. 

Unsuccessful log-out

The FRMCS-user is informed about the unsuccessful log-out to the FRMCS system.

9.3.6.4
Post-conditions

The FRMCS-user is logged out of the FRMCS system. The FRMCS equipment is still registered to the FRMCS system. 

The FRMCS equipment is reachable by the subscriber identity.

9.3.6.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.6-001]
	The FRMCS system shall provide a notification to the FRMCS-user when the FRMCS-user is logged-out of the FRMCS system
	A
	Not covered
	

	[R-9.3.6-002]
	The FRMCS system shall provide the FRMCS-user the necessary means to log out of the FRMCS system.
	A
	Not covered
	

	[R-9.3.6-003]
	By logging out all functional identities of a FRMCS-user are deregistered from the FRMCS system.
	A
	Not covered
	

	[R-9.3.6-004]
	After logging out the FRMCS-user, the FRMCS equipment shall be reachable via the subscriber identity.
	A
	Not covered
	


9.3.7
Use case: Presentation of identities

9.3.7.1
Description

A FRMCS-user or the FRMCS-equipment shall be able to be identified by the functional identity (ies) to other FRMCS-users 

9.3.7.2
Pre-conditions

The FRMCS-user or the FRMCS-equipment is registered to at least one functional identity.

9.3.7.3
Service flows

During call initiation

The identities of the initiating entity (functional identity of a user, functional identity of equipment, user identity and subscriber identity) are to be passed and presented to the other FRMCS-users during communication.

The FRMCS system passes the appropriate functional identity(ies) based on a certain context (like location, destination, time, local configuration, selection from the initiating entity, etc.).

If multiple functional identities are used by the FRMCS-user, the presentation is based on certain context (e.g. a call to a train controller shows the running number, a call to a maintenance controller shows the engine number).

If the functional identity is not available, the FRMCS-user identity is to be presented.

If the functional identity and the FRMCS-user identity are not available, the subscriber identity is to be presented.

During a call

The identities of the connected FRMCS-user(s) (functional identity of a user, functional identity of equipment, user identity and subscriber identity) are forwarded to the FRMCS-users participating to the call.

The FRMCS system passes the appropriate functional identity(ies) based on a certain context (like location, destination, time, local configuration, etc.).

If multiple functional identities are used by the FRMCS-user, the presentation is based on certain context (e.g. a call to a train controller shows the running number, a call to a maintenance controller shows the engine number).

If the functional identity is not available, the FRMCS-user identity is to be presented.

If the functional identity and the FRMCS-user identity are not available, the subscriber identity is to be presented.

The functional identity(ies) of the talking FRMCS-user is/are to be indicated to the listening FRMCS-user(s).

If the functional identity is not available, the FRMCS-user identity is to be presented.

If the functional identity and the FRMCS-user identity are not available, the subscriber identity is to be presented.

9.3.7.4
Post-conditions

The FRMCS-users are informed about the FRMCS-user initiating the communication initiator.

The FRMCS-user is informed about who is participants of the call.

The FRMCS-user has at least one functional identity.

9.3.7.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.7-001]
	During communication initiation, the identities of the initiating entity (functional identity of a user, functional identity of equipment, user identity and subscriber identity) shall be passed to the FRMCS-user(s) of the receiver(s) of the call.
	A
	22.280
	This requirement is partly covered by MCCore, new and additional types of identities need to be supported.]

	[R-9.3.7-002]
	During a communication, the identities of the connected FRMCS-user(s) (functional identity of a user, functional identity of equipment, user identity and subscriber identity) shall be sent to the FRMCS-user(s) participants of the call.
	A
	22.280
	This requirement is partly covered by MCCore, new and additional types of identities need to be supported.

	[R-9.3.7-003]
	The FRMCS-user(s) shall be presented with the appropriate functional identity(ies) based on a certain context (like location, destination, time, local configuration, etc.).
	A
	Not covered
	

	[R-9.3.7-004]
	If the functional identity is not available, the FRMCS System shall present the FRMCS-user identity.
	A
	Not covered
	

	[R-9.3.7-005]
	If both the functional identity and the FRMCS-user identity are not available, the FRMCS system shall present the subscriber identity.
	A
	Not covered
	


9.3.8
Use case: Interrogation of identities within a certain context

9.3.8.1
Description

A FRMCS-user or the FRMCS-equipment is able to recognize which other functional identities are present within a certain context (for example train, region, communication group, Railway Emergency Communication, all drivers on a station, etc.). 

9.3.8.2
Pre-conditions

The FRMCS-equipment is initialised.

9.3.8.3
Service flows

Interrogation of functional identities

The FRMCS-user or the FRMCS-equipment can interrogate the FRMCS system to recognize the own functional identity(ies) or the functional identity of other  FRMCS-users or FRMCS-equipment based on a FRMCS-user identity or a subscriber identity.

The FRMCS system returns the functional identity(ies) of the particular FRMCS-user or FRMCS-equipment.

Interrogation of FRMCS-user identities 

The FRMCS-user or the FRMCS-equipment can interrogate the FRMCS system to recognize the own or other FRMCS-user identity of FRMCS-user(s) based on a functional identity or a subscriber identity.

The FRMCS system returns the FRMCS-user identity of the particular FRMCS-user(s).

Interrogation of a subscriber identity

The FRMCS-user or the FRMCS-equipment can interrogate the FRMCS system to recognize the own or other FRMCS equipment identity based on a functional identity or a FRMCS-user identity.

The FRMCS system returns the particular subscriber identity.

Interrogation of functional identity(ies) in a certain context

The FRMCS-user or the FRMCS-equipment can interrogate the FRMCS system to recognize the functional identities of own or other FRMCS-users within a certain context.

The FRMCS system returns to the FRMCS-user or the FRMCS-equipment a set of functional identities (own or other) within the certain context.

9.3.8.4
Post-conditions

The requesting FRMCS-user or FRMCS-equipment is informed about the own or other FRMCS-users / FRMCS-equipment with a functional identity within a certain context, for example train, region, communication group, Railway Emergency Communication, all drivers on a station, etc.

9.3.8.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.3.8-001]
	The FRMCS-user or the FRMCS-equipment shall be able to interrogate the FRMCS system to provide the functional identity(ies) registered to a certain FRMCS-user identity. 

The FRMCS system shall return the functional identity(ies) of the FRMCS-user.
	A
	Not covered
	

	[R-9.3.8-002]
	The FRMCS-user or the FRMCS-equipment shall be able to interrogate the FRMCS system to provide the functional identity(ies) based on a subscriber identity. 

The FRMCS system shall return the functional identity(ies) of a subscriber identity.
	A
	Not covered
	

	[R-9.3.8-003]
	The FRMCS-user or the FRMCS-equipment, shall be able to interrogate the FRMCS system to provide the FRMCS-user identity registered to a functional identity. 

The FRMCS system shall return the FRMCS-user identity/identities.
	A
	Not covered
	

	[R-9.3.8-004]
	The FRMCS-user or the FRMCS-equipment, shall be able to interrogate the FRMCS system to provide the FRMCS-user identity based on a subscriber identity. 

The FRMCS system shall return the FRMCS-user identity/identities.
	A
	Not covered
	

	[R-9.3.8-005]
	The FRMCS-user or the FRMCS-equipment, shall be able to interrogate the FRMCS system to provide the subscriber identity based on a functional identity

The FRMCS system shall return the subscriber identity(ies).
	A
	Not covered
	


9.4
Location services related use cases

9.4.1
Introduction

In this chapter the use cases related to location services are defined. The following use cases are defined:

· Provide location information 

· Request for location information

· Request for identities based on location

9.4.2
Use Case: Provide location information

9.4.2.1
Description

The FRMCS equipment provides its location information to the FRMCS system for further processing e.g. for automatic train operation. External systems can be supported in providing additional location information with or without functional identity reference to the FRMCS system for further processing. 

The location information may be shared directly with other applications on the same FRMCS equipment without the involvement of the FRMCS system.

9.4.2.2
Pre-conditions

The FRMCS equipment supports some mechanisms to obtain its location.

9.4.2.3
Service flows

The FRMCS equipment determines its current location in a periodic or an event-triggered manner. The frequency of the location reporting may change according to the application requirements.

The FRMCS equipment reports location information that may include its applicable FRMCS equipment identity. At any time, upon request, the FRMCS equipment shall be able to report its location information.

External systems can provide additional information to the FRMCS system in order to improve location accuracy of an FRMCS equipment.

The received location information is stored by FRMCS system.

In case of periodic location reporting, the FRMCS system supervises the continuous supply of the location information. If the supply of periodic location information by the FRMCS equipment stops, the FRMCS system initiates the re-establishment of the periodic location information data flow. The FRMCS system can correlate other identities from the FRMCS equipment identity.

9.4.2.4
Post-conditions

The location information of the FRMCS equipment is available in the FRMCS system. 

9.4.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.4.2-001]
	The FRMCS equipment shall be able to provide its location to the FRMCS system.
	A
	22.280
	This requirement can be supported by existing 3GPP requirements

	[R-9.4.2-002]
	The FRMCS system shall be able to request the FRMCS equipment to provide its location.
	A
	22.280
	This requirement can be supported by existing 3GPP requirements

	[R-9.4.2-003]
	The FRMCS system shall be able to request the FRMCS equipment to provide its location periodically.
	A
	22.280
	This requirement can be supported by existing 3GPP requirements

	[R-9.4.2-004]
	The FRMCS system shall be able to request the FRMCS equipment to stop providing its location periodically.
	A
	22.280
	This requirement can be supported by existing 3GPP requirements

	[R-9.4.2-005]
	The FRMCS system shall be able to handle additional location information from other external sources.
	A
	Not covered
	


9.4.3
Use Case: Request for location information

9.4.3.1
Description

A FRMCS-user, an application or an external system can request the location information of a functional identity, FRMCS-user identity or FRMCS equipment identity from the FRMCS system. 

9.4.3.2
Pre-conditions

The FRMCS-user, an application or an external system, is entitled to request location information from the FRMCS system.

9.4.3.3
Service flows

A FRMCS-user, an application or an external system requests location information to the FRMCS system based on a functional identity, FRMCS-user identity or FRMCS equipment identity.

The location requesting entity can request for a single location information or a periodical update of the location information.

The location requesting entity can send a request to the FRMCS system to stop the periodical update of location information.

Positive outcome

The FRMCS system provides the location information as requested, either once or periodically.

Negative outcome

The location information is not available or the identity is not known in the FRMCS system. 

The FRMCS system sends a response back to the requesting FRMCS-user, application or external system if the location information is not available. 

9.4.3.4
Post-conditions

The location information is provided, if available. 

9.4.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.4.3-001]
	Upon request from FRMCS-users, applications or external systems the FRMCS system shall be able to provide the location information of a functional identity, FRMCS-user identity or FRMCS equipment identity.
	A
	22.280
	This requirement is partly covered by existing 3GPP Location Services and MCCore requirements.

	[R-9.4.3-002]
	Upon request from FRMCS-users, applications or external systems the FRMCS system shall be able to periodically provide the location information of a functional identity, FRMCS-user identity or FRMCS equipment identity.
	A
	22.280
	This requirement is partly covered by existing 3GPP Location Services and MCCore requirements.

	[R-9.4.3-003]
	The FRMCS system shall only allow the FRMCS-user, the application or the external system initially requesting periodic location reporting to stop the periodic location reporting.
	A
	22.280
	This requirement is partly covered by existing 3GPP Location Services and MCCore requirements.


9.4.4
Use Case: Request for identities in a certain area

9.4.4.1
Description

A FRMCS-user, an application or an external system can request identities based on location information from the FRMCS system.

9.4.4.2
Pre-conditions

The FRMCS-user, an application or an external system, is entitled to request location information from the FRMCS system.

9.4.4.3
Service flows

The FRMCS-user, an application or an external system requests the FRMCS system to provide a list of functional identities, FRMCS-user identities or FRMCS equipment identities at a certain point, area, station, track section, etc.

The FRMCS-user, an application or an external system can request the list of identities to be given once or periodically by the FRMCS system.

Only the FRMCS-user, the application or the external system initially requesting periodic reporting can stop the periodic reporting by the FRMCS system.

9.4.4.4
Post-conditions

The FRMCS system provides the list of identities as requested.

9.4.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.4.4-001]
	The FRMCS system shall allow a FRMCS-user, an application or an external system to request a list of functional identities, FRMCS-user identities or FRMCS equipment identities in a certain area either periodically or as a onetime request.
	A
	22.280
	This requirement is partly covered by existing 3GPP Location Services and MCCore requirements.

	[R-9.4.4-002]
	The FRMCS system shall be able to provide the list of identities and their location to the requesting FRMCS-user, application or external system either periodically or as a onetime report.
	A
	22.280
	This requirement is partly covered by existing 3GPP Location Services and MCCore requirements.

	[R-9.4.4-003]
	The FRMCS system shall allow only the requesting FRMCS-user, application or external system to stop the periodic reporting.
	A
	22.280
	This requirement is partly covered by existing 3GPP Location Services and MCCore requirements.


9.5
FRMCS-user communication handling related use cases

Editor's Note: Consideration to be spend on floor control use vs conference call mode of operation

9.5.1
Introduction

In this chapter the use cases related to the function of inviting a FRMCS-user to a communication are defined. 

· Invite-a-FRMCS-user to a FRMCS communication

· FRMCS-user receiving an invitation to a FRMCS communication

· FRMCS-user accepting an invitation to a FRMCS communication

· FRMCS-user rejecting an invitation to a FRMCS communication

· FRMCS-user ignoring an invitation to a FRMCS communication

9.5.2
Use Case: Inviting-a-FRMCS-user to a voice communication

9.5.2.1
Description

A FRMCS-user can invite another FRMCS-user to a new or an existing voice communication. 

9.5.2.2
Pre-conditions

The inviting FRMCS-user might or might not be  part of an already established FRMCS voice communication of two or more FRMCS-users.
9.5.2.3
Service flows

Inviting user

From a list of FRMCS users provided by the FRMCS system or by entering an unlisted identity, the inviting FRMCS user selects another FRMCS user, or a pre-defined group of users, to be invited. 

9.5.2.4
Post-conditions

The FRMCS-user(s) have been invited.

The inviting FRMCS-user remains connected to the FRMCS voice communication involving two or more FRMCS-users.

9.5.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.5.2-001]
	If entitled to, a FRMCS-user shall be able to invite another FRMCS-user to join a voice communication.
	A
	22.280
	This requirement is covered Phonebook functionality in MC Specs requirements

	[R-9.5.2-002]
	The FRMCS system shall provide a list of identities for the inviting FRMCS user to select from.
	A
	Not covered
	

	[R-9.5.2-003]
	The invitation request shall either be based on the functional identity, FRMCS user identity, FRMCS equipment identity.
	A
	22.280
	This requirement is partly covered by MCCore requirements, new types of identities need to be supported.


9.5.3
Use Case: FRMCS-user receiving an invitation to a voice communication

9.5.3.1
Description

A FRMCS-user will receive the invitation originated by the inviting FRMCS-user.

9.5.3.2
Pre-conditions

The FRMCS-user may or may not be involved in voice communication.
9.5.3.3
Service flows

The invitation is indicated to the FRMCS-user by audible and visual notification.

9.5.3.4
Post-conditions

The FRMCS-user has received the invitation.

Voice communication of the invited FRMCS-user continues unaffected.

9.5.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.5.3-001]
	If entitled to, a FRMCS user shall be able to receive invitations to voice communication(s), independent of being involved in communication.
	A
	Not covered
	


9.5.4
Use case: FRMCS-user accepting an invitation to a voice communication

9.5.4.1
Description

A FRMCS-user can accept the invitation sent by the inviting FRMCS-user. 

9.5.4.2
Pre-conditions

The FRMCS-user has received an invitation to a voice communication which is not yet expired.

9.5.4.3
Service flows

Invited FRMCS-user not involved in a voice communication

The FRMCS-user accepts the invitation of the voice communication.

The FRMCS-user is joined to the voice communication.

Other FRMCS-users involved in the voice communication receive a notification that the FRMCS user has joined the communication by which the joining FRMCS-user is identified to the other FRMCS-users. 

Invited FRMCS-user is involved in a voice communication

The FRMCS-user accepts the invitation of the voice communication.

The FRMCS system prompts the invited FRMCS-user about the treatment of the existing voice communication.

The FRMCS-user may have the choice between some or all of these options: 

· Terminate: The FRMCS-user terminates the current voice communication.

· Leave the existing voice communication. If the communication consisted only of two participants, a participant leaving the communication will cause the communication to be terminated.

· Merge: The FRMCS system merges the two voice communications into one single voice communication.

Other FRMCS-users involved in the voice communication(s) are notified that the invited user has joined the communication or the communication has been merged. 

9.5.4.4
Post-conditions

The invited FRMCS-user is participating in the voice communication he was invited to.

The invited FRMCS-user is indicated as connected to the voice communication to all FRMCS-users in the communication.

The presence status of the invited user is updated with the appropriate attributes.

9.5.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.5.4-001]
	The FRMCS-user shall be able to accept an invitation to join a voice communication.
	A
	Not covered
	

	[R-9.5.4-002]
	When accepting a communication invitation, in case the FRMCS-user has a voice communication, the FRMCS-user shall be able to leave, terminate or merge the voice communication. If the FRMCS-user decides to merge the communications both voice communications shall be merged.
	A
	Not covered
	


9.5.5
Use case: FRMCS-user rejecting an invitation to a voice communication

9.5.5.1
Description

A FRMCS-user can reject the invitation sent by the inviting FRMCS-user. 

9.5.5.2
Pre-conditions

The FRMCS-user has received an invitation to a voice communication which is not expired yet.

9.5.5.3
Service flows

The FRMCS-user rejects the invitation.

The inviting FRMCS-user receives a notification that the invitation was rejected by the invited FRMCS-user.

9.5.5.4
Post-conditions

The invited FRMCS-user is not participating in the voice communication related to the received invitation.

9.5.5.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.5.5-001]
	The FRMCS-user shall be able to reject the invitation to join a voice communication.
	A
	Not covered
	

	[R-9.5.5-002]
	The inviting FRMCS-user sending the invitation shall be informed.

The inviting FRMCS-user shall be notified.
	A
	Not covered
	


9.5.6
Use case: FRMCS-user ignoring an invitation to a voice communication

9.5.6.1
Description

A FRMCS-user can ignore the invitation sent by the inviting FRMCS-user.

9.5.6.2
Pre-conditions

The FRMCS-user has received an invitation which is not yet expired.

9.5.6.3
Service flows

The invited FRMCS-user does not respond to the received invitation within a certain period of time

The inviting FRMCS-user receives a notification that the invitation was rejected as it was not accepted within a certain period of time.

9.5.6.4
Post-conditions

The invited FRMCS-user does not participate in the voice communication.

9.5.6.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.5.6-001]
	The FRMCS-user shall be able to ignore an invitation to join a communication.
	A
	Not covered
	 

	[R-9.5.6-002]
	If the receiving FRMCS user has not reacted on the invitation within a certain period of time [t1] the FRMCS system shall notify the inviting FRMCS user accordingly and stop the invitation request.
	A
	Not covered
	 


9.6
End to End Prioritisation related use cases

9.6.1
Introduction

In this chapter the use cases related to prioritisation are defined. The following use cases are defined:

· Prioritisation

This priority is an end to end priority to be applied on application layer. In certain cases priority on transport layer might be derived from this.

Note: 
For examples of role management, like functional identities, FRMCS equipment identities, etc. in the railway environment, see annex A.

9.6.2
Use case: Prioritisation

9.6.2.1
Description

The FRMCS system shall be able to prioritise different communication scenarios over each other.

9.6.2.2
Pre-conditions

The receiving FRMCS-user is logged-in into the FRMCS system.

The receiving FRMCS-user is registered into a functional identity.

The receiving FRMCS-user is involved or not involved in an ongoing communication.

9.6.2.3
Service flows

The originating FRMCS-user initiates a communication to the receiving FRMCS user.

The priority level is used to assure the appropriate priority handling of the communication by the FRMCS system.

If applicable and required the ongoing communication at the originating FRMCS user side may be released or put on hold.

If the originating FRMCS-user didn’t request for a priority level, the FRMCS system will assign a priority level.

If the originating FRMCS-user requested a priority level, the FRMCS system may accept or change the priority level.

The FRMCS system is processing the setup of the communication according to the priority level. 

The FRMCS system, decides, based on the priority level, whether the incoming communication is accepted, rejected, put on hold.

9.6.2.4
Post-conditions

The ongoing communication and the incoming communication are treated according the rules given by the priority levels.

9.6.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.6.2-001]
	When setting up a communication a FRMCS-user shall be able to request a priority level.
	A
	Not covered
	

	[R-9.6.2-002]
	The FRMCS system shall be able to accept or to change the priority level.
	A
	Not covered
	

	[R-9.6.2-003]
	In case the FRMCS-user didn’t request for a priority level, the FRMCS system shall assign a priority level.
	A
	Not covered
	

	[R-9.6.2-004]
	The FRMCS system shall process the setup of the communication according to the priority level.
	A
	Not covered
	

	[R-9.6.2-005]
	The FRMCS system, based on the priority level, shall be able to accept, reject, put on hold or queue the communication.
	A
	Not covered
	

	[R-9.6.2-006]
	The FRMCS system shall provide the priority level to the transport to assure appropriate priority handling of the communication by the transport system.
	A
	Not covered
	


9.7
Multi user talker control related use cases

9.7.1
General Description and potential requirements
In this chapter the use cases related to multi user talker control for voice communication are defined. The following use cases are defined:

· Set the number of simultaneous talkers

· Set initial talker permissions and priorities

· Request permission to talk

· Grant permission to talk

· Revoke permission to talk

Note: 
For examples of role management, like functional identities, FRMCS equipment identities, etc. in the railway environment, see annex A.

9.7.1.2
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-9.7.1-001]
	Multi user talker control shall be available for both on-net and off-net communication.
	A
	Not covered
	


9.7.2
Use case: Set the number of simultaneous talkers

9.7.2.1
Description

For multi user communication, i.e. when several users are involved in the same communication, the number of users that are granted the right to talk at the same time can be limited to either one, a limited number or unrestricted number.

The communication application (e.g. shunting team communication) will set the number of simultaneous talkers and/or the identities of involved FRMCS-users and if required other application specific criteria.

9.7.2.2
Pre-conditions

An active communication application capable to use the multi user talker control.

9.7.2.3
Service flows

The communication application sends the number of simultaneous talker(s) information to the multi user talker control.

This information is used by multi user talker control when setting up the communication.

If there is a need to change the number of simultaneous talkers, it is the communication application which sends this information to the multi user talker control.

The multi user talker control then uses this updated information for controlling the number of simultaneous talkers in the communication.

9.7.2.4
Post-conditions

The multi user talker control is aware about the number of simultaneous FRMCS-users and uses this information during communication.

9.7.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.7.2-001]
	The FRMCS system shall be able to limit the number of simultaneous talkers in a multi user communication.
	A
	Not covered
	

	[R-9.7.2-002]
	The maximum number of simultaneous talkers in a multi user communication shall be provided by the communication application. The number of simultaneous talkers can be either one, a limited number or an unrestricted number and shall be changeable during the communication.
	A
	Not covered
	 


9.7.3
Use case: Set initial talker permissions and priorities

9.7.3.1
Description

There are different requirements for talker permissions and to prioritise talkers in different communication applications.

The FRMCS-users are identified by their functional identities.

The communication application defines the talker permissions and priorities based on the functional identities and the type of communication application, e.g. railway emergency call, shunting, multi train.

One or multiple FRMCS-users can be granted with the permission to perform as talker in a certain communication. These FRMCS-users are able to request permission to talk during communication.

Certain FRMCS-user(s) that have requested the permission to talk at the same time or while another user is talking can be granted with an initial talker permission i.e. they will be given the permission first before requests of others are served independent of whether they were the first requesting the permission to talk or not.

Different FRMCS-users can be granted with a different talker priority. In case of parallel requests for permission to talk, the permission is granted to the FRMCS-user(s) with highest talker priority. The requests with identical talker priorities will be queued based on the time of request. 

9.7.3.2
Pre-conditions

An active communication application capable to use the multi user talker control.

9.7.3.3
Service flows

The communication application sends information about talker permissions and talker priorities to the multi user talker control application.

This information is used in multi user talker control when setting up the communication.

If there is a need to change the information about talker permissions and talker priorities, it is the communication application that sends this information to multi user talker control.

The multi user control then uses this updated information for controlling the talker permissions and talker priorities in the communication.

9.7.3.4
Post-conditions

The multi user control is aware of the talker permissions and talker priorities and uses this information for communication control/setup.

9.7.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.7.3-001]
	The FRMCS system shall be able to handle talker permissions and priorities as provided by the communication application, e.g. railway emergency call, shunting, multi train
	A
	Not covered
	 

	[R-9.7.3-002]
	The FRMCS system shall allow to grant several FRMCS users with the permission to perform as talker in a certain communication. 
	A
	Not covered
	 

	[R-9.7.3-003]
	FRMCS-users shall be able to request permission to talk during communication.
	A
	Not covered
	 

	[R-9.7.3-004]
	The FRMCS system shall be able to grant FRMCS users an initial talker permission (i.e.  be the first speaker in the communication) ensuring that the entitled FRMCS-user(s) are able to talk first, once the communication is established.
	A
	Not covered
	 

	[R-9.7.3-005]
	The FRMCS system shall be able to grant the permission to talk based on a FRMCS-user talker priority. In case of pending requests for permission to talk, the permission shall be granted to the FRMCS-user with highest talker priority. Requests of identical talker priority shall be handled based on the time of request.
	A
	Not covered
	 


9.7.4
Use case: Request permission to talk

9.7.4.1
Description

There are occasions in the railway environment where it is needed to mitigate the risk of miscommunication. Use cases include, for example:

· Emergency communication

· Shunting communication

· Trackside worker communication

The system shall therefore be able to limit the number of simultaneous talkers in a voice communication. 

An entitled FRMCS-user shall be able to select and de-select FRMCS-user(s) being able to talk in a voice communication.

The FRMCS-user shall be able to request the permission to talk (raise the hand).

9.7.4.2
Pre-conditions

The FRMCS-user is involved in an active voice communication. The number of simultaneous talkers is limited in this communication.

9.7.4.3
Service flows

The FRMCS-user requests permission to talk on the MMI of the communication application (e.g. by pressing a Push-to-talk button)

The communication application sends the request to the multi user talker control in the FRMCS system.

The communication application indicates on the MMI that talker permission has been requested.

9.7.4.4
Post-conditions

Permission to talk has been requested and a response from the multi user talker control in the FRMCS system expected.

9.7.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.7.4-001]
	An entitled FRMCS-user shall be able to select and de-select FRMCS-user(s) being able to talk in a voice communication.
	A
	Not covered
	 

	[R-9.7.4-002]
	The FRMCS-user shall be able to request permission to talk of the FRMCS UE (e.g. by pressing a Push-to-talk button). The FRMCS UE shall indicate the talker permission has been requested.
	A
	Not covered
	 


9.7.5
Use case: Grant permission to talk

9.7.5.1
Description

There are occasions in the railway environment where it is needed to mitigate the risk of miscommunication. Use cases include, for example:

· Emergency communication

· Shunting communication

· Trackside worker communication

The system shall be able to limit the number of simultaneous talkers in a voice communication. 

The list of FRMCS-users with permission to talk and those who have requested it, shall be available to the Multi User Talker Control application.

9.7.5.2
Pre-conditions

The FRMCS-user is an active voice communication.

Multi User Talker Control is configured by the communication application to limit the number of simultaneous talkers.

By default the Multi User Control uses a set of criteria, like priorities, identities, etc. to manage the requests automatically

In addition an entitled FRMCS-user (i.e. based on functional identity) who is monitoring the progress of the communication can select and de-select simultaneous talkers. 

9.7.5.3
Service flows

Automatic management of requests

The Multi User Talker Control in the FRMCS system receives a request to talk from a FRMCS-user.

The Multi User Talker Control in the FRMCS system verifies the number of FRMCS-users who already have permission to talk. 

If the number of FRMCS-users with permission to talk does not exceed the maximum number of simultaneous talkers, the Multi User Talker Control grants automatically the permission to the requester. 

If the number of FRMCS-users with permission to talk exceeds the maximum number of simultaneous talkers, the Multi User Talker Control decides based on certain criteria, like priorities, functional identity, etc. who will keep the right to speak and who will be granted the permission to talk the Multi User Talker Control configures the system accordingly.

If the number of talker permissions are reduced and the reduction results in having more active talkers than permitted, the active talkers lose their permission to talk as soon as they stop talking (i.e. release PTT) until the new maximum allowed number of talkers is met.

The Multi User Talker Control service sends an indication to the FRMCS-users whose permission to talk has been changed due to that.

Management of requests by an entitled FRMCS-user

The Multi User Talker Control in the FRMCS system receives a request to talk from a FRMCS-user.

The Multi User Talker Control service in the FRMCS system verifies the number of FRMCS-users who already have permission to talk. 

If the number of FRMCS-users with permission to talk does not exceed the maximum number of simultaneous talkers, the Multi User Talker Control service grants automatically the permission to the requester. 

If the number of FRMCS-users with permission to talk exceeds the maximum number of simultaneous talkers, the Multi User Talker Control service alerts the entitled FRMCS-user that is monitoring the communication, who is presented with the list of simultaneous talkers and the list of pending requests and decides who will keep the right to speak and who will be granted the permission to talk by selecting and de-selecting the corresponding FRMCS-user.

The Multi User Talker Control service configures the system accordingly.

The Multi User Talker Control service sends an indication to the FRMCS-users whose permission to talk has been changed due to that.

9.7.5.4
Post-conditions

Permission to talk is granted to the selected FRMCS-users.  

9.7.5.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.7.5-001]
	Multi User Talker Control shall keep track of FRMCS-users with permission to talk and FRMCS users requesting to talk.
	A
	Not covered
	 

	[R-9.7.5-002]
	Multi User Control shall use a set of criteria provided by the communication application, like priorities, identities, etc. to manage the requests automatically.
	A
	Not covered
	 

	[R-9.7.5-003]
	Based on its functional identity a FRMCS-user shall be able to monitor the progress of the communication shall be able to select and de-select simultaneous talkers.
	A
	Not covered
	 

	[R-9.7.5-004]
	If the number of FRMCS-users with permission to talk does not exceed the maximum number of simultaneous talkers, the Multi User Talker Control service shall grant automatically the permission to additional requestors.
	A
	Not covered
	 


	[R-9.7.5-005]
	If the number of FRMCS-users with permission to talk exceeds the maximum number of simultaneous talkers:

Option1: the Multi User Talker Control shall decide based on certain criteria, like priorities, functional identity, etc. who will keep the right to talk and who will be granted the permission to talk. Affected FRMCS-users shall be informed of their changed permission to talk.
	A
	Not covered
	 

	[R-9.7.5-006]
	If the number of FRMCS-users with permission to talk exceeds the maximum number of simultaneous talkers:

Option1: the Multi User Talker Control service shall present an entitled FRMCS-user is monitoring the communication, with the list of simultaneous talkers and the list of pending requests to decides who will keep the right to speak, who will be granted the permission to talk.   Affected FRMCS-users shall be informed of their changed permission to talk.
	A
	Not covered
	 


9.7.6
Use case: Revoke permission to talk

9.7.6.1
Description

There are occasions in the railway environment where it is needed to mitigate the risk of miscommunication. Use cases include, for example:

· Emergency communication

· Shunting communication

· Trackside worker communication

The system shall be able to limit the number of simultaneous talkers in a voice communication. 

The list of FRMCS-users with permission to talk shall be available to the Multi User Talker Control service.

An entitled FRMCS-user who monitors the progress of the communication shall be able at any point to revoke the permission to talk of any of the FRMCS-users with permission to talk. Automatic revocation of talkers in case the maximum number of simultaneous talkers has been reached and a request to talk is received, is included in the use case above.

9.7.6.2
Pre-conditions

A number of FRMCS-users are in an active voice communication for which Multi User Talker Control is enabled and have been granted permission to talk.

An entitled FRMCS-user is monitoring the progress of the communication and shall be able at any point to revoke the permission to talk of any of the FRMCS-users currently with permission to talk. 

9.7.6.3
Service flows

The Multi User Talker Control service presents a list of simultaneous talkers to an entitled FRMCS-user, who decides who will not keep the right to speak by de-selecting the corresponding FRMCS-user.

The Multi User Talker Control service configures the system accordingly.

The Multi User Talker Control service sends an indication to the FRMCS-users who have modified their situation with respects to the permission to talk. 

The FRMCS-user is no longer able to talk after the entitled FRMCS-user has changed the permission.

9.7.6.4
Post-conditions

Permission to talk is revoked for the de-selected FRMCS-users.  

9.7.6.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.7.6-001]
	An entitled FRMCS-user who monitors the progress of the communication shall be able at any point to revoke the permission to talk of any of the FRMCS-users currently with permission to talk.
	A
	Not covered
	 

	[R-9.7.6-002]
	The FRMCS-user who’s permission to talk has been revoked, shall no longer be able to talk after the entitled FRMCS-user has revoked the permission.
	A
	Not covered
	 


9.8.1
Use case: Robust mission critical group communications

9.8.1.1
Description

For reliable railway services, conventional way is to use dualization methodology. Most of railway services are based on on-network communication, which is supported by base station and core networks. However, when disaster happens so that the communication infrastructure is not feasible, railway service based on the communication infrastructure cannot be maintained any more. From 3GPP Rel. 12, device-to-device communications has been considered to be supported not only in the transport layer [2] but also in the application layer. [3] Subsequently, off-network group communications became feasible in 3GPP technology. Therefore, by using the transformation of on-network railway service into off-network railway service, we can overcome inherent limitation of on-network railway services. Figure 9.8.1.2-1 depicts a required transformation of group communications mode.
9.8.1.2
Pre-conditions

1. User equipments for train driver, customer service staff, and train operations staff support device to device communications in the perspective of transport layer.

2. User equipments for train driver, customer service staff, and train operations staff support on-network and off-network group communications services in the perspective of applications layer.
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Figure 9.8.1.2-1. Transformation of group communication mode

9.8.1.3
Service Flows

1. After initial disaster happens, emergency message (including voice or data) delivery service based on on-network group communication among train driver, customer service staff, or train operations staff have been proceeded without any problem.

2. Disaster becomes worse, and associated communication infrastructure are destroyed and are not feasible anymore.

3. Transformation of on-network group communication into off-network group communication is accomplished among group members for maintaining the emergency message delivery services even in the worse disaster.
9.8.1.4
Post-conditions

Off-network group communication among train driver, customer service staff, or train operations staff is activated and emergency message delivery service is maintained normally.
9.8.1.5
[Potential] Requirements

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.8.1-001]
	User equipment shall support on-network and off-network group communications.
	A/T
	TS 22.179 V.14.2.0
	Support


9.8
Authorisation of communication

9.8.1
Introduction

In this chapter the use cases related to authorisation of communication are described, the following use cases are identified:

· Permit / deny communication

9.8.2
Use case: Permit / deny communication

9.8.2.1
Description

The purpose of the authorisation function it to allow the network operator to control and regulate communications in order to avoid disruption/distraction to the users (for example drivers during voice communication)and preventing unauthorised communication and to minimise network load. 

The system may therefore restrict communication based on a configurable access matrix related to the FRMCS subscriber identity, the FRMCS functional identity of the equipment, the FRMCS user identity, the FRMCS functional identity of the FRMCS-users considering the source and destination address.

9.8.2.2
Pre-conditions

The user attempts to establish a communication.

9.8.2.3
Service flows

Upon an attempt to establish a communication, the system checks if the source FRMCS-user address is allowed to invite the destination FRMCS-user address. FRMCS system shall consider for the verification process the source and destination FRMCS user address. 

If multiple identities are simultaneously active to a FRMCS user, the following order shall be applied to determine the authorisation of the communication establishment:

· Functional identities related to the FRMCS-user

· FRMCS user identity 

· FRMCS functional identities related to the equipment

· FRMCS subscriber identity

If the FRMCS-user is allowed to establish the communication, the FRMCS system proceeds the communication  setup.

If the FRMCS user is not allowed establish the communication, the FRMCS system shall rejects the attempt including the reason of the rejection. 

9.8.2.4
Post-conditions

Either the communication has been established or the FRMCS-user has been informed about the denial of the call attempt.

9.8.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.8.2-001]
	The FRMCS system shall be able to control and restrict the establishment of communication in order to avoid disruption/distraction of the FRMCS users (for example drivers).
	A
	Not covered
	

	[R-9.8.2-002]
	The FRMCS system shall be able to restrict communication based on related to the FRMCS subscriber identity, the FRMCS equipment identity, the FRMCS functional identity of the equipment, the FRMCS user identity, the FRMCS functional identity of the FRMCS-users considering the source and destination address.
	A
	Not covered
	

	[R-9.8.2-003]
	The FRMCS system shall inform the FRMCS user in case the FRMCS user is not allowed to establish a communication.
	A
	Not covered
	


9.9
Authorisation of application

9.9.1
Introduction

In this chapter the use cases related to authorisation of application are described, the following use case is identified

· Enabling/Disabling applications

9.9.2
Use case: Enabling/Disabling applications

9.9.2.1
Description

The FRMCS system shall allow the network operators to control the use of FRMCS applications in order to avoid disruption/distraction to the FRMCS users (for example drivers), preventing unauthorised usage according to his role.

The FRMCS system shall therefore be able to enable / disable FRMCS applications for a FRMCS user depending on subscriber identity, the functional identity of the FRMCS equipment, the FRMCS user identity or the functional identity/ies of the FRMCS user. Also context based criteria like location and other conditions are to be taken into account.

9.9.2.2
Pre-conditions

The FRMCS user equipment is powered on and the FRMCS application on the FRMCS user equipment has started.

9.9.2.3
Service flows

Power-on

After powering on the FRMCS equipment and start of the FRMCS application on the FRMCS equipment, the FRMCS system enables the FRMCS application(s) on the FRMCS equipment according to the role related to the FRMCS subscriber identity.

Change of registration status

Upon a change in registration status by registration / deregistration to / from a functional identity, change of a functional identity, user login /logout to / from the FRMCS system, the FRMCS system enables / disables applications.

If multiple identities are active, the following order is used to determine the correct state:

· FRMCS functional identities related to the FRMCS user

· FRMCS-user identity

· FRMCS functional Identities related to the FRMCS equipment

· FRMCS subscriber identity

If a FRMCS-user has registered to multiple functional identities, the FRMCS user is authorised to use all applicable FRMCS applications related to the different FRMCS functional identities. 

If an FRMCS application is relying on other FRMCS applications, enabling of all required FRMCS applications is managed by the FRMCS system.

Only authorised FRMCS applications shall be presented to the FRMCS-user.

Change of location

If the FRMCS-user enters a certain area, the FRMCS system may prevent the use of FRMCS application(s) which had been authorised previously.

If the FRMCS user enters a certain area, the FRMCS system may enable the use of FRMCS application(s) which had not been authorised previously.

If a FRMCS application is relying on other FRMCS applications, enabling of all required FRMCS applications is managed by the FRMCS system.

Only authorised FRMCS applications shall be presented to the FRMCS-user.

9.9.2.4
Post-conditions

The FRMCS user has access to all authorised FRMCS applications.

9.9.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.9.2-001]
	The FRMCS system shall allow the network operator to control the use of FRMCS applications in order to avoid disruption/distraction to the FRMCS users (for example drivers), preventing unauthorised usage according to his role.
	A
	Not covered
	

	[R-9.9.2-002]
	The FRMCS system shall be able to enable / disable FRMCS applications for a FRMCS user depending on subscriber identity, the functional identity of the FRMCS equipment, the FRMCS user identity or the functional identity/ies of the FRMCS user. The FRMCS system shall also be able to take context based criteria like location,speed, direction of travel and other conditions be taken into account.
	A
	Not covered
	

	[R-9.9.2-003]
	After powering on the FRMCS equipment and start of the FRMCS application on the FRMCS equipment, the FRMCS system shall enable the FRMCS application(s) on the FRMCS equipment according to the role related to the FRMCS subscriber identity.
	A
	Not covered
	

	[R-9.9.2-004]
	Upon a change in registration status by registration / deregistration to / from a functional identity, a change of a functional identity, user login /logout to / from the FRMCS system, the FRMCS system shall be able to enable / disable applications.
	A
	Not covered
	

	[R-9.9.2-005]
	The FRMCS system shall allow the operator to configure the order in which the:FRMCS functional Identities related to the FRMCS user

FRMCS-user identity

FRMCS functional Identities related to the FRMCS equipment

FRMCS subscriber identity

are evaluated to determine with the set of application authorised for use


	A
	Not covered
	

	[R-9.9.2-006]
	If a FRMCS-user has registered to multiple functional identities, the FRMCS user shall be authorised to use all applicable FRMCS applications related to the different FRMCS functional identities. 
	A
	Not covered
	

	[R-9.9.2-007]
	If the FRMCS-user enters a certain area, the FRMCS system shall prevent the use of FRMCS application(s) which had been authorised previously.
	A
	Not covered
	

	[R-9.9.2-008]
	If the FRMCS user enters a certain area, the FRMCS system shall enable the use of FRMCS application(s) which had not been authorised previously.
	A
	Not covered
	

	[R-9.9.2-009]
	If a FRMCS application is relying on other FRMCS applications, enabling of all required FRMCS applications shall be managed by the FRMCS system.
	A
	Not covered
	


9.9.1
Use case: Robust mission critical group communication services

9.9.1.1
Description

For reliable railway services, conventional way is to use dualization methodology. Most of railway services are based on on-network communication, which is supported by base station and core networks under 3GPP standard. However, when disaster happens so that the communication infrastructure is not feasible, railway service based on the communication infrastructure cannot be maintained any more. From 3GPP Rel. 12, device-to-device communications has been considered to be supported not only in the transport layer but also in the application layer. In addition, interworking of FRMCS system with legacy systems including GSM-R and TRS is expected to be supported in Rel. 15. As a consequence, off-network and legacy systems will become feasible for group communication services in 3GPP technology. Therefore, by considering not only off-network but also legacy systems, reliability of mission critical group communication service in the on-network can be enhanced. Figure 9.9-1 depicts a required transformation of group communication service mode.
9.9.1.2
Pre-conditions

FRMCS equipment for train driver, customer service staff, and train operations staff support device to device communications in the perspective of transport layer.

FRMCS equipment for train driver, customer service staff, and train operations staff support on-network, off-network group communication services in the perspective of applications layer.
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Figure 9.9.1.3-1. Transformation of group communication service mode

9.9.1.3
Service Flows

1. After initial disaster happens, emergency message (including voice or data) delivery service based on on-network group communication among train driver, customer service staff, or train operations staff have been proceeded without any problem.

2. Disaster becomes worse, and associated communication infrastructure are destroyed and are not feasible anymore.

3. Transformation of on-network group communication service into off-network or legacy network based group communication service is accomplished among group members for maintaining the group communication services even in the worse disaster.
9.9.1.4
Post-conditions

Off-network or legacy network based group communication among train driver, customer service staff, or train operations staff is activated and group communication service is maintained normally.
9.9.1.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-9.9-001]
	FRMCS equipment shall support on-network based group communications.
	A/T
	TS 22.179 V.14.2.0
	Support

	[R-9.9-002]
	FRMCS equipment shall support off-network based group communications.
	A/T
	TS 22.179 V.14.2.0
	Support

	[R-9.9-003]
	FRMCS equipment should support legacy network based group communications optionally.
	A/T
	TS 22.179 V.14.2.0
	Supported partly.

(Legacy network should be considered for FRMCS in 3GPP Rel. 15.)

	[R-9.9-004]
	FRMCS system shall provide a mechanism in the application layer to transform on-network based group communication into off-network based group communication.
	A
	Not covering
	Not supported

	[R-9.9-005]
	FRMCS system shall provide a mechanism in the application layer to transform on-network based group communication into legacy network based group communication.
	A
	Not covering
	Not supported
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