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Abstract: This document proposes revised IoT device definition to capture wearable use cases.
Background 
SA1#76bis agreed on the following baseline definitions of UE and IoT device in S1-170336: 
User Equipment (UE): Allows a user access to 5G network services via the wireless or wireline interface. A User Equipment contains a secure platform (e.g., UICC, eUICC) for at least storage of subscriber credentials and identities.
IoT device: An IoT device is a UE that only uses IoT capabilities provided by the 5G network. An IoT device typically has limited MMI capabilities, and is not intended for human type communications.
According to this definition, IoT device is specified with its use of IoT capabilities, use of MMI, and its intention to use. 
However, this definition does not fully capture scenarios (e.g., smart wearables), as defined in 3GPP TR 22.861 V14.1.0 (2016-09) (also highlighted shown below), but only target to the sensor type of device for industrial use.  
Also, I would like to switch MMI to HMI because it is more commonly used term.
====================================================================================
4	Overview
Among the use cases developed in the FS_SMARTER study [2], there are a group of use cases with massive number of devices (e.g., sensors, wearables) with a wide range of characteristics and demands. This group of use cases are particularly relevant to the new vertical services, such as smart home/city, smart utilities, e-Health and smart wearables. 
This group includes different application scenarios:
-	Internet of Things
      Large numbers of devices with non-time critical data transfer, some very simple and some very complex, are members of this family. Some specific aspects also need to be considered, including efficiency of security and device configuration. 
-	Smart wearables (Personal Area Network)
     The use of wearables consisting of multiple types of devices and sensors becomes mainstream. Some common attributes can be observed in this key family of use cases, such as low complexity and high battery life, high reliability, and some may also require high data rates.
-	Sensor networks
     Smart services will become pervasive in urban areas, and usage will also grow in suburban and rural areas. The aggregation of all these services leads to very high density of devices with very different characteristics expected to be combined in a common communication and interworking framework. Depending on the specific use cases, very low complexity devices with very long battery life may be required.
The following key families are identified in order to consolidate the potential requirements for the massive Internet of Things application scenarios:
-	Operational aspects
-	Connectivity aspects
-	Resource efficiency aspects 
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Hence, this scenario also needs to be captured. Thus, I proposed a revised definition of IoT device. 
--- Beginning of change ---
Proposed Text: 
User Equipment (UE): Allows a user access to 5G network services via the wireless or wireline interface. A User Equipment contains a secure platform (e.g., UICC, eUICC) for at least storage of subscriber credentials and identities.
IoT device: An IoT device is a UE that only uses IoT capabilities provided by the 5G network. An IoT device typically has limited HMIMMI  capabilities and is optimized for the specific needs of services and application being executed (e.g., smart home/city, smart utilities, e-Health and smart wearables). not intended for human type communications.
--- End of change ---
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