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Abstract:  This document proposes the application monitoring requirement in the operator’s service hosting environment to section 6.10.2 Network Capability Exposure.
Discussion
In TS 22.261, the 5G system has the following capability:
Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
To facilitate the trusted 3rd party to well manage their own applications, a key function of monitoring capability, which the trusted 3rd party could utilize to collect the real-time operating status of their running applications, should be provided in 5G network. For example, the performance monitoring for latency of data traffic delivery between the UE and the application could make the 3rd party verify how well their application’s SLAs are met. When their application is overloaded and the performance degrades, the 3rd party should take proper actions (e.g. requests the operator to allocate/distribute more virtual resources to their application in the service hosting environment (e.g. instantiated more applications instances)). The monitoring may include but not limited to the following aspects:

1. The performance of the 3rd application, e.g. latency of data traffic delivery between the UE and the application.
2. The load of the application, e.g. the utilization of the virtual resource.
3. The UE related information, e.g. the number of UEs access the 3rd party application.

Therefore, we propose the 5G system shall provide suitable APIs to allow a 3rd party to monitor this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
Proposal
***** FIRST CHANGES *****
6 Network capability exposure

6.10.1
Description

3GPP SEES and (e)FMSS features allow the operator to expose network capabilities e.g., QoS policy to 3rd party ISPs/ICPs. With the advent of 5G, new network capabilities need to be exposed to the 3rd party (e.g., to allow the 3rd party to customize a dedicated network slice for diverse use cases; to allow the 3rd party to manage trusted 3rd party application in hosting service environment to improve user experience, efficient utilize backhaul and/or application  resources).

Applications may be frugal at periods when resources are rare and can compensate and anticipate as much as they can if timely network status information is aware by application; otherwise. Applications may be disconnected in case of user mobility. 

6.10.2
Requirements

Based on operator policy, a 5G network shall provide suitable APIs to allow a 3rd party to create, modify and delete network slices used for the 3rd party.

Based on operator policy, the 5G system shall provide suitable APIs to allow a 3rd party to monitor the network slice used for the 3rd party.

Based on operator policy, the 5G system shall allow a 3rd party to define and update the set of services supported in a network slice used for the 3rd party.

Based on operator policy, the 5G system shall allow a 3rd party to assign a device to a network slice based on subscription, device capabilities, and services provided by the network slice.

The 5G network shall provide a mechanism to expose broadcasting capabilities to 3rd party broadcasters' management systems.

Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
Based on operator policy, the 5G system shall provide suitable APIs to allow a 3rd party to monitor this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
Based on operator policy, the 5G system shall provide suitable APIs to allow a trusted 3rd party to adapt capacity, i.e., elasticity of capacity of a network slice used for the 3rd party.

Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator's Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE's location.
***** END OF CHANGES *****
