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Abstract: This document proposes to resolve the editor’s notes in clause 6 on Security and Charging Considerations.   
Per the LS response from SA3, the security considerations applicable for emergency calls by unauthenticated UEs are also applicable for access to restricted local operator services by unauthenticated UES. No additional security requirements are required.
No additional charging requirements have been identified.
Therefore, both editor’s notes can be removed.


First Change
[bookmark: _Toc408371057][bookmark: _Toc466615489]6.1	Considerations on security
Security measures to limit network access by unauthenticated UEs are required (e.g., similar or identical measures as provided for unauthenticated access to emergency services).
Security measures to protect from network attacks by unauthenticated UEs are required (e.g., similar or identical measures as provided for unauthenticated access to emergency services).
The level of security should not be less than that which is currently applied to existing equivalent network access methods (e.g., unauthenticated emergency calling). 
Note:	 Security issues for restricted local operator services will be studied in SA3.
Editor’s note: additional security considerations are for further study.

Second Change
[bookmark: _Toc408371058][bookmark: _Toc466615490]6.2	Considerations on charging
Charging information shall be collected for access to a local service, when available.
The operator may choose to provide access to restricted local operator services at no additional charge to the calling party.
Editor’s note: additional charging considerations are for further study.
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