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Performance communication applications related use cases

7.1
Use cases related to transmission of real time video

Editors Note: 
UIC FWG to check applicability of placement of use case to section 7.3
Latency requirement missing to specify real-time treatment by the 3GPP transport system.
Clarification on multiple access towards the train to stream the video.

7.1.1
Introduction

In this subclause, the use cases related to the function of transmitting video in real time are defined.

-
An FRMCS user requesting another FRMCS user to transmit real time video

-
An FRMCS user receiving a request to transmit real time video

-
An FRMCS user accepting a request to transmit real time video

-
An FRMCS user rejecting a request to transmit real time video

-
An FRMCS user ignoring a request to transmit real time video

7.1.2
Use Case: An FRMCS user requesting another FRMCS user to transmit real time video

7.1.2.1
Description

An FRMCS user can request another FRMCS user to transmit real time video.

7.1.2.2
Pre-conditions

The FRMCS user has a functional role entitled to request other FRMCS users to transmit real time video.

The requested FRMCS user can be addressed by the assigned functional identity(ies), FRMCS user identity, or FRMCS equipment identity.

The FRMCS equipment of the requested user is capable of providing video

Editor’s Note: It is FFS whether the requested FRMCS user can be addressed by a phone number of an external/public network.

7.1.2.3
Service flows

Requesting FRMCS user

From a list of FRMCS users provided by the FRMCS system, or by entering an unlisted identity, the requesting FRMCS user selects another FRMCS user to be invited. The list may contain functional identities, FRMCS user identities, FRMCS equipment identities, or phone numbers.

7.1.2.4
Post-conditions

The FRMCS user has been requested transmission of real time video.

7.1.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-7.1.2-001]
	The FRMCS system shall enable an entitled FRMCS-user to request another FRMCS user to transmit video in real time.
	A
	Not covered
	

	[R-7.1.2-002]
	The FRMCS system shall provide a list of identities for the requesting FRMCS user to select from. The list may contain functional identities, FRMCS user identities, FRMCS equipment identities or E.164 numbers.
	A
	Not covered
	

	[R-7.1.2-003]
	The real time video request shall either be based on the functional identity, FRMCS user identity, FRMCS equipment identity or E.164 number.
	A
	Partly covered in 22.280
	This requirement is partly covered by MCCore requirements, new types of identities need to be supported.


7.1.3
Use Case: An FRMCS user receiving a real time video request to transmit real time video

7.1.3.1
Description

An FRMCS user will receive a real time video request originated by the requesting FRMCS user.

7.1.3.2
Pre-conditions

The FRMCS user has a functional role that is entitled to receive real time video request from other FRMCS users.

The FRMCS user’s equipment has a capability to capture real time video.

NOTE:
Examples of role management, like functional roles, functional identities, FRMCS equipment identities, etc. in the railway environment are covered by Annex A.

The FRMCS user may or may not be transmitting real time video to an FRMCS user different from the requesting FRMCS user.

7.1.3.3
Service flows

Requested FRMCS user

The real time video request is indicated to the FRMCS user by audible and visual notification. If the FRMCS user is not managed by a human, the audible and visual notification is not necessary.

7.1.3.4
Post-conditions

The FRMCS user has received the real time video request.

Ongoing real time video transmission of the requested FRMCS user continues unaffected.

7.1.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-7.1.3-001]
	The FRMCS system shall be able to deliver requests for real time video to a FRMCS user entitled to provide real time video independent of the FRMCS user being involved in another ongoing real time video transmission without excessively using radio resources.
	A
	Not covered
	


7.1.4
Use case: An FRMCS user accepting a request to transmit real time video

7.1.4.1
Description

An FRMCS user can accept the invitation sent by the requesting FRMCS user. 

7.1.4.2
Pre-conditions

The FRMCS user has received a request to transmit real time video.

7.1.4.3
Service flows

Requested FRMCS user

The FRMCS user accepts the request to transmit real time video.

Requesting FRMCS user

The FRMCS user receives a notification that the requested FRMCS user accepted the request.

7.1.4.4
Post-conditions

The requested FRMCS user captures and transmits video in real time to the requesting FRMCS user.

7.1.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-7.1.4-001]
	The FRMCS user shall be able to accept to accept a real time video transmission request.
	A
	Not covered
	

	[R-7.1.4-002]
	If entitled to, a FRMCS user shall be able to provide real time video captured by itself to the FRMCS user requesting the video.
	A
	Not covered
	


7.1.5
Use case: An FRMCS user rejecting a request to transmit real time video

7.1.5.1
Description

An FRMCS user can reject the invitation sent by the requesting FRMCS user. 

7.1.5.2
Pre-conditions

The FRMCS user has received a request to transmit real time video.

7.1.5.3
Service flows

Requested FRMCS user

The FRMCS user rejects the request to transmit real time video.

Requesting FRMCS user

The FRMCS user receives a notification that the requested FRMCS user rejected the request.

7.1.5.4
Post-conditions

The requested FRMCS user does not transmit video to the requesting FRMCS user.

7.1.5.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-7.1.5-001]
	The FRMCS user shall be able to reject a real time video transmission request.
	A
	Not covered
	

	[R-7.1.5-002]
	The FRMCS system shall automatically reject requests to FRMCS users not entitled to provide video or not capable of providing video (e.g. no camera in the FRMCS equipment).
	A
	Not covered
	

	[R-7.1.5-003]
	The requesting FRMCS user shall be notified of the reason for rejection.
	A
	Not covered
	


7.1.6
Use case: An FRMCS user ignoring a request to transmit real time video

7.1.6.1
Description

An FRMCS user can ignore the invitation sent by the requesting FRMCS user. 

7.1.6.2
Pre-conditions

The FRMCS user has received a request to transmit real time video.

7.1.6.3
Service flows

The requested FRMCS user does not respond.

The timeout expires.

The requesting FRMCS user receives a notification that the invitation was rejected due to a timeout.

7.1.6.4
Post-conditions

The requested FRMCS user does not transmit video to the requesting FRMCS user.

7.1.6.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments

	[R-7.1.6-001]
	The FRMCS user shall be able to ignore a real time video transmission request.
	A
	Not covered
	

	[R-7.1.6-002]
	The requesting FRMCS user shall be notified accordingly.
	A
	Not covered
	


7.2
Transfer of CCTV archives related use cases

Editors Note: UIC FWG to check applicability of placement of use case to section 7.2
7.2.1
Introduction

In this chapter, the use cases related to CCTV and the use of FRMCS are defined.

· Transfer of CCTV archives from Train to Ground 

· Massive Inter-carriage data transfer

7.2.2
Use Case: Bulk Transfer of CCTV archives from Train to Ground 
7.2.2.1
Description

This use case describes the bulk transfer of CCTV archives from the on-board system to the ground system. This use case assumes the following:

· The retention time for the recordings in the on-board system is seven days.

· The minimum retention time for the CCTV recordings in the ground system is 31 days.

· Bulk transfer of CCTV archives is performed only when train approaches stations in order to stop and at the depot.

An example calculation of the CCTV storage need during 31 days period is provided in Figure.7.2.2.1-1.

[image: image1.png]TBytes

Onboard CCTV storage sizes with different offload rates

25,00
- Num of cams: 16
- resolution: 1080p.
-151ps
-n264.
- 4.1 Mbps / cam
15,00
——7 day storage
——No Offload
——25% offload
10,00 ~——50% Offload
=——T5% Offload
5,00
0,00
0 5 10 15 20 25 30 35

Number of days




Figure.7.2.2.1-1. Onboard CCTV storage sizes with different offload rates.
Next, an example estimation is provided to illustrate the offload performance with different uplink speeds, when the train is commuting from Helsinki to Kemijärvi. The parameters for the calculation are provided in Table 1, whereas the offload results for uplink speeds of 400 Mbps, 750 Mbps and 1000 Mbps are provided respectively in Figure 7.2.2.1-2, Figure 7.2.2.1-3 and in Figure 7.2.2.1-4.

	Station
	Arrives
	Departs
	Stop time
	Time between stations

	HELSINKI
	
	18:52
	
	

	PASILA
	18:57
	19:00
	0:03
	0:08

	TIKKURILA
	19:41
	19:44
	0:03
	0:44

	RIIHIMÄKI
	20:19
	20:22
	0:03
	0:38

	HÄMEENLINNA
	20:46
	20:48
	0:02
	0:26

	TAMPERE
	21:38
	22:11
	0:33
	1:23

	PARKANO
	23:03
	23:06
	0:03
	0:55

	SEINÄJOKI
	0:08
	0:10
	0:02
	1:04

	KOKKOLA
	1:37
	1:39
	0:02
	1:29

	YLIVIESKA
	3:10
	3:12
	0:02
	1:33

	OULU
	4:42
	5:00
	0:18
	1:48

	KEMI
	6:08
	6:12
	0:04
	1:12

	ROVANIEMI
	7:47
	7:55
	0:08
	1:43

	MISI
	8:31
	8:32
	0:01
	0:37

	KEMIJÄRVI
	9:00
	9:05
	0:05
	0:33


Table 7.2.2.1-1. The parameters for the offload calculation for the train route between Helsinki and Kemijärvi.
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Figure 7.2.2.1-2. The offload results with uplink speed of 450 Mbps.
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Figure 7.2.2.1-3. The offload results with uplink speed of 750 Mbps.
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Figure 7.2.2.1-4. The offload results with uplink speed of 1000 Mbps.

7.2.2.2
Pre-conditions

· Bulk transfer of CCTV archives is performed only when the train stops at the stations.

· Mobile communication infrastructure between train and ground system enables transfer of CCTV archives from train to the ground system while the train stops at the stations.

· The ground system supports sufficient archiving system for the transferred recordings.

7.2.2.3
Service flows

1. The train approaches the station.

2. Mobile communication system in train establishes connection dedicated for the transfer of CCTV archives with the ground system at a priority level allowing critical communication to continue in parallel

3. The transfer of CCTV archives is started upon successful connection with the ground system.

4. The transfer of CCTV archives is stopped when the connection is no longer available.

7.2.2.4
Post-conditions

· The on-board CCTV system may re-write over the seven days and older recordings that have been transferred.

· The on-board mobile communication system remains monitoring the next approach of station.

7.2.2.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments


	[R-7.2.2-001]
	The FRMCS system shall be able to support that CCTV archives can be transferred into the ground system in a time and resource efficient way with a minimum of 1 Gbps in dedicated places such as stations or train depots.
	A/T
	A: Not covered T: Data rate covered by LTE and NR transport
	See: http://www.3gpp.org/technologies/keywords-acronyms/97-lte-advanced

	[R-7.2.2-002]
	Transferring CCTV archives shall not affect mission critical communication . 
NOTE: 
Transferring CCTV archives is not considered to be a mission critical service.
	A/T
	A: Not covered

T: Covered by basic 3GPP and suitable QoS
	


7.3
Use Case: Massive Inter-carriage data transfer 
7.3.1
Description

This use case describes the transfer of CCTV archives inside the train from different storages and through Inter-carriage links into the FRMCS node providing the uplink connection with the ground system.

7.3.2
Pre-conditions

· Mobile communication infrastructure between train and ground system enables transfer of CCTV archives from train to the ground system while the train stops at the stations.

· The ground system supports sufficient archiving system for the transferred recordings.

· The Inter-carriage links support the same throughput speed as the FRMCS node providing the uplink.

7.3.3
Service flows

Mobile communication system in train establishes connection between carriages of the train dedicated for the transfer of CCTV archives to a central node in the train form which the uplink to the ground system will take place.

7.3.4
Post-conditions

Recording capacity is freed up in the carriages.

7.3.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-7.3-001]
	The FRMCS system shall facilitate the onboard CCTV communication between carriages of a train, to collect CCTV content at one place on the train for transfer to the ground system.
	A/T
	Not covered
	

	[R-7.3-002]
	The onboard CCTV communication between carriages of a train shall not impact mission critical communication

NOTE: 
Transferring CCTV archives is not considered to be a mission critical service.
	A/T
	Not covered
	


7.4
Use case：Data transmission in real time
7.4.1
Description

This use case allows the authorized FRMCS users to exchange data in real time from each other, for example, health and status of train are transferred between intelligent on-train systems and train maintenance.

7.4.2
Pre-conditions

The user A is authorized FRMCS user (e.g., administrator who has authorization to the data).
User B is an equipment for monitoring the train.

User C is a normal FRMCS user (e.g., user without authorization to the data)
7.4.3
Service flows

User A requests User B to transmit the data (e.g., health, status of train, etc.). in real time.
User B receives the request from User A, and accepts the request.

User B starts to transmit the requesteddata in real time to User A.

User C requests User B to transmit the data (e.g., health, status of train, etc.) in real time.
User B receives the request from C, and rejects the request (e.g., without authorization to the data).

User C receives a notification that the request was rejected by User B.

7.4.4
Post-conditions

The data of User B is sent to User A in real time.

The data of User B is not sent to User C in real time.
7.4.5
Potential requirements and gap analysis

	Reference Number
	Requirement text
	Application / Transport
	SA1 spec covering
	Comments 



	[R-7.4.5-001]
	The FRMCS system shall enable an authorized FRMCS-user to request another FRMCS user to establish real time data transmission. 
	A
	Not covered
	

	[R-7.4.5-002]
	The FRMCS system shall provide a list of identities for the requesting authorized FRMCS user to select from. The list may contain functional identities, FRMCS user identities, or FRMCS equipment identities
	A
	Not covered
	

	[R-7.4.5-003]
	The real time data request shall either be based on the functional identity, FRMCS user identity, or FRMCS equipment identity. 
	A
	Not covered
	

	[R-7.4.5-004]
	The FRMCS user shall be able to accept a real time data transmission request. 

	A
	Not covered
	

	[R-7.4.5-005]


	The FRMCS user shall be able to reject a data in real time transmission request.
	A
	Not covered
	

	[R-7.4.5-006]
	The FRMCS user shall be able to ignore a data in real time transmission request.
	A
	Not covered
	

	[R-7.4.5-007]
	The requesting FRMCS user shall be notified if the request is rejected or ignored.

	A
	Not covered
	


Editor’s Note: the term of “real time” is to be clarified by UIC so as to align with the understanding of railway industry.
3GPP


