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Abstract: This document provides text for the SMARTER TS Security clause. The requirements are drawn from the SMARTER building block TRs. 

--- 1st change ---


[bookmark: _Toc466915149][bookmark: _Toc467058256]8.3	Authentication
The 5G network shall support a resource efficient mechanism for authenticating groups of devices.
The 5G system shall support an efficient means to authenticate a user to a device (e.g., biometrics). 
The 5G system shall be able to support authentication over a non-3GPP access technology using 3GPP credentials.
The 5G system shall support operator controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices to allow new isolated deployment scenarios (e.g., for industrial automation). 
Based on operator policy, the 5G system shall support network access to private network slices dedicated for use by trusted 3rd parties using identities, credentials, and authentication methods provided and managed by the 3rd party and supported by 3GPP.
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