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Abstract: This paper proposes some updates to clause 6.10.1 on network capability exposure in TS 22.261
Summary

The language in TS 22.261 is not concise or contains some unnecessary pompous words. Some clean-up is needed.
Proposal

Do the proposed changes.
-------------------- PROPOSED CHANGES ---------------------
6.10.1
Description

3GPP SEES and (e)FMSS features allow the operator to expose network capabilities e.g., QoS policy to 3rd party ISPs/ICPs. With the advent of 5G, new network capabilities need to be exposed to the 3rd party (e.g., to allow the 3rd party to customize a dedicated network slice for diverse use cases; to allow the 3rd party to manage a trusted 3rd party application in a service hosting environment to improve user experience, and efficiently utilize backhaul and application resources).

Applications may be frugal at periods when resources are rare and can compensate and anticipate as much as they can if timely network status information is aware by application; otherwise. Applications may be disconnected in case of user mobility. 

-------------------- END OF CHANGES ---------------------
