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Abstract: This document proposes to add clarification indicating that the regulatory requirements in clauses 8.5, 8.6 & 8.7 should be referring to “regional or national” regulatory requirements.
***** Start of Proposed Changes *****
8.5
Identity management

The 5G system shall provide a mechanism for an operator to allow access from a device using a temporary identifier that hides its subscriber identity.
The 5G system shall provide a mechanism for an operator to allow access from a device connected in an indirect network connection using a temporary identifier that hides its subscriber identity.
The HPLMN shall be able to associate a temporary identifier to a device's subscriber identity.

The 5G system shall be able to protect subscriber identity and other user identifying information from passive attacks.

Subject to regional or national regulatory requirements, the 5G system shall be able to protect subscriber identity and other user identifying information from active attacks.

The 5G system shall be able to allow the equipment identifier to be collected by legitimate entity regardless of device's user interface, when required.
The 5G system shall be able to support identification of subscriptions independently of identification of equipment.

The 5G system shall support a secure mechanism to collect system information while ensuring end-user and application privacy (e.g., application level information is not to be related to an individual user identity or subscriber identity and device information is not to be related to an individual subscriber identity).
For a private network using 5G technology, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP.
***** Next Change *****
8.6
Regulatory

The 5G system shall support regional or national regulatory requirements for 5G and fixed broadband access.
The 5G system shall support Lawful Intercept subject to regional or national regulatory requirements.

***** Next Change *****
8.7
Fraud protection

Subject to regional or national regulatory requirements, the 5G system shall support a secure mechanism for allowing an authorized entity to disable from normal operation of a device reported as stolen.

Subject to regional or national regulatory requirements, the 5G system shall support a secure mechanism for allowing an authorized entity to re-enable a recovered stolen device to normal operation.

The 5G system shall be able to protect user location information from passive attacks.

Subject to regional or national regulatory requirements, the 5G system shall be able to protect user location information from active attacks.
***** End of Proposed Changes *****
