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	Reason for change:
	Spoofed call, as defined in TS 22.228, is a call where caller identity creation, modification or removal in call signalling results in an unauthorized or illegal use of this identity in the call. This typically occurs where the caller intends to defraud the called user or otherwise illegally obscure the real caller identity. 
The requirement of presenting the result of spoofed call detection to the called user has been addressed in TS22.228 as: 

The results of any spoofed call detection which is applied to the session originator identity by the terminating IMS, shall be presented to the user based on operator policies. This spoofed call detection results presentation may be independent of the suppression of session originator identity presentation.

However, the requirement of spoofed call detection has not been addressed in TS22.228. 
The spoofed call detection can be performed in the originating network or terminating network.The IM CN subsystem shall support spoofed call detection. 

	
	

	Summary of change:
	Add a requirement of spoofed call detection. 
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***** 1st CHANGE *****
7
User service requirements

IP multimedia sessions provide the ability for users to invoke IP multimedia applications to send and receive (where applicable) voice and data communications, even when roaming. This includes interworking with existing voice and data networks for both fixed (e.g. PSTN, ISDN, internet etc.) and mobile users.

The IM CN subsystem shall support interworking with existing fixed and mobile voice and IP data networks, including PSTN, ISDN, Mobile and Internet.

It shall be possible to have basic voice calls between IMS users and users in CS domain/PSTN-style networks. When an IM session originates or terminates in a CS telephony call, the experience of the CS telephony network user should not substantially differ from that of a call between two CS telephony network users in terms of aspects such as the delay to set-up communications and the total permissible delay in transporting speech between the end users. The IM CN subsystem does not necessarily have to support all services offered by the CS telephony network.
The IM CN subsystem shall support spoofed call detection.
7.1
Identifying IP multimedia application subscriptions

There is no requirement to support standardised subscription mechanisms for IP multimedia applications.

IP multimedia applications may require to be provisioned and configured by users and operators. Since the source and variety of IP multimedia applications may not be standardised, the specific feature codes to provision, enable and configure IP multimedia applications may not be standardised either. .

Note: 
The standardised service capabilities, personalised Internet web pages and evolving IP mechanisms may be used to allow user (self) provisioning, configuration and enabling of IP multimedia applications.
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