[bookmark: _Toc408371045][bookmark: _Toc435851905][bookmark: _GoBack]3GPP TSG-SA WG1 Meeting #76bis	S1-170209
Spokane, WA, USA, 16-20 January 2017	(revision of S1-170010)

Title:	SMARTER – private network
Agenda Item:	5.1
Source:				Nokia, Alcatel-Lucent Shanghai Bell, KPN
Contact:			Betsy Covell betsy.covell@nokia.com

Abstract: This document proposes a resolution for the editor’s note on the use of ‘private network’.

[bookmark: _Toc460310039]First Change
[bookmark: _Toc468111908]3.1	Definitions
[bookmark: OLE_LINK6][bookmark: OLE_LINK7][bookmark: OLE_LINK8]For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Editor's Note: The definitions of active communication and service continuity propose changes to 21.905 and need to be propagated once agreed in SA1. To add to 21.905 we need to consider another note for service continuity, e.g., 
NOTE x: 	Examples of access changes include the following. From pre-5G: CS/PS domain change. From 5G: switching between a direct 3GPP connection and an indirect 3GPP connection.
3GPP connection: The connection between a device and a 3GPP network.
Active communication: a UE is in active communication when it has one or more connections established. A UE may have any combination of PS connections (e.g., PDP contexts, active PDN connections).
Availability (%): Percentage value of the amount of time the 3GPP system is delivering services divided by the amount of time it is expected to deliver services in a specific area.
Direct 3GPP connection: One mode of 3GPP connection, where there is no relay UE between the device and the 3GPP network.
Direct device connection: The connection between two devices without any network entity in the middle.
Hosted Service: A service containing the operator’s own application(s) and/or trusted 3rd party application(s) in the Hosting Service Environment, which can be accessed by the user.
Indirect 3GPP connection: One mode of 3GPP connection, where there is a relay UE between the device and the 3GPP network.
Network slice: A set of network functions and corresponding resources necessary to provide the required telecommunication services and network capabilities.
Private network: an isolated network deployment that does not interact with a public network.
Reliability (%): The amount of sent network layer packets successfully delivered to a given node within the time constraint required by the targeted service, divided by the total number of sent network layer packets.
Satellite access: Direct connectivity between the user terminal and the satellite.
Service Continuity: The uninterrupted user experience of a service that is using an active communication when a UE undergoes an access change without, as far as possible, the user noticing the change.
NOTE 1: 	In particular Service Continuity encompasses the possibility that after a change the user experience is maintained by a different telecommunication service (e.g. tele- or bearer service) than before the change.
NOTE 2: 	Examples of access changes include the following. From pre-5G: CS/PS domain change. From 5G: switching between a direct 3GPP connection and an indirect 3GPP connection.
Service Hosting Environment: The environment, located inside of 3GPP network and fully controlled by the operator, where Hosted Services are offered from.
Tactile internet: System where a human controls real or virtual objects by tactile input, and receives tactile, audio, or visual feedback of his actions. The feedback has to arrive fast enough to give the impression of zero-latency control.
Wireless Backhaul: provides interconnection link between 3GPP network nodes and/or 3GPP transport network using 3GPP radio access technology.

Second Change
[bookmark: _Toc466915151][bookmark: _Toc467058258]8.5	Identity management
The 5G system shall provide a mechanism for an operator to allow access from a device using a temporary identifier that hides its subscriber identity.
The 3GPP system shall provide a mechanism for an operator to allow access from a device connected in an indirect connection using a temporary identifier that hides its subscriber identity.
The 5G HPLMN shall be able to associate a temporary identifier to a device's subscriber identity.
The 5G system shall be able to protect subscriber identity and other user identifying information from passive attacks.
Subject to regulatory requirements, the 5G system shall be able to protect subscriber identity and other user identifying information from active attacks.
The 3GPP system shall be able to allow the equipment identifier to be collected by legitimate entity regardless of device's user interface, when required.
The 5G system shall be able to support identification of subscriptions independently of identification of equipment.
The 5G system shall support a secure mechanism to collect system information while ensuring end-user and application privacy (e.g., application level information is not to be related to an individual user identity or subscriber identity and device information is not to be related to an individual subscriber identity).
For a private network using 3GPP technology, the 5G system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP.
Editor’s Note: The term “private network” needs to be defined. 
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