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Abstract: This document proposes an editorial pCR to the SMARTER TS22.261.
*************************************************************1st change***********************************************************
3rd Generation Partnership Project;
Technical Specification Group Services and System Aspects;
Service requirements for next generation new services and markets5G system;
Stage 1
(Release 15)

*********************************************************End of 1st  change******************************************************
*************************************************************2nd change***********************************************************
[bookmark: _Toc468111910]4	Overview
… …
As outlined in TR 22.891 [3], a 5G system also supports new business models such as those for IoT and enterprise managed networks. Drivers for the 5G KPIs include services such as drone control, augmented reality, and factory automation.  Network flexibility enhancements support self-contained enterprise networks, installed and maintained by network operators while being managed by the enterprise. Enhanced connection modes and evolved security facilitate support of massive IoT, expected to include tens of millions of devices sending and receiving data over the 3GPP 5G network.
Flexible network operations are the mainstay of the 5G system.  The capabilities to provide this flexibility have been described in TR 22.864 [4], including network slicing, network capability exposure, scalability, and diverse mobility. Other network operations requirements address the necessary control and data plane resource efficiencies, as well as network configurations that optimize service delivery by minimizing routing between end users and application servers. Enhanced charging and security mechanisms handle new types of devices connecting to the network in different ways.
MBB enhancements have been identified in TR 22.863 [5] to meet a number of new KPIs. These pertain to high data rates, high density, high user mobility, highly variable data rates, and deployment and coverage. High data rates are driven by the increasing use of data for services such as streaming (e.g., video, music, and user generated content), interactive services (e.g., augmented reality), and IoT (e.g., drone control). These services come with stringent requirements for user experienced data rates (including downlink and uplink) as well as associated requirements pertaining to latency to meet service performance expectations.  Additionally, increased coverage in densely populated areas such as sports arenas, urban areas, and transportation hubs has become essential for pedestrians and users in urban vehicles.  New KPIs on density enable both the transport of high volumes of data traffic per area (traffic density) and transport of data for a high number of connections (device density or connection density). Many 5G devices are expected to support a variety of services which exchange either a very large (e.g., streaming video) or very small (e.g., data burst) amount of data (e.g., data burst). The 5G system will handle this variability in a resource efficient manner.  All of these cases introduce new deployment requirements for indoor and outdoor, local area connectivity, wide area connectivity, and UEs travelling at high speeds.
*********************************************************End of 2nd  change*****************************************************
*************************************************************3rd change***********************************************************
[bookmark: _Toc468111932]6.4	Resource Efficiency
[bookmark: _Toc468111933]6.4.1	Description
5G introduces the opportunity to design a 3GPP system to be optimized for supporting diverse devices and services. While support for IoT is provided by EPS, there is room for improvement in efficient resource utilization that can be designed into a 5G system whereas they are not easily retrofitted into an existing system. Some of the underlying principles of the potential service and network operation requirements associated with efficient configuration, deployment, and use of devices in the 5G network include bulk provisioning, resource efficient access, optimization for device originated data transfer, and efficiencies based on the reduced needs related to mobility management for stationary devices and devices with restricted range of movement.
… …
[bookmark: _Toc468111956]6.10.2	Requirements
Based on operator policy, a 5G network shall provide suitable APIs to allow a 3rd party to create, modify and delete network slices used for the 3rd party.
Based on operator policy, the 3GPP 5G system shall allow a 3rd party to define and update the set of services supported in a network slice.
Based on operator policy, the 3GPP 5G system shall allow a 3rd party to assign a device to a network slice based on subscription, device type, and services provided by the network slice.
The 5G network shall provide a mechanism to expose broadcasting capabilities to 3rd party broadcasters’ management systems.
Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
… …
[bookmark: _Toc468111965]6.13.2	Requirements
The 5G system shall support operation of a downlink only broadcast/multicast system over a wide geographic area in a spectrally efficient manner for stationary and mobile UEs.
The 5G system shall enable the operator to reserve 0% to 100% of radio resources of one or more radio carriers for the delivery of broadcast/multicast content.
The 5G network shall allow the UE to receive content via a broadcast/multicast radio carrier while a concurrent data session is ongoing over another radio carrier.
The 5G system shall be able to support broadcast/multicast of UHD streaming video (e.g., 4k4K/8k 8K UHD).
NOTE:	Taking into account the bandwidth needs for different streaming video resolution.
The 5G network shall allow the operator to configure and broadcast multiple quality levels (i.e., video resolutions) of broadcast/multicast content for the same service in a stand-alone 3GPP based broadcast/multicast system.
The 5G network shall support parallel transfer of multiple quality levels (i.e., video resolutions) of broadcast/multicast content for the same service to the same UE taking into account e.g., UE capability, radio characteristics, application information.
*********************************************************End of 3rd  change******************************************************
*************************************************************4th change***********************************************************
[bookmark: _Toc468111983]7.2	Low latency and high reliability
Editor's Note: Text in this section is still to be elaborated 
[bookmark: _Toc468111984]7.2.1	Overview
Several service scenarios demand very low latency and very high reliability. The overall service latency depends on the delay on the radio interface, transmission within the 3GPP 5G system, transmission to a server which may be outside the 3GPP 5G system, and data processing. Some of these factors depend directly on the 3GPP 5G system itself, whereas for others the impact can be reduced by suitable interconnections from the 3GPP 5G system to services or servers outside of the 3GPP 5G system, for example, to allow local hosting of the services. The services and their performance requirements can be found in table 7.2.2-1. Latency in the table refers to the one-way latency on the radio layer.
*********************************************************End of 4th  change******************************************************
*************************************************************5th change***********************************************************
[bookmark: _Toc468111988]8	Security
[bookmark: _Toc468111989]8.1	Description
IoT introduces new devices with different life cycles, including devices with no user interface (e.g., embedded sensors), long life spans during which the device may change ownership several times (e.g., consumer goods), and which may not be pre-provisioned (e.g., consumer goods). These drive a need for secure mechanisms to dynamically establish or refresh credentials and subscriptions. New access technologies, including licensed and unlicensed, 3GPP and non-3GPP, drive a need for access independent security that is seamlessly available while the device is active. High-end smartphones, drones, and factory automation drive a need for protection against theft and fraud.  Expansion into enterprise, vehicular, and public safety markets drive a need for increased end user privacy protection. 5G security addresses all of these new needs while continuing to provide security consistent with prior 3GPP systems.
[bookmark: _Toc468111990]8.2	General
The 5G system shall support a secure mechanism to store cached data.
The 5G system shall support a secure mechanism to access a content caching application.
The 5G3GPP system shall support a secure mechanism to access a service or an application in an operator’s Service Hosting Service Environment.
The 5G3GPP system shall enable support of an access independent security framework.
The 5G system shall support a mechanism for the operator to authorize subscribers of other PLMNs to receive temporary service (e.g., mission critical services).
The 5G system shall be able to provide temporary service for authorized users without access to their home network (e.g., IOPS, mission critical services).
The 5G system shall allow the operator to authorize a 3rd party to create, modify and delete network slices, subject to an agreement between the 3rd party and the network operator. 
A relay UE should not be able to intercept any relayed data.
… …
[bookmark: _Toc468111993]8.5	Identity management
The 5G system shall provide a mechanism for an operator to allow access from a device using a temporary identifier that hides its subscriber identity.
The 5G3GPP system shall provide a mechanism for an operator to allow access from a device connected in an indirect connection using a temporary identifier that hides its subscriber identity.
The 5G HPLMN shall be able to associate a temporary identifier to a device's subscriber identity.
The 5G system shall be able to protect subscriber identity and other user identifying information from passive attacks.
Subject to regulatory requirements, the 5G system shall be able to protect subscriber identity and other user identifying information from active attacks.
The 5G3GPP system shall be able to allow the equipment identifier to be collected by legitimate entity regardless of device's user interface, when required.
The 5G system shall be able to support identification of subscriptions independently of identification of equipment.
The 5G system shall support a secure mechanism to collect system information while ensuring end-user and application privacy (e.g., application level information is not to be related to an individual user identity or subscriber identity and device information is not to be related to an individual subscriber identity).
For a private network using 5G3GPP technology, the system shall support network access using identities, credentials, and authentication methods provided and managed by a 3rd party and supported by 3GPP.
Editor’s Note: The term “private network” needs to be defined. 

*********************************************************End of 5th  change******************************************************

