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Abstract: : This document proposes to enhance the network capability exposure to support traffic from/to UE offload to 3rd party’s application to section 6.10.2 Network Capability Exposure.
.
[bookmark: _Toc309051499][bookmark: _Toc472222527][bookmark: _Toc466352960]Discussion
In the TS22.261, the 5G system has the following capabilities:
The 5G system provide suitable API to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.
Based on operator policy, the 5G system shall provide a mechanism such that one type of traffic (from a specific application or service) to/from a UE can be offloaded close to the UE's point of attachment to the access network, while not impacting other traffic type to/from that same UE
Based on the above requirements, the 5G network has the capability to route the data traffic to local Service Hosting Environment.
When the 3rd party’s applications are deployed in the local Service Hosting Environment, there is one scenario that not all data traffic from/to the 3rd party’s applications shall be routed to the local Service Hosting Environment. Some of the data traffic should be routed to the local Service Hosting Environment, while the other part of the traffic should be routed to the remote application server. For example, the YouTube’s webpage content is stored in remote application server, and YouTube’s video content is stored in local application server. At this time, YouTube should notify the 5G system that which type of data traffic should be routed to the local server by operator provided API. 5G system can perform the traffic offloading policy based on 3rd party’s request. 
Therefore we propose one requirement in the TS 22.261 6.10.2 Network Capability Exposure as follows:
 
[bookmark: _GoBack]Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator’s Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE’s location.

Proposal
***** FIRST CHANGES *****
[bookmark: _Toc468111918]6.10.2	Requirements
Based on operator policy, a 5G network shall provide suitable APIs to allow a 3rd party to create, modify and delete network slices used for the 3rd party.
Based on operator policy, the 3GPP system shall allow a 3rd party to define and update the set of services supported in a network slice.
Based on operator policy, the 3GPP system shall allow a 3rd party to assign a device to a network slice based on subscription, device type, and services provided by the network slice.
The 5G network shall provide a mechanism to expose broadcasting capabilities to 3rd party broadcasters’ management systems.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.

Based on operator policy, a 5G network shall provide suitable APIs to allow one type of traffic (from trusted 3rd party owned applications in the operator’s Service Hosting Environment) to/from a UE to be offloaded to a Service Hosting Environment close to the UE’s location.

***** END OF CHANGES *****


