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Abstract: 
This is a merge of the following tdocs: S1-163073, S1-163092, S1-163142, S1-163146
This contribution adds the following requirements related to subscription that are missing from paragraph 6.14 (Subscription aspects) in the specifications:
1) Potential requirement: The 3GPP system shall support a secure mechanism to remotely provision a device that does not have 3GPP subscription credentials.
Rephrased as: The 5G system shall supportenable a secure mechanism to remotely provision an IoT device not previously provisioned with its 3GPP credentials
A note is added to clarify the requirement applies to devices that are not human-operated.
2) Potential requirement: The 3GPP system shall support a secure and efficient mechanism to remotely provision groups of devices that are owned by the same entity and that do not have 3GPP subscription credentials.
Rephrased as: The 5G system shall support a secure and efficient mechanism to remotely provision a groups of IoT devices  not previously provisioned with its 3GPP credentials. that are owned by the same entity and that do not have 3GPP credentials.
A note is added to clarify the requirement applies to devices that are not human-operated.

3) Potential requirement: The 3GPP system owned by a 3rd party shall support network access using identities, credentials, and authentication methods that are provided and managed by that 3rd party.
Rephrased as: Subject to operator policy, the 5G system shall support UE access to an isolated network slice used by a trusted 3rd party based on identities, credentials, and authentication that are provided and managed by that 3rd party.

The 3GPP5G system shall support UE access to a network slice usedowned by a trusted 3rd party based on identities, credentials, and authentication that are provided and managed by that 3rd party.
4) [bookmark: _GoBack]Potential requirement: The 3GPP system shall support a mechanism which provides an appropriate and efficient authentication mechanism for groups of devices.
Rephrased to: The 5G system shall support a mechanism which provides an appropriate and efficient authentication mechanism for groups of devices.

5) Potential requirements: 
The 3GPP system shall support a resource efficient mechanism to provide service parameters and activate groups of devices. 
The 3GPP network shall support a resource efficient mechanism to manage (e.g., provide service parameters, activate, deactivate) devices, including groups of devices.
Rephrased as: The 5G system shall provide an efficient mechanism to support (e.g., provide mobility management, configuration, activation/de-activation) a group of devices with common attributes (e.g., all sensors embedded in a bridge, smart meters belonging to the same company) that are used by the same entity that belong to the same subscription.
6) Potential requirement: The 3GPP system shall support a mechanism to provision on-demand connectivity based on operator policy.
Rephrased to: The 5G system shall support a mechanism to provision on-demand connectivity based on operator policy. This on-demand mechanism should enable means for a user to activate on-the-spot connectivity while providing operators with identification and security tools for the provided connectivity. 


In addition, the following changes are proposed to the requirements already existing in paragraph 6.14.2:
1) The 3GPP system shall be able to provide mechanisms to change the association between a subscription and address/number of an IoT device (e.g., changing the owner and subscription information associated with the device) within the same operator and in between different operators in an automated or manual way. 
2) The 3GPP system shall be able to support identification of subscriptions independently of identification of devices. Both identities shall be secure.


[bookmark: _Toc460310039]<<Proposed Change>>
[bookmark: _Toc460310032]6.14.2	Requirements
A device which is able to access the 3GPP network in direct 3GPP connection mode using a 3GPP RAT shall have a 3GPP subscription.
The 3GPP system shall be able to provide mechanisms to change the association between a subscription and address/number of an IoT device (e.g., changing the owner and subscription information associated with the device) within the same operator and in between different operators in an automated or manual way.in an automated way. 
The 3GPP system shall be able to support identification of subscriptions independently of identification of devices. Both identities shall be secure.
An IoT device which is able to connect to a UE in direct device connection mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g., for device management purposes or to use indirect 3GPP connection mode).
The 5G system shall support a secure mechanism to remotely provision an IoT device not previously provisioned with its 3GPP credentials.
Note: The above requirement is to be applicable to IoT devices that are not human-operated (e.g., sensors). 
The 5G system shall support a secure and efficient mechanism to remotely provision a group of IoT devices not previously provisioned with their 3GPP credentials. 
Note: The above requirement is to be applicable to IoT devices that are not human-operated (e.g., sensors).
Subject to operator policy, the 5G system shall support UE access to an isolated network slice used by a trusted 3rd party based on identities, credentials, and authentication that are provided and managed by that 3rd party.
The 5G system shall support a mechanism which provides an appropriate and efficient authentication mechanism for groups of devices.
The 5G system shall provide an efficient mechanism to support (e.g., provide mobility management, configuration, activation/de-activation) a group of devices with common attributes (e.g., all sensors embedded in a bridge, smart meters belonging to the same company) that are used by the same entity.
The 3GPP system shall support a mechanism to provision on-demand connectivity, based on operator policy. This on-demand mechanism should enable means for a user to activate on-the-spot connectivity while providing operators with identification and security tools for the provided connectivity. 


Editor’s Note: The terms “IoT device” and “device” need to be defined. 
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