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Abstract: This document proposes to clean up the requirements on network slicing.

Summary

The requirements for network slicing are not fully consistent. This paper proposes the following corrections

6.1.2 Requirements [Network slicing]

· The requirement to allow the 3GPP system to "compose" a slice was not added, despite some proposals at the previous SA1 meeting to add it. Rather, it is suggested to wait for SA2 and SA5 to progress with their work on this topic before going too deep in these details in SA1. The same applies to the terms create, delete, move etc.: no changes are proposed and no definitions are suggested. The related editor's notes are deleted.
· The requirement "The 3GPP system shall allow the operator to define the set of services supported in a network slice" was moved, unchanged, to become the 2nd requirement, as it fits well next to the 1st requirement, to describe to some extent what the omitted "composition" is.

6.10.2 Requirements [Network Capability Exposure]

· The requirement describing what a 3rd party can do with the network slices was updated, to align it with what the operator can do with the slices (cf. 6.1.2)

· Subject to operator policy, a 3GPP network shall provide suitable APIs to allow a 3rd party to create, modify, and delete network slices used for the 3rd party.
· The requirement to allow 3rd parties to define the services in a network slice was added, to align it with what the operator can do with the slices (cf. 6.1.2)

· Subject to operator policy, the 3GPP system shall allow a 3rd party to define the set of services supported in a network slice.
· The requirement to allow 3rd parties to assign a device to a network slice was added, to align it with what the operator can do with the slices (cf. 6.1.2)
· Subject to operator policy, the 3GPP system shall allow a 3rd party to assign a device to a network slice based on subscription, device type, and services provided by the network slice.
8.2 General [Security]

· The requirement to allow 3rd parties to operate a network slice was aligned with the text in 6.10.2. The unnecessary "bilateral" was removed

· The 3GPP system shall allow the operator to authorize a 3rd party to create, modify, and delete network slices, subject to an agreement between the 3rd party and the network operator.
Proposal

Do the proposed changes.

-------------------- PROPOSED CHANGES ---------------------

------------------------- 1ST CHANGE ----------------------------

6.1
Network slicing

6.1.1
Description

Network slicing allows the operator to provide customised networks. For example, there can be different requirements on functionality (e.g., charging, policy control, security, and mobility), differences in performance requirements (e.g., latency, mobility, and data rates), or they can serve only specific users (e.g., corporate customers, roamers, or hosting an MVNO).

A network slice can provide the functionality of a complete network, including radio access network functions and core network functions (e.g., potentially from different vendors). One network can support one or several network slices.

6.1.2
Requirements

The 3GPP system shall allow the operator to create, modify, and delete network slices.

The 3GPP system shall allow the operator to define the set of services supported in a network slice.

The 3GPP system shall allow the operator to associate devices and subscribers with one or more network slices.


The 3GPP system shall allow the operator to assign a device to a network slice based on subscription, device type, and services provided by the network slice.

The 3GPP system shall allow the operator to assign a device to a network slice, to move a device from one slice to another, and to remove a device from a network slice.

The 3GPP system shall support a mechanism for the VPLMN to assign a device to a network slice with the needed services and authorised by the HPLMN, or to a default network slice.

The 3GPP system shall enable a device to be simultaneously assigned to and access services from more than one network slice of one operator.

Traffic and services in one network slice shall have no impact on traffic and services in other network slices in the same network.

Creation, modification, and deletion of network slices shall have no or minimal impact on traffic and services in the same network.

The 3GPP system shall support the dynamic adaptation of capacity, i.e. elasticity of a network slice. 

The 3GPP system shall ensure that elasticity of one slice has no impact on services delivered by other slices.

The 3GPP system shall support means by which the operator can add and remove network functions to the network such that they can be used in network slices.

The 3GPP system shall support providing connectivity to home and roaming users in the same network slice.

The 3GPP system shall support the operator to (pre)authorize a 3rd party to associate a UE to the 3rd party network slice.



Editor's Note: Use of "device type" needs to be clarified.

------------------------- 2ND CHANGE ----------------------------

6.10
Network Capability Exposure

6.10.1
Description

3GPP SEES and (e)FMSS features allow the operator to expose network capabilities e.g., QoS policy to 3rd party ISPs/ICPs. With the advent of 5G, new network capabilities need to be exposed to the 3rd party (e.g., to allow the 3rd party to customize a dedicated network slice for diverse use cases;  to allow the 3rd party to manage trusted 3rd party application in hosting service environment to improve user experience, efficient utilize backhaul and/or application  resources).

Applications may be frugal at periods when resources are rare and can compensate and anticipate as much as they can if timely network status information is aware by application; otherwise. Applications may be disconnected in case of user mobility.

6.10.2
Requirements

Subject to operator policy, a 3GPP network shall provide suitable APIs to allow a 3rd party to create, modify, and deletenetwork slices used for the 3rd party.
Subject to operator policy, the 3GPP system shall allow a 3rd party to define the set of services supported in a network slice.
Subject to operator policy, the 3GPP system shall allow a 3rd party to assign a device to a network slice based on subscription, device type, and services provided by the network slice.
The 3GPP network shall provide a mechanism to expose broadcasting capabilities to 3rd party broadcasters’ management systems.

Subject to operator policy, a 3GPP network shall provide suitable APIs to allow a trusted 3rd party to manage this trusted 3rd party owned application(s) in the operator's Service Hosting Environment.

------------------------- 3RD CHANGE ----------------------------

8
Security

8.1
Overview

IoT introduces new devices with different life cycles, including devices with no user interface (e.g., embedded sensors), long life spans during which the device may change ownership several times (e.g., consumer goods), and which may not be pre-provisioned (e.g., consumer goods).  These drive a need for secure mechanisms to dynamically establish or refresh credentials and subscriptions. New access technologies, including licensed and unlicensed, 3GPP and non-3GPP, drive a need for access independent security that is seamlessly available while the device is active. High end smartphones, drones, and factory automation drive a need for protection against theft and fraud.  Expansion into enterprise, vehicular, and public safety markets drive a need for increased end user privacy protection. 5G security addresses all of these new needs while continuing to provide security consistent with prior 3GPP systems.

8.2
General

The 3GPP system shall support a secure mechanism to store cached data.

The 3GPP system shall support a secure mechanism to access a data cache.

The 3GPP system shall provide the means for caching of encrypted contents with minimal negative impact to performance (e.g., latency, bandwidth).

The 3GPP system shall support a mechanism for the operator to authorize subscribers of other PLMNs to receive temporary service (e.g., mission critical services).

The 3GPP system shall be able to provide temporary service for authorized users without access to their home network (e.g., IOPS, mission critical services).

The 3GPP system shall allow the operator to authorize a 3rd party to create, modify, and delete network slices, subject to an agreement between the 3rd party and the network operator. 

A relay UE should not be able to intercept any relayed data.

-------------------- END OF CHANGES ---------------------
