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BACKGROUND

The 3GPP Originating Identification Presentation (OIP) service – described in TS 24.607 – is based on the Calling Line Identification Presentation (CLIP) service.  The terminating UE supports the receipt of the P-Asserted-Identity header in SIP requests to present the information to the user based on the received PAI and Privacy header fields.
Services that deliver the caller name (CNAM) were introduced in the CS network in the early 1990s. The service concept is based on the delivery of a trusted calling number that the terminating network can use to retrieve a name by querying a trusted database. Telcordia GR-1188-CORE is the industry standard for the service that has been offered in the US and Canada during the past 25 years. 
Delivering the name provides the called party with more information about the caller. However, the limited length (15 characters) has always been a source of customer discontent. For decades, the limitation was tolerated because of network and device limitations. With advances in consumer devices, the limitations no longer hold credence and consumers expect more.
Some wireless carriers provide the traditional CNAM service in a manner identical to the model described in GR-1188, with the necessary protocol conversions.
With the advent of IMS and larger penetration of smartphones, the concept of enhanced CNAM (eCNAM) was introduced by Telcordia in 2008. eCNAM provides the terminating party with the extended name and optional metadata about the originating party. The extended name supports names of up to 35-characters long, which is an expansion and improvement over the traditional 15-character name. The related metadata could include information such as the location of the caller, the type of caller (business/residence), or the category of the call (charity, healthcare, telemarketing, etc.), and more. 

The interfaces between terminating service providers and the trusted databases need to be private and secure. The conditions for exchange of data are governed either by local regulatory administration (to establish regulatory policy) or through service provider agreement.  Selecting trusted data sources for retrieving eCNAM is a key component to the overall integrity of the service. Having learned hard lessons from the rash of caller ID spoofing, which IP technology inadvertently facilitated, it is critical for service providers to select their data sources carefully and follow best practices to ensure eCNAM data integrity (which will be a topic for other work items).
METADATA AND PRIVACY

The question of how consumers (callers) will allow additional information to be delivered about them and what will the role of the service providers (originating and terminating) be is discussed below.
The delivery of the metadata to the end user is expected to abide by the same privacy rules as for delivering caller identity.  If the caller chooses an identity restriction feature, that restriction will apply to the metadata presentation, as it does to the name and number presentation.

It is also expected that the “set” of data elements that make up this metadata will be pre-selected and agreed to between service providers based on business agreement.  This way, an eCNAM query would result in the return of the extended name along with the predefined “set.” This allows an operator to ensure that consumer privacy regulations have been adhered to.
Understandably, business callers are more likely to allow the delivery and presentation of information about their business numbers to eCNAM subscribers – a form of business card or vcard.
ROBOCALLING AND ECNAM
The eCNAM service concept existed prior to the proliferation of illegal and unwanted robocalls (caller identity spoofing).  However, as illegal robocalling has increased to become the top consumer complaint at the FCC and FTC, consumers and regulators began discussing whether traditional CNAM can play a role in reducing illegal robocalls. As a result, eCNAM standards work began in ATIS in 2014, and a North American standard was completed in 2015.  
eCNAM, through the use of trusted data sources, will help increase the value of the useful caller name delivery service consumers have come to rely on for decades.  The eCNAM service delivers more reliable information to the subscriber, in a consistent and timely fashion, to assist them with their call treatment options.  
UE DISPLAY CONSIDERATIONS

The display of Enhanced CNAM to the user is targeted primarily for smartphones.  However, given the varying landscape of devices, service providers may have to differentiate offerings of eCNAM to consumers based on device variations.  This is not new to service providers.  Even in the CS world, service providers offered different versions of the same service to ensure proper operation with the device class that the consumer owned.  

It is possible to extend the benefit of the longer name (15-20 characters) to consumers with feature phones while reserving the full-fledged eCNAM capabilities to subscribers with smartphones.  

SUMMATION

For the past 25 years, consumers have become accustomed to receiving a calling number and name before they decide whether to answer the call. Independent of the technology (landline, VoIP or wireless) those two services hold the highest subscription rates (close to 80% in the US). 
Consumers expect caller name and number services to evolve with their needs in the new IMS network. Unlike several other CS services that were not deemed necessary to transition from CS to IMS, enhanced CNAM is an essential part of building the next generation identity services that subscribers look forward to and rely on. Enhanced CNAM builds on a successful core concept that has been well-tested over time, but is in need of updating.  While admittedly the characteristics of eCNAM offerings will vary by region and service provider, it is clear that the value provided to the consumer is increasing.
