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Abstract: This document proposes a new requirement to TS 22.261 regarding security.
Introduction 
The 5G system is expected to be able to support a variety of different access technologies (e.g., new access technologies, including licensed and unlicensed, 3GPP and non-3GPP), different devices (e.g., for IoT, V2X), and different markets (e.g., MVNO, corporate network, vertical industries) as described in TS 22.261. It needs to consider a secure framework for the efficient support of their diversity.
Specifically unified authentication framework is identified in SA2 NEXTGEN (TR 23.799) as one of high level architecture requirements. The solutions for authentication and security framework also introduced that supporting unified authentication framework is necessary in different access network. 
Below is the relevant text of TR 23.799.
4.1
High level Architectural Requirements

Support unified authentication framework for different access systems.
6.12
Solutions for Key issue 12: Authentication and security framework

6.12.1
Solutions 12.1: Authentication and security framework

Support authentication of UE connecting to the 5G NextGen CN via different access network, including 3GPP technologies, non-3GPP wireless technologies, fixed broadband access, including trusted and untrusted Non-3GPP accesses.
Support a unified authentication framework enabling UEs connecting via different access network technologies to access the 5G NextGen CN. The realization of a unified authentication framework will be dependent on how the different access network technologies, especially the non-3GPP accesses will be integrated into the 5G NextGen CN.
Proposal

In this regard, a secure mechanism is required to minimize the dependencies of access, device and market.

---------- START of CHANGE ----------
8
Security
8.1
Overview

IoT introduces new devices with different life cycles, including devices with no user interface (e.g., embedded sensors), long life spans during which the device may change ownership several times (e.g., consumer goods), and which may not be pre-provisioned (e.g., consumer goods).  These drive a need for secure mechanisms to dynamically establish or refresh credentials and subscriptions. New access technologies, including licensed and unlicensed, 3GPP and non-3GPP, drive a need for access independent security that is seamlessly available while the device is active. High end smartphones, drones, and factory automation drive a need for protection against theft and fraud.  Expansion into enterprise, vehicular, and public safety markets drive a need for increased end user privacy protection. 5G security addresses all of these new needs while continuing to provide security consistent with prior 3GPP systems.

8.2
General

The 3GPP system shall support a secure mechanism to store cached data.

The 3GPP system shall support a secure mechanism to access a data cache.
The 3GPP system shall support a secure mechanism to minimize the dependencies of access, device and market.
The 3GPP system shall support a mechanism for the operator to authorize subscribers of other PLMNs to receive temporary service (e.g., mission critical services).

The 3GPP system shall be able to provide temporary service for authorized users without access to their home network (e.g., IOPS, mission critical services).

The 3GPP system shall allow the operator to authorize 3rd parties to create and manage a network slice, subject to a bilateral agreement between the 3rd party and the network operator. 

A relay UE should not be able to intercept any relayed data.
---------- END of CHANGE ----------
