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[bookmark: _GoBack]Abstract: This document proposes an additional requirement to ensure wireless self backhaul is secure. 


First Change
[bookmark: _Toc460310037]8.2	General
The 3GPP system shall support a secure mechanism to store cached data.
The 3GPP system shall support a secure mechanism to access a data cache.
The 3GPP system shall provide the means for caching of encrypted contents with minimal negative impact to performance (e.g., latency, bandwidth).
The 3GPP system shall support a mechanism for the operator to authorize subscribers of other PLMNs to receive temporary service (e.g., mission critical services).
The 3GPP system shall be able to provide temporary service for authorized users without access to their home network (e.g., IOPS, mission critical services).
The 3GPP system shall allow the operator to authorize 3rd parties to create and manage a network slice, subject to a bilateral agreement between the 3rd party and the network operator. 
A relay UE should not be able to intercept any relayed data.
Wireless backhaul shall support the same level of security as other backhaul technologies.
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